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Overview

Welcome to Traffic Analyst from Impact Technologies!

Traffic Analyst should be installed and the switches prepared for polling. If not, go through
the Traffic Analyst Install Guide first.

This guide contains the following sections:

Section 1: Setting Up Traffic Analyst System Options discusses initial startup and options
that appear on the System Menu.

Section 2: Defining and Polling Switches discusses the options used to create switches
and set up their polling schedules. When you are done with this section, you should be set
up to poll one or more switches, and you should have a basic understanding of how to
monitor the polls.

Section 3: Using Traffic Analyst describes those options that you will use frequently.

After Section 3 the Traffic Analyst User Guide is included. This guide is for customers who
have purchased the web-enabled version of Traffic Analyst.

JUNE 2011
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1 Setting Up Traffic Analyst System Options

This section discusses initial startup and options that appear on the System Menu.

1.1 Starting Traffic Analyst (Initial Setup)

To start Traffic Analyst, click Start =>Programs=>Traffic Analyst=>Traffic Analyst.

1.2 E-mail Settings

When starting Traffic Analyst for the first time, an initial splash screen displays, followed by
an e-mail settings option window.

— E-Mail Type

" Mone Select the type of e-mail 2ervice to uze
for zending e-mail meszages fram
" Extended MAFI Traffic.

v SMTP

bail Server Host Hame aor [P Address:

Imail.impacttech.cum

Return E-Mail Address:
Iiuhnp@impacttech.cum

Feturn E-k ail Mame:
I.Jn:nhn Pulley

Login M ame [optional]:

hnhnp

Logon Pazsword [optional]:  Logon Pazsword Confirm:

Ixxxxx I EEYEH]

— Test

To Iinhnp@impacttech.cnrd Test |

To test your e-mail 2ettingz, enter a recipient e-mail address
and chooze the Test button, A test e-mail meszage will be
zent ko that recipient.

k. I Cancel Help

Traffic Analyst can e-mail alarms and reports to users. The Traffic Analyst server must be
set up on an e-mail system with an e-mail account also created for that server.

JUNE 2011 IMPACT TECHNOLOGIES, INC 9
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Select the type of e-mail to use — None, Extended MAPI, or SMTP.

If None is chosen, you can enable e-mail later by going to E-mail Settings from
the System Menu in Traffic Analyst.

If Extended MAPI is chosen, you are finished. You can send a test e-mail with
the Test section. You will be asked to choose an e-mail profile. To log off or on to
e-mail, choose the e-mail item from the File Menu in Traffic Analyst. Each time
Traffic Analyst is started, the log on prompt will be displayed.

If SMTP is chosen, enter the e-mail server Host Name or IP Address. Normally
this is “mail.<company website>.” Enter a Return E-mail Address. This is the
“From” address listed on e-mails sent by Traffic Analyst and the address to which
undeliverable e-mails will be returned. Enter the Return E-Mail Name of the
person the return e-mail address belongs.

The Login Name and Password are optional. Some e-mail servers have login security. If
this is the case, enter the login name and password. The Test is optional also. Enter the e-

mail add

ress to receive the test e-mail message.

1.3 Logging in

The next window that appears is the Log On window.

Log On - Traffic Analyst zl

Log On Information

Database Server: |

Traffic

Copyright € 1337-2008, Impast Technofogies, Inc, All rights resered.

User ID; [

Password: |

[v' Display waming when application exit is requested.

| oK Cancal |

Select the User ID field and log on with the default username and password below:

User ID:

traffic

Password: impact

The next screen that appears is the License window.

JUNE 2011
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1.4 License

The appearance of the License screen may differ slightly, depending upon the type of
software license purchased. Traffic Analyst is licensed for a number of clients (called
users), and then it is licensed for a number of sites (switches) or a number of study days.

— dpdate b aximum Licenses

Current [ = Lizenze Feys

£ Users I 1 I

{~ Capacity |0 I il I

For complete detailz on Capacity Licenze, view the License report,

Licenze Key I

| | | | |
0k, | Apply I Carnicel | Help

Click the Users radio button and enter the license key provided by Impact Technologies in
the License Key field, and press Apply. The key will appear in the upper portion of the
screen and display the maximum number of users purchased.

Next, click on the Capacity (or Days) radio button and enter its license key in the same
fashion.

If you purchased Days, please contact Impact Technologies for the license key. Impact
Customer Service will ask for the default license key that appears on the screen, and then
provide a new key to enter.

When done, click on OK. The Backup window appears next.

JUNE 2011
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1.5 Backup

Schedule the backups using this screen

— Static:
v Databaze [T Com &udit Files Advanced... |
T arget Directaory:
IF:'&Backups Browsze |
— Scheduls
Backup Time; |4 : 25: AM j Mext Tirme: 07-17-09 02:00 Ak
Drays of Week
W Monday W ‘Wednesday W Friday V¥ Sunday
W Tuesday W Thursday v Saturday
F.eep no mare than |2 backups. [Leave blank to keep all]
Post alam when free disk space iz below: I1 0 ME
Ok I Backup Mow | Cancel | Help

The Static section of this window defines the type of data to back up. Database backs up
the Traffic Analyst database. The backup is performed live, meaning the database is not
disabled when the backup occurs.

Com Audit Files can also be backed up. These files are the most recent data files polled
from your switch or buffer box.

Typically both the Database and Com Audit Files are backed up.

Specify a Target Directory where the backup files will be placed. We recommend this to
be a network server that is backed up on a regular basis.

The Schedule section of this window sets the Backup Time and the Days of Week on
which the backup will occur. Pick a time when the system will be least busy. Try to
schedule a backup to occur after Reindex. You can schedule one weekday, several, or
even all weekdays for a backup to occur.

Keep no more than X backups determines how many backups will be saved. If this is left
blank, then all backups will be saved and none will be deleted. You will then have to clean
up the backup directory periodically. We do not recommend leaving this field blank.

The backup file will use a TAYYMMDD.TDB naming convention, where "YYMMDD" is the
year, month, and date. The file will be in ZIP format. Contact Impact Technologies for help
in restoring a backed up database.

JUNE 2011

IMPACT TECHNOLOGIES, INC 12
CONFIDENTIAL AND PROPRIETARY



TRAFFIC ANALYST ADMINISTRATIVE GUIDE

The last setting defines an alarm that can be generated if the available disk space on the
Traffic Analyst server dips below the setting.

Backups MUST be run on a regular basis to ensure database integrity. Failure to do so
may cause the excessive hard disk space to be used.

Use the Backup Now button to schedule a backup to start immediately. Note that this
does not save any other changes made to the form.

1.6 Main Window

The main Traffic Analyst window is divided into two sections.

I Traffic Analyst - Traffic o [=] ]
File Edt ‘Yiew Tools Reports System Help
SEELEPS I ERY T 2Ly EEE| 2
| Swikch | Ackivity | Report i | Destination | Next Time
[+ [+ ] Report Schedule {Status Log'y Pending Scheduly Alarms 51 [ 4] | |
Ready I_IW 4

The left section will contain the list of switches, once defined. To work with the data of a
single switch, select it on this tree.

The right section contains one of five screens selected by clicking on a tab at the bottom of
the panel. The screens available are:

e Report Schedule — saved reports

e Status Log — completed or in-progress activities.

e Pending Schedule — pending or scheduled activities.

e Alarms — alarms generated as a result of polling or system thresholds.

o Switches — defined switches, presented so that multiple switches can be
selected and perform a common action on them.
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2 Defining and Polling Switches

This section discusses the options used to create switches and set up their polling
schedules.

2.1 New Switch Setup

Before creating your new switch a User Account needs to be created. To do this first go to
the Systems pull down Menu and select

2.1.1 User Accounts

This option defines accounts and allows Web Admin users to be set up for new accounts.
Accounts designate what user can view what switches and features. When a switch is
assigned to an account, that account name will appear in brackets to the right of the switch
name in Traffic Analyst.

User Accounts 2
— Show & £ |
oW ASCounts Add New Account

Account Mame |

Drerno b odify Account

Siemnens

Skate University Remowve Account |

Account Name: — Licenzing
Siemens bl ax Switches:

= Fond Wewsccount———— |5
Sty Jzer D b as Uzers:

B

Fasswmarnd:
—Access Control

Feature .t’-‘-.ccess...l
Switch Access. . |

ok | LCancel | Apply | Help |

Confirm Passward:

Enter the Max Switches and Max Users to designate the maximum amount of switches
and users that can be assigned to the account.

Choose the Feature Access and Switch Access buttons to set which switches and
features are viewable in this account. Available features are determined by the Traffic
Analyst modules you have purchased.
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2.1.2 Creating a Switch

To create a new switch, click on the File => New => Switch.

P Traffic Analyst - Traffic

File Edit Yew Tools Reporks System Help
ld == Switch

—E

(e [ Folder

Deactivatefctivate

Froperties., ..

EROUES
Pools

: Alarms

Special Davs
Data Calendar

Poll Failures

&} Print. ..

Log OFF Email. ..
Log OFf Traffic Anakyst

Chel4+P

Exit

The first screen of the Switch Properties wizard is now displayed.

Created:  Map 03, 2004
M arne: I 1D: IDD2
PB: | Siemens 4751 i
Model; hod 40 -
Release: ISDDE j
Time Zote: I[GMT-DE: 00] Central Time (U5 & Canada) j
v Davlight Savings Time is acknowledged ~ Display
¥ Process Console Data Usage Units: CCE T
ACL Units: ISecs Tl
Frirnary Cram — Primary Hours
Sun Mon Tue Wed Thu Fri  Sat |12:EIEI:.-’-‘«M j to |12:DD:AM j
¥ M M W M
¥ Special Days are not Primary Days  Edit Special Days |
< Back I Mest > I Cancel | Help |

NOTE: This screen may vary slightly depending on the PBX selected. Also, it is pertinent
to select the right switch release because communication types vary. For example, if your
switch is a Siemens HiPath 4000 Version 4 that uses SSH, you will need to select Version
4.4 for the release. Earlier releases of HiPath 4000 use Telnet, and HiPath 4000 Version

5 uses SSH.
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Enter a Name that identifies the switch. The ID is automatically populated with the next
available switch reference number. (This ID can be changed to any unique three-character
ID that will be used to help identify reports that are saved for this switch. Reports that are
saved to a file will have a name that ends in this three-character ID.)

Select the settings that apply to the switch to be polled. The PBX selection, and the
following Model and Release fields, will determine screen and option settings throughout
the rest of the product, since each switch type works differently.

The Time Zone setting is from the perspective of where the switch is located and whether
Daylight Savings Time is recognized. It is important that information is accurate as it will
affect the poll time information for switches polled hourly.

If the switch is a Siemens HiPath 3000, you will select American or European date format.
This determines how dates are displayed in Traffic Analyst reports.

For a HiPath 4000, if the Siemens Fault Management (SNMP) client software installed on
the same system that Traffic Analyst server is installed, a checkbox for Send Alarms with
SNMP will be displayed. If this checkbox is selected, all defined alarms will be sent to the
SNMP Fault Monitoring system when the alarms are triggered. Also, if SNMP alarms are
chosen, a small Traffic Analyst window will appear that can be minimized. Do not close
this window. Traffic Analyst will shut down if this window is closed.

Display section is used to set the units of measurement for Usage and Average Call
Length. These settings are then used in all screens and reports.

Primary Days section is used to select what days are included in study data for busy hour
and average busy hour calculations and for any CCITT busy hour calculations. The data
for non Primary Days (or unchecked days) will still be collected and available in daily,
weekly and monthly reports. Edit Special Days button will display a calendar and allow
you to select non-work days (such as holidays). By checking Special Days are not
Primary Days option, any Special Days will be excluded as Primary Days.

Primary Hours section is used to select hours of operation. Only hours falling within the
Primary Hours will be included in the study data for busy hour and average busy hour
calculations and for any CCITT busy hour calculations. The data for non Primary Hours will
still be collected and available in daily, weekly and monthly reports.

Select Next.
Note: If serial ports were not setup through the System menu's Ports option, then a pop-

up window will open asking to define those ports now. If the switches will be polled via
TCP/IP, then answer No to this question and continue.

2.1.3 Communications

The Communications screen defines how Traffic Analyst connects to the switch or buffer
box. Options on this screen differ depending on the type of switch and communication
options available for the switch.

To go directly to the switch and communication type, click one of the links below:

Siemens 9000-9751, Hicom 300 & Nortel Serial Communication Screen

Siemens Hicom 300 (release 6.6 only) TCP/IP Communications Screen
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Nortel Rlogin Communication Screen

Nortel FTP Communication Screen

Nortel Lantronix Communication Screen

Nortel Buffer Box Communication Screen

Siemens HiPath 3000 TCP/IP Communication Screen

Siemens HiPath 3000 Data Directory Communication Screen

Siemens HiPath 4000 TCP/IP Communication Screen

Siemens HiPath 4000 Data Directory Communication Screen

Siemens OpenScape Voice TCP/IP Communication Screen

Siemens OpenScape Voice Data Directory Communications Screen

Avaya Data Directory Communication Screen

Cisco Unified Communications Manager TCP/IP_ Communication Screen

Cisco Unified Communications Manager Data Directory Communication Screen

2.1.3.1 Siemens 9000-9751, Hicom 300 & Nortel Serial Communications
—Get Drata From - Communicate Wia
* Switch & TERAR
" Buffer Boy j ' Serial YPN Setup.. |
€ Agent " Data Directany
—Sernial

Cam Part: |CDM2 "I Pharne Mumber: I
Baud R ate: ISEDD 'l Access Sting: |
DataBits  [Gdatabts »|  UserName: | W Collect CDR Data

Failure Retries; I
Timneot [min]: I2

Parity: | Mane - | Password:
Mewt Passward:
—CDR Buffer Box
User Mame: I
Pazsword: I
I | ETR File Transfer Dita File Name: |

< Back I Mest » I Cancel Help

Select the Com Port
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Select Baud Rate, Data Bits & Parity that match the port of the switch.

Phone Number is used if polling via modem. Enter the phone number of the switch to be
dialed. If using a security device that requires a security string, enter it after the phone
number, separating the phone number and the string by pauses (represented by commas).
If accessing the switch via a direct serial connection or Lantronix device using Comm Port
Redirector or Device Comm Manager, leave this field blank.

For Siemens Data Switching (DCI/DCM) connections only:
If accessing the switch via a Siemens data device (DCI/DCM), enter the appropriate
dialing string in the Phone Number field. (Example: "c ccms *M") The *M, needs to follow

the phone number or data group in the Phone Number field as it sends a carriage return.

In the case of a DCI/DCM connection, the call must complete before any Access String is
processed.

If needed, use the following symbols to send information to the data switching network:
lindicates a long pause (10 seconds)
~ indicates a short pause (1 second)

A indicates that the character immediately after it will be a control character (*M indicates a
carriage return, for example)

@N indicates that N lines of input will be read from the remote system and will be
displayed in the communication audit file, where N is a number you enter

| indicates that the character immediately after it will be sent. You would use this if you
needed to actually send an exclamation point as part of a password, for example. Without
the | symbol, the exclamation point would be interpreted as a 10 second pause.

Any other character will be sent as entered.
Example: AM!traffic*M!impact*M

Access String is used to send information once Traffic Analyst has made a successful
connection to the switch.

User Name is the Username to be used to access the switch. The username MUST have
appropriate permission to access the CNFG & LIST functions on the switch.

Password is the Password assigned to the Username above.

Next Password allows the entry of a password that will be automatically used by Traffic
Analyst to access the switch when the current password it uses expires. When the current
password expires, Traffic Analyst will try the new password. If this password works, it is
moved into the Password field as the new permanent password and the Next password
field is left blank. This is only available for Hicom 300 switches.
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Failure Retry is the number of times Traffic Analyst should retry a polling connection, in
the event that the first attempt fails. Retries occur after failures due to a busy signal, ring
no answer, excessive line noise, dropped connection, or some timeout conditions (when
the switch does not respond). Retries are not attempted when failures are caused by an
incorrect user name or password, or when the switch response does not match the
expected configuration.

Timeout is used to specify the delay between failure retries, such as when a busy signal is
received during an attempted poll. It also specifies how long Traffic Analyst should wait for
a switch response. If the switch does not respond within the timeout minutes, Traffic
Analyst logs a failure and will generally retry, depending on where Traffic Analyst is at in
the polling process.

For Call Detail data collection only:

Check the Collect CDR Data checkbox if you have purchased the CDR module for Traffic
Analyst. This enables you to set up Traffic Analyst for Call Detail data collection. You will
also need to set up a buffer box that will store Call Detail data from your switch. Traffic
Analyst will retrieve the Call Detail data from the buffer box.

Select Host or IP Address to direct Traffic Analyst to the buffer box. Host is usually a
machine name.

Enter the User Name and Password that gives Traffic Analyst access to the buffer box.
Consult your buffer box instructions for this information.

Enter the Data File Name so that Traffic Analyst retrieves the CDR file it needs from the
buffer box.

VPN Setup is used to set up a VPN connection. This type of connection may be
necessary due to security restrictions.

Polling is the next section.
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2.1.3.2 Siemens Hicom 300 (release 6.6 only) TCP/IP Communications

Communications

e

— Get Drata Fram Commuricate Yia
% Suitch = TCRAP
! Buffer Box j " Eerial WPN Setup. . |
) Agent " Data Directory
— TCR/IF
i Hnsl‘ I Llger Mamne: Ifred
P Address I Paszzword: I’""m

I Callect COR Data I¥ | FTIF File Trranisfer FTF Diirectary: ICi\thD

— Telnet Login
¥ Host IH-'I-'I User Mame: [=nar
P Address I Pazsword: I xxxxxxx
— COR Buffer Box
& Host Ifredd User Mamne: Isam File: M arne: I“
 |P Addiess I Passmard | ¥ | ETE File Trarster

< Back I Memut » I Cancel Help

Select TCP/IP radio button under Communicate Via.

Choose either Host or IP Address and enter the information in the corresponding field.
Host is usually a name where IP Address is a string of numbers.

FTP File Transfer should be checked if retrieving data from the switches FTP directory.

User Name is the Username to be used to access the switch. If communicating using
FTP, the default Username is tal.

Password is the Password assigned to the Username above. If communicating using
FTP, the default Password is tal.

For Call Detail data collection only:

Check the Collect CDR Data checkbox if you have purchased the CDR module for Traffic
Analyst. This enables you to set up Traffic Analyst for Call Detail data collection. You will
also need to set up a buffer box that will store Call Detail data from your switch. Traffic
Analyst will retrieve the Call Detail data from the buffer box.

Enter the Telnet Host name or IP Address to determine how Traffic Analyst will use the
Telnet command to access trunk configuration data.

Enter the Telnet Login User Name and Password if connecting in that manner so that
Traffic Analyst can use the Telnet command to access trunk configuration data.
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Select Host or IP Address to direct Traffic Analyst to the buffer box. Host is usually a
machine name.

Enter the User Name and Password that gives Traffic Analyst access to the buffer box.
Consult your buffer box instructions for this information.

Enter the Data File Name so that Traffic Analyst retrieves the CDR file it needs from the
buffer box.

VPN Setup is used to set up a VPN connection. This type of connection may be
necessary due to security restrictions.

Polling is the next section.

2.1.3.3 Nortel Rlogin Communications

r— Collect Data From Communicate Yia
" Switch « TCP/P
" Bulffer Box Sentinel 2000 j " Serial 4PN Setup... |
€ Agent " Data Directony
— TCRAF
¢ Host I Usger Wame: I
P Addiess I Pazsword: I
—Seszion
" FTP File Transter Rlagin U zernarne: I

 Lantoniz UDS-10

) Telnet [ Collect COR Data

—CDR Buffer Bo

& Host I |J=er Mame: I File: M ame: I“
P Address I F'assword:l F#| T File Tiranster

< Back I Nest = I Cancel Help

Get Data from Switch.
Communicate Via TCP/IP.

Choose either Host or IP Address and enter the information in the corresponding field.
Host is usually a name where IP Address is a string of numbers.

User Name is the Username to be used to access the switch.
Password is the Password assigned to the Username above.

Session is Rlogin. This option only available on switch release 25 or higher and
Succession releases.
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Rlogin Username is the Username that will allow access to the Rlogin port.

For Call Detail data collection only:

Check the Collect CDR Data checkbox if you have purchased the CDR module for Traffic
Analyst. This enables you to set up Traffic Analyst for Call Detail data collection. You will
also need to set up a buffer box that will store Call Detail data from your switch. Traffic
Analyst will retrieve the Call Detail data from the buffer box.

Select Host or IP Address to direct Traffic Analyst to the buffer box. Host is usually a
machine name.

Enter the User Name and Password that gives Traffic Analyst access to the buffer box.
Consult your buffer box instructions for this information.

If required, complete the File Name field. In most cases, however, the user can just leave
the field name as “*”.

VPN Setup is used to set up a VPN connection. This type of connection may be
necessary due to security restrictions.

Polling is the next section.

2.1.3.4 Nortel FTP Communications

-

Communications

T e -

B |

Collect Data From

Communicate Via

(& Switch & TCP/AP

" Buffer Box PollCat NetLink =

L (" Data Directory
TCRAP

L | User Name: [CPSIDTTT0

Session

{* FTP File Transfer

[ Collect COR Data

(" Lantronix UDS-10 ™~ S5H

Relative FTP Directary  |/U/SMP_DE
Data File Name: |DBA.TRF

" Blagin £

st ]

VPN Setup...

—

Help

< Back | Meat > | Cancel

= —— )
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Get Data from Switch.
Communicate Via TCP/IP.

Choose either Host or IP Address and enter the information in the corresponding field.
Host is usually a name where IP Address is a string of numbers.

User Name is the Username to be used to access the switch. A default is provided.

Password is the Password assigned to the Username above. The password to the
default is provided.

Session is FTP File Transfer. This option only available on switch release 25 or higher
and Succession releases.

Enter the Data File Name in the field provided. This is the file name created on the switch.
The default is provided.

For Call Detail data collection only:

Check the Collect CDR Data checkbox if you have purchased the CDR module for Traffic
Analyst. This enables you to set up Traffic Analyst for Call Detail data collection. You will
also need to set up a buffer box that will store Call Detail data from your switch. Traffic
Analyst will retrieve the Call Detail data from the buffer box.

Select Host or IP Address to direct Traffic Analyst to the buffer box. Host is usually a
machine name.

Enter the User Name and Password that gives Traffic Analyst access to the buffer box.
Consult your buffer box instructions for this information.

If required, complete the File Name field. In most cases, however, the user can just leave
the field name as “*”.

VPN Setup is used to set up a VPN connection. This type of connection may be
necessary due to security restrictions.

Polling is the next section.
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2.1.3.5 Nortel Lantronix Communications

r— Collect Data From Communicate Yia
" Switch « TCP/P
" Bulffer Box E-COMMS CAB & j " Serial 4PN Setup... |
€ Agent " Data Directony
— TCRAP
¢ Host I Usger Wame: I
P Addiess I Pazsword: I
—Seszion
" FTP File Transfer IF Fort: I'IDDEI'I
& Lantroniz UDS-10 [~ Specify Password For Lantronix UDS-10
" Rlogin Lartronix UDS-10 Passward: I
) Telnet [ Collect COR Data
—CDR Buffer Bo
& Host I |J=er Mame: I File: M ame: I“
P Address I Pazsword: I F#| T File Tiranster
< Back I Nest = I Cancel Help

Get Data from Switch.
Communicate Via TCP/IP.

IP Address is the IP Address you assigned to the Lantronix device during the Lantronix
setup process.

User Name is the Username to be used to access the switch. The username MUST have
appropriate permission to access the Load 2 (LD2) function on the switch.

Password is the Password assigned to the Username above.

Session is Lantronix UDS-10.

IP Port is the port number configured on the Lantronix. IP port number 10001 is the default
and is recommended. Only change the default port number if this has been changed

during the Lantronix setup.

Check Specify Password for Lantronix Device if one has been configured, then enter
the Password. See Lantronix Installation Guide for more information.

For Call Detail data collection only:

Check the Collect CDR Data checkbox if you have purchased the CDR module for Traffic
Analyst. This enables you to set up Traffic Analyst for Call Detail data collection. You will
also need to set up a buffer box that will store Call Detail data from your switch. Traffic
Analyst will retrieve the Call Detail data from the buffer box.
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Select Host or IP Address to direct Traffic Analyst to the buffer box. Host is usually a
machine name.

Enter the User Name and Password that gives Traffic Analyst access to the buffer box.
Consult your buffer box instructions for this information.

If required, complete the File Name field. In most cases, however, the user can just leave

ke

the field name as “*”.

VPN Setup is used to set up a VPN connection. This type of connection may be
necessary due to security restrictions.

Polling is the next section.

2.1.3.6 Nortel Buffer Box Communications

Traffic Analyst supported Buffer Boxes and Communication:

E-COMMS CAB 5 & 6 - Serial
PollCat NetLink & Jr. - Serial & TCP/IP
Poll-Safe 635P & 680 - Serial
Sentinel 2000 & 2000S - Serial, TCP/IP & Data Directory
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Serial Communication

— Callect Data From Communicate Via
" Switch = TCRAP
¥ Buifer Box Pollzat Metlink Jr. j % Serial YPN Setup... |
) Agent ) D ata Directony

— Serial

Com Port: Im Phone Mumber: I Failure Retries: I_
Baud R ate: Im Access Shing: I Tirneaut [min]: |2_
DataBits [adatabis  v|  UserName: | ¥ Collect CDR Data
Farity: Im Pagzword; I

Source: Im Mert Pazsword: I

—CDR Buffer Bo
' Host I Uzer Hame: I
P Address I Password: I

¥ | FTF File Trarisfer Daata File Name: |

¢ Back I MHext > I Cancel Help

Select the Com Port
Select Baud Rate, Data Bits & Parity that match the port of the switch.
Enter the Phone Number of the switch to be dialed.

Access String is used to send information once Traffic Analyst has made a successful
connection to the switch.

User Name is the Username to be used to access the switch. The username MUST have
appropriate permission to access the Load 2 (LD2) function on the switch.

Password is the Password assigned to the Username above.

Failure Retry is the number of times Traffic Analyst should retry a polling connection, in
the event that the first attempt fails. Retries occur after failures due to a busy signal, ring
no answer, excessive line noise, dropped connection, or some timeout conditions (when
the switch does not respond). Retries are not attempted when failures are caused by an
incorrect user name or password, or when the switch response does not match the
expected configuration.

Timeout is used to specify the delay between failure retries, such as when a busy signal is
received during an attempted poll. It also specifies how long Traffic Analyst should wait for
a switch response. If the switch does not respond within the timeout minutes, Traffic
Analyst logs a failure and will generally retry, depending on where Traffic Analyst is at in
the polling process.
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Source is the partition that Traffic Analyst will get the data from on the buffer box. This is
only available on PollCat NetLink.

For Call Detail data collection only:

Check the Collect CDR Data checkbox if you have purchased the CDR module for Traffic
Analyst. This enables you to set up Traffic Analyst for Call Detail data collection. You will
also need to set up a buffer box that will store Call Detail data from your switch. Traffic
Analyst will retrieve the Call Detail data from the buffer box.

Select Host or IP Address to direct Traffic Analyst to the buffer box. Host is usually a
machine name.

Enter the User Name and Password that gives Traffic Analyst access to the buffer box.
Consult your buffer box instructions for this information.

If required, complete the Data File Name field. In most cases, however, the user can just
leave the field name as “*”.

VPN Setup is used to set up a VPN connection. This type of connection may be
necessary due to security restrictions.

Polling is the next section.

IP Communications (PollCat Netlink & Netlink Jr.)

r— Collect Data From Communicate Yia
' Switch « TCP/P
&+ Buffer Bax Pollcat MetLink Jr. x| " Serial WPM Setup... |
€ Agent " Data Directon
— TCR/IF
' Host I
P Addiess I Pazsword: I
—Seszion
" FTF File Transfer Source: IF'BX FPart & j

£ Lantioniz WDS-10

€ Elogin

" Telnet [ Collect COR Data
— COR Buffer Bo:

& Host I |J=er Mame: I File: M ame: I“
P Address I F'assword:l F#| T File Tiranster

< Back I Nest = I Cancel Help

Select TCP/IP radio button under Communicate Via.
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Choose either Host or IP Address and enter the information in the corresponding field.
Host is usually a name where IP Address is a string of numbers.

Enter Password for the Buffer Box.

Source is the partition that Traffic Analyst will get the data from on the buffer box. This is
only available on PollCat NetLink and PollCat NetLink Jr.

For Call Detail data collection only:

Check the Collect CDR Data checkbox if you have purchased the CDR module for Traffic
Analyst. This enables you to set up Traffic Analyst for Call Detail data collection. You will
also need to set up a buffer box that will store Call Detail data from your switch. Traffic
Analyst will retrieve the Call Detail data from the buffer box.

Select Host or IP Address to direct Traffic Analyst to the buffer box. Host is usually a
machine name.

Enter the User Name and Password that gives Traffic Analyst access to the buffer box.
Consult your buffer box instructions for this information.

If required, complete the File Name field. In most cases, however, the user can just leave

%k

the field name as “*”.

VPN Setup is used to set up a VPN connection. This type of connection may be
necessary due to security restrictions.

Polling is the next section.
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IP_ Communications (Sentinel 2000 & 2000S)

— Callect Data From Communicate Via
" Switch ' TCRAP
¥ Bulffer Box Sentinel 2000 j "~ Serial YPN Setup... |
) Agent " Data Directory
— TCR/P
* Host I Uzer Name: I
P Address I Pasaward: I
— Seszion

" FTF File Transfer

! Lantioniz WHE-10

) Rlogin
% Telnet
—CDR Buffer Bo
" Host I ser Mame: I File: M arne: I—
P Address I Password:l ¥ FTF File Transter

¢ Back I MHext > I Cancel Help

Select TCP/IP radio button under Communicate Via.

Choose either Host or IP Address and enter the information in the corresponding field.
Host is usually a name where IP Address is a string of numbers.

Select to access the data on the Buffer Box using either Telnet or FTP File Transfer.
Enter the User Name & Password for the Buffer Box.

For Call Detail data collection only:

Check the Collect CDR Data checkbox if you have purchased the CDR module for Traffic
Analyst. This enables you to set up Traffic Analyst for Call Detail data collection. You will
also need to set up a buffer box that will store Call Detail data from your switch. Traffic

Analyst will retrieve the Call Detail data from the buffer box.

Select Host or IP Address to direct Traffic Analyst to the buffer box. Host is usually a
machine name.

Enter the User Name and Password that gives Traffic Analyst access to the buffer box.
Consult your buffer box instructions for this information.

If required, complete the File Name field. In most cases, however, the user can just leave
the field name as “*”.
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VPN Setup is used to set up a VPN connection. This type of connection may be
necessary due to security restrictions.

Polling is the next section.

Data Directory Communications (Sentinel 2000 & 2000S)

—Get Data From Communicate Yia
= Switch = TCPAP
& Buffer Box Sentinel 2000 j " Serial WPM Setup... |
) fgert ¢ Data Directary

—Data Directary

FTP Relative Directary Mame:

< Back I Mewt » I Cancel Help

Select Data Directory radio button under Communicate Via.
Enter the FTP Relative Directory Name of the Buffer Box.

VPN Setup is used to set up a VPN connection. This type of connection may be
necessary due to security restrictions.

Polling is the next section.
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2.1.3.7 Siemens HiPath 3000 TCP/IP Communications

—Get Data From Communicate Yia
% Switch ¢ TCP/P

) Buffer Box j ! Serial WPM Setup... |
) fgert " Data Directary Mode (D I—

-~ TCPAP
f HUSE I zer Mame: I
P Address I Pazaword: I

™ FTP File Transfer

Relative FTP Directaory I

Data File Mame: IQCEHSBW

< Back I Mewt » I Cancel Help

Select TCP/IP radio button under Communicate Via.

Choose either Host or IP Address of the switch, HiPath Manager or HiPath 5000 RSM
and enter the information in the corresponding field. Host is usually a name where IP
Address is a string of numbers. If the switch is sending the data to Traffic Analyst, the only
field that needs to be completed is Host or IP Address.

Select FTP File Transfer to access data via FTP on the switch and enter the Relative
FTP Directory & Data File Name in the fields provided. Data File Name is the File Name
created in the HiPath 5000 RSM. The default is file name is “gcallserv.”

Enter a User Name and Password that will allow Traffic Analyst to access the switch or
administration system.

Node ID identifies the node of the switch. This is a single node number displayed by the
switch or RSM Server. This field is only used for FTP.

VPN Setup is used to set up a VPN connection. This type of connection may be
necessary due to security restrictions.

Polling is the next section.
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2.1.3.8 Siemens HiPath 3000 Data Directory Communications

—Get Data From Communicate Yia
% Switch = TCPAP

) Buffer Box j ! Serial WPM Setup... |
) fgert ¢ Data Directary Mods (D I—

—Data Directary
Data Directony: I Browse |
Data File Mame: IgCa"SBW

< Back I Mewt » I Cancel Help

Select Data Directory radio button under Communicate Via.

Browse to the Data Directory. This is the directory or folder where Traffic Analyst can find
the data file. The directory can be any valid network directory using either a drive letter or
a server name (ex. \\servername\directory). This directory is specified in the
COL/Collecting Agent setup of the HiPath Manager or HiPath 5000 RSM.

Node ID identifies the node of the switch. This is a single node number displayed by the
switch or RSM Server.

VPN Setup is used to set up a VPN connection. This type of connection may be
necessary due to security restrictions.

Polling is the next section.
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2.1.3.9 Siemens HiPath 4000 TCP/IP Communications

—Get Data From Communicate Yia
% Switch ¢ TCP/P

) Buffer Box j ! Serial WPM Setup... |
) fgert " Data Directary NodeID:I

-~ TCPAP
&' Host I Uzer Mame: I
P Address I Pazaword: I

¥ FTR File Transter, [ [V suto Configure Switch CDR - [~ Collect Processor Load

Relative FTP Directary I.n"vara’col.f'dataa’deliver

D ata File Mame: ITraffic_EDH

— Direct Switch Connection

" Host I Lzer Mame: I

P Address I Paszsword: I

< Back I Mewt » I Cancel Help

Select TCP/IP radio button under Communicate Via.

Node ID identifies the node of the switch. This may be a single node number a set of 3
numbers displayed from the switch. If it is a single number, enter it as a single number.
Traffic Analyst will enter the preceding zeros. If it is a set of 3 numbers, enter the numbers
in the format of x.y.z, where x is a number between 0-99, y is a number between 0-999
and z is a number between 1-999.

Note: Node ID is not needed if using AMO Data Collection or Auto Configure Switch
CDR.

TCP/IP Section

Choose either Host or IP Address. If using AMO Data Collection, which is
recommended, then select IP and enter in the IP address of the HiPath 4000 Assistant. If
using Collection Agent for data collection then you will need to enter in either the Host
name or IP address for the HiPath Manager or HiPath Assistant.

*Host is usually a name where IP Address is a string of numbers.

Check AMO Data Collection to retrieve the data directly from the switch, without having to
use Collecting Agent. If this option is not checked, data will be retrieved from the HiPath
Manager or HiPath Assistant using Collecting Agent. Notice many of the fields below will
become grayed out once checking AMO Data Collection.

Check Auto Configure CDR Switch to automatically run the AMO data collection
commands on the switch in order to configure Call Detail data collection. If this option is
not checked, the AMO commands will need to be entered manually on the switch.
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Check Collect Processor Load to have processor load data collected. This data will show
how busy the CPU is on the switch. Be aware that checking this option can add to the load
of the switch processor, as this will produce many records to be generated.

Relative FTP Directory. This is the directory or folder where Traffic Analyst can find the
data file. The directory can be any valid network directory using either a drive letter or a
server name (ex. \\servername\directory). This directory is specified in the COL/Collecting
Agent setup of the HiPath Manager (default is /var/col/data/deliver) or the switch (HiPath
4000 Assistant). This is not required if using AMO Data Collection.

Data File Name is the File Name created in the COL/Collecting Agent setup HiPath
Manager or HiPath 4000 Assistant. We recommend using Traffic_ CDR. This is not
required if using AMO Data Collection.

Enter a User Name and Password that will allow Traffic Analyst to access the switch or
administration system. You will need to enter the engr username and password if using
AMO Data Collection.

Direct Switch Connection Section — This is not required if using AMO Data Collection.
Choose either Host or IP Address of the switch (HiPath 4000 Assistant) and enter the
information in the corresponding field. Host is usually a name where IP Address is a string
of numbers. This information will be used to retrieve the Trunk Group information.

Enter the User Name and Password that will allow Traffic Analyst to access the switch
(HiPath 4000 Assistant).

VPN Setup is used to set up a VPN connection. This type of connection may be
necessary due to security restrictions.

Polling is the next section.
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2.1.3.10 Siemens HiPath 4000 Data Directory Communications

—Get Data From Communicate Yia
% Switch = TCPAP

) Buffer Box j ! Serial WPM Setup... |
) fgert ¢ Data Directary Mods (D I—

—Data Directary
Drata Directary: I.n"var.n’c:ola"dataa’deliver Browse |
[Drata File Mame: ITlaffic_I:DFl

< Back I Mewt » I Cancel Help

Select Data Directory radio button under Communicate Via.

Node ID identifies the node of the switch. This may be a single node number a set of 3
numbers displayed from the switch. If it is a single number, enter it as a single number.
Traffic Analyst will enter the preceding zeros. If it is a set of 3 numbers, enter the numbers
in the format of x.y.z, where x is a number between 0-99, y is a number between 0-999
and z is a number between 1-999.

Data Directory Section

Enter the Data Directory. This is the directory or folder where Traffic Analyst can find the
data file. The directory can be any valid network directory using either a drive letter or a
server name (ex. \\servername\directory). This directory is specified in the COL/Collecting
Agent setup of the HiPath Manager (default is /var/col/data/deliver) or the switch (HiPath
4000 Assistant)

Data File Name is the File Name created in the COL/Collecting Agent setup HiPath
Manager or HiPath 4000 Assistant. We recommend using Traffic_ CDR.

VPN Setup is used to set up a VPN connection. This type of connection may be
necessary due to security restrictions.

Polling is the next section.
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2.1.3.11 Siemens OpenScape Voice TCP/IP Communications

Communications K E3
— Collect Data Fram Communicate ia
% Switch {* TCP/P

€ Buffer, Boy j ) Serial WPM Setup... |
" Agent " Data Directony Mode |- IT

— TCR/P
® [ I Uszer Hame: Iname
& |P Address I'ID.'ID.'ID.'IU Pazzword: I""’“‘

= Switch [SFTP] € FTP Server/Bulfer Box

Relative FTF Directony I-’"Cdf

D ata File Mame: I".BF

Backup Nods:  {10.121212 Adrin Server: [10.1313.13
— Commaon Mangement Partal

Ll I Uzer Mame: Iusemame

P Addiess  [10.14.14.14 Password; [ 1

< Back I Mext > I Cancel Help

Select TCP/IP radio button under Communicate Via.

Node ID is the three digit number is set in the OpenScape Voice Configure CDR settings
screen as the PISN ID. That same PISN ID must be entered as the node ID here.

TCP/IP Section

Choose either Host or IP Address. If using IP Address, enter the IP address of the
OpenScape Voice server when using Switch (SFTP) for data retrieval, or enter the IP
address of the FTP Server/Buffer Box when using FTP Server/Buffer Box (FTP) for data
retrieval. Note: You select whether you are using Switch (SFTP) or FTP Server/Buffer Box
(FTP) on this screen.

*Host is usually a name, whereas IP Address is a string of numbers.

Choose either Switch (SFTP) or FTP Server/Buffer Box (FTP). Switch (SFTP) will
retrieve data directly from the switch. (This is the default.) SFTP is an encrypted file
transfer protocol used with switches on Unix or Linux servers. FTP Server/Buffer Box
(FTP) will retrieve switch data indirectly, through a server or buffer box. FTP is the most
common file transfer protocol used with buffer boxes, as well as Unix, Linux or Windows
servers. Note that the data is not encrypted using this method.

Relative FTP Directory. This is the directory or folder where Traffic Analyst can find the
data file. This will always be /cdr.

Data File Name will always be *.BF.
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Backup Host or Backup IP Address can be entered so in the event the .BF files are not
written to the original directory they can be retrieved from this location.

Admin Server enter the IP address to gather the trunks names and routing. Port 8768
must be open. This is also referred to as the OSV Admin IP address.

Direct Switch Connection Host or IP Address. To gather the stations enter the CMP
Assistant IP Address.

Enter a User Name and Password that will allow Traffic Analyst to access the CMP
Assistant. You will need to enter the Administrator username and your password.

VPN Setup is used to set up a VPN connection. This type of connection may be
necessary due to security restrictions.

Polling is the next section.

2.1.3.12Siemens OpenScape Voice Data Directory Communications

— et Data From Communicate Wia
& Switch " TCRAR

" Buffer Box j ) Serial WRM Setup... |
) Agent (¥ Data Directory Mode I IF

— Data Directory

Data Directany: Ia"cdr Browse |

Data File Mame; I“-EF

< Back I et > I Cancel Help

Select Data Directory radio button under Communicate Via.

Node ID is the three digit number is set in the OpenScape Voice Configure CDR settings
screen as the PISN ID. That same PISN ID must be entered as the node ID here.

Data Directory Section

Enter the Data Directory. This is the directory or folder where Traffic Analyst can find the
data file. This directory will always be /cdr.
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Data File Name is the File Name. This file name will always be *.BF.

VPN Setup is used to set up a VPN connection. This type of connection may be
necessary due to security restrictions.

Polling is the next section.

2.1.3.13 Avaya Data Directory Communications

— Callect Data Fram Communicate Via
% Suwitch C TERAR
" Buffer Box j = Seral VPN Setup... |
) Agent ¢ Data Directory
r— Data Directony
D ata Directony: ICi\thD Browse |
D ata File Hame: Iasa

[¥ Collect CDF Data  Source: © Directory € Switch [SFTP] € FTP Server/Buffer Box [FTF)

COR Data File Name: |CDH"

—CDR SFTRAFTP Settings
& Host I

Uzer Mame: I
Pazsword: I

" IP Address |

¢ Back I MHext > I

Cancel | Help |

The Data Directory radio button under Communicate Via is automatically selected.

Enter the Data Directory. This is the directory or folder where Traffic Analyst can find the
data file. The directory can be any valid network directory using either a drive letter or a
server name (ex. \\servername\directory). This directory is specified in the Report setup of
ASA (Avaya Site Administration). Either the directory or the data file name needs to be
unique per switch.

Data File Name is the File Name specified in the Report setup of ASA (Avaya Site
Administration). We recommend using hourlydata.txt. Either the directory or the data file
name needs to be unique per switch. Example: chicagohourlydata.txt,
bostonhourlydata.txt, etc.

For Call Detail data collection only:
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Check the Collect CDR Data checkbox if you have purchased the CDR module for Traffic
Analyst. This enables you to set up Traffic Analyst for Call Detail data collection. You will
also need to select whether the Source of the CDR Data will be Directory, Switch (SFTP)
or FTP Server/Buffer Box (FTP).

CDR Data File Name will always be “CDR*” unless manually changed in the switch.

Select Host or IP Address to direct Traffic Analyst to the CDR Data Source. Host is
usually a machine name, while IP Address is a string of numbers.

Enter the User Name and Password that gives Traffic Analyst access to the CDR Data
Source.

VPN Setup is used to set up a VPN connection. This type of connection may be
necessary due to security restrictions.

Polling is the next section.

2.1.3.14 Cisco Unified Communications Manager TCP/IP Communications

—— _— B
Communications m . e ——— m

Collect Data From Communicate Via
(* Switch + TCP/IP
(= Bt J {7 VPN Setup...
( " Data Directory
I TCRAP
| * Host I User Mame: J
" IP Address | Password: |

" SFTP Server O ]

Relative FTP Directory |

[Drata File Wame: lc?r_"

Direct Switch Connechion

+ Host | U zer Mame: |
" IP Address | Password: |
< Back Mext = Cancel Help

L5 =

Select TCP/IP radio button under Communicate Via.

Choose either Host or IP Address. If using IP Address, enter the IP address of the Cisco
server.

*Host is usually a name, whereas IP Address is a string of numbers.
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Enter a User Name and Password that will allow Traffic Analyst to access the switch or
administration system. You will need to enter the Administrator username and your
password.

SFTP Server data is retrieved directly from the switch

FTP Server/Buffer Box data is transferred using File Transfer Protocol (FTP)

Relative FTP Directory. This is the directory or folder where Traffic Analyst can find the
data file.

Data File Name will always be cdr_* unless manually changed in the switch.

VPN Setup is used to set up a VPN connection. This type of connection may be
necessary due to security restrictions.

Polling is the next section.

2.1.3.15 Cisco Unified Communications Manager Data Directory

Communications
— Collect Data From Communicate Via
& Switch = TCP/AR
€ Buffer, Boy j " Serial YPM Setup.. |
" Agent ¢ Data Directony

— Data Directony

[ata Directony: I Browse |

Data File Mame: chr_"

< Back I MNest > I Cancel Help

Select Data Directory radio button under Communicate Via.

Enter the Data Directory. This is the directory or folder where Traffic Analyst can find the
data file.

Data File Name is the File Name. This file name will always be cdr_* unless manually
changed in the switch.
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VPN Setup is used to set up a VPN connection. This type of connection may be
necessary due to security restrictions.

Polling is the next section.
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2.1.4 Polling

Polling is the activity Traffic Analyst performs to retrieve the switch data.
Traffic Analyst polls in one of two modes - periodic or continuous. This is an important

setting, and one that cannot be changed after initial set-up because it affects the behavior
of how data is stored and analyzed.

2.1.4.1 Periodic Studies

Periodic studies are generally only used in special circumstances; for example, in a
service center environment. Most users will implement continuous polling. Contact Impact
Technologies if you wish to learn more about periodic studies.

2.1.4.2 Continuous Polling

When a continuous switch is created, it will be scheduled to collect data. If polling must be
postponed, uncheck the "polling is activated" check box. Activating the switch at a later
time can be achieved by selecting the created switch and using the right mouse click
menu.

The Continuous Polling section of this screen is universal to all switch types:

Save Interval Data For - (we recommend 15-30 days)

Save Hour Data For - (we recommend 365 days)

Save Day Totals For - (we recommend 365 days)

Save Week Totals For - (we recommend 52 weeks)

Save Month Totals For - (we recommend 36 months)

Keep in mind the more data saved, the greater the disk space used.

Please choose the switch type that is being configured:

Siemens 9000 or 9751 (9005)

Siemens Hicom 300 or Avaya

Siemens HiPath 3000, 4000, or OpenScape Voice

Nortel

Cisco
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Siemens 9000 or 9751 (9005)

Poling 2

~ Mode
¢ Continuous Palling
€ Periodic Studies ;
Tirne of Daw:

¥ Polling is activated |D2: 00 &hd j [~ Retrieve curent day

Palling & &larm Interval
IDaiI_l,l "I

— Continuous Polling

Save Interval Data For |10 Days
Save Hour Data For 3a Days
Save Day Taotals For |30 Days
Save Week Totals For |32 Weeks

Save Month Totals For |36 Months

N

< Back

Cahcel | Help |

Time of Day is when Traffic Analyst will poll the switch for collected data. The data
collected will be for the previous day unless “Retrieve current day” checkbox is checked.
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Siemens Hicom 300 or Avaya

CEET

Time of Day is when Traffic Analyst will poll the switch for collected data. The data
collected will be for the previous day.
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Siemens HiPath 3000 or 4000, or OpenScape Voice

Poling x|

~ Mode
" Continuous Palling

" Periodic Studiss ; IDEIUJ 'l
Tirne of Day;

[+ Palling is activated |D2:DD:.-’-\M :ll

— Continuous Palling

Polling & &larm Interval

Save Interval Data For I'I Days
Save Hour Data For I Days Save CDR Data For |15 Days
Save Day Totals For I Dayz

Save Week Totals For |52 Weeks
Save Month Taotals For I Fonthz

0
90
30
36

< Back

Cancel | Help |

Time of Day is when Traffic Analyst will poll and/or store the collected data for the switch.
The data collected will be for the previous day.

Polling and Alarm Interval lets you select the polling interval -- daily, hourly, half-hourly,
or quarter-hourly. If you select hourly, half-hourly, or quarter-hourly processing, then
specify the minutes after the hour that you wish the processing to occur. We recommend
using hourly processing if you are polling a large switch and do not want a large file
residing on the switch or want to risk losing data. Also, Traffic Analyst will perform hourly
processing automatically if Hourly Alarms have been setup.

Save CDR Data specifies the number of days to keep CDR data. We recommend 90.
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Nortel
Poling 21x|
~ Mode )
Puolling & &larm Interval
" Continuous Palling : Ingll SIS
" Periodic Studies o

Time of Day:
= . . T | Perform Interval Processing I
¥ Paling is activated I1 2:00: AM =1 Minutes After the Interval; 10

r— Continuous Faolling

Save Interval Data For |10 Days
Save Hour Data For |30 Days
Save Day Totals For |90 Days
SaveWesk Totals For |92 Weeks

Save Month Totals For |36 tanths

N

< Back I MHest » I Cahcel | Help |

Time of Day is when Traffic Analyst will poll and/or store the collected data for the switch.
The data collected will be for the previous day.

Polling and Alarm Interval lets you select the polling interval -- daily, hourly, or half-
hourly. If you select hourly or half-hourly processing, then specify the minutes after the
hour that you wish the processing to occur. We recommend using hourly processing if you
are polling a large switch via AMO Data Collection and do not want a large file residing on
the switch or want to risk losing data. Also, Traffic Analyst will perform hourly processing
automatically if Hourly Alarms have been setup.

Perform Interval Processing allows you to designate how many minutes after the interval
(selected in the Polling and Alarm Interval dropdown) polling should be processed. For
example, if you choose 10 minutes for this field, and the Polling & Alarm Interval is Hourly,
polling will be processed at 12:10AM, 1:10AM, 2:10AM, etc. If you choose 10 minutes for
this field and the Polling & Alarm Interval is Half-Hourly, polling will be processed at
12:10AM, 12:40AM, 1:10AM, 1:40AM, etc.
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Cisco

Poling 21|
~ Mode
¢ Continuous Palling
" Periodic Studies ;
Time aof Diay:
v T : I —an. | Perfarm Interval Processing I
V¥ Polling iz activated [02: 30 AM =i Minutes Aiter the Inforoal 10

r— Continuotis Palling

Palling & &larm Interval
IHnurI_l,l "I

Save Interval Data For |10 Dayz

Save Hour Data For - |30 Daps Save CDR Data For |157 Days
Save Day Totals For |30 Days

Save Wweek Totals For |52 Weeks

Save Month Tatals For |36 Months

T

< Back I Mext > I Cancel | Help |

Time of Day is when Traffic Analyst will poll and/or store the collected data for the switch.
The data collected will be for the previous day.

Polling and Alarm Interval lets select the polling interval -- daily, hourly, half-hourly, or
quarter-hourly. If you select hourly, half-hourly, or quarter-hourly processing, then specify
the minutes after the hour that you wish the processing to occur. We recommend using
hourly processing if you are polling a large switch and do not want a large file residing on
the switch or want to risk losing data. Also, Traffic Analyst will perform hourly processing
automatically if Hourly Alarms have been setup.

Save CDR Data specifies the number of days to keep CDR data. We recommend 90.

JUNE 2011

IMPACT TECHNOLOGIES, INC 47
CONFIDENTIAL AND PROPRIETARY



TRAFFIC ANALYST ADMINISTRATIVE GUIDE

2.1.5 Trunk Groups
The Trunk Groups screen defines the trunk groups accessed by Traffic Analyst. Options

on this screen differ depending on the type of switch.

2.1.5.1 HiPath 3000 Trunk Groups

This screen is where the Trunks & Trunk Groups are defined. Trunk Groups must be
defined and Trunks assigned to the Trunk Groups before Traffic Analyst can store data.

Trunk Group: [GRRRGIE - | add. | Ede. | Femove |
Trunks in Trunk Group: Unaszigned Trunks:
Trunk Mumber | Trunk Mumber |

Add... Delete add.. | Delete |

< Back I Mest = I Cancel | Help |

Trunk Group will show any Trunk Groups that have been defined. Add, Edit, or Remove
the Trunk Group by selecting the corresponding button.

Select Add next to the Trunk Group field to add a Trunk Group to the drop-down list. The
Trunk Group can be named anything. Enter the Trunk Group name and select OK. Multiple
Trunk Groups can be entered by using a comma to separate the Trunk Group names (ex.
Group 1, Group 2, etc.).

Select Add under Trunks in Trunk Group to add a Trunk to the selected Trunk Group.
When adding a Trunk, use the Trunk number. To add multiple Trunk number you can
specify a range (ex. 1-5) or use a comma to separate Trunk numbers (ex. 10, 13, 15).

Select Add under Unassigned Trunks to add an unassigned trunk number. This is also
the location where unassigned trunks that Traffic Analyst receives from the switch will be
shown.
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2.1.5.2 Siemens OpenScape Voice & Cisco Trunk Groups

This is the Trunk Groups switch property screen for the Siemens OpenScape Voice and
the Cisco Unified Communications Manager. The Group Name and the # Trunks fields are
editable from this window.

OpenScape ) ﬂﬂ

Definitionl Eommunicatinnsl Poling  Trunk Groups | Trunk Group Anal}lsisl COR Reportz | Switch Accessl

Enter the number of configured trunks for each trunk group or edit Group Mame and/or Dezcnption

Group MName | # Trunks | Descripkion |
BaocaBldgZunk. siemens.com 0 BaocaBldgZunk. siemens.com

epcotrgdy0zZnat 12 epcotrgd702nat. siernens. com

epcotrgd702unk i epootrgd702unk, siemens. com

epmaz10rgo2ink 0 epmaz10rgO02int, siemens. com

epmaz 10rgozloc i] epmaz 10rgozloc. siemens. com
epmazl0rglZnat 34 epmaz10rglZnat, siemens. com
epmaz10rgizunk, 0 epmaz10rgl2unk., siemens, com
eppaS20rglZlac i] eppaS20rglZloc, siemens, com
eppah90rgDZnat 0 eppasf0rgDZnat, siemens.com
eppaS90rglzunk 0 eppaS90rglzunk. siemens, com
FI923cornet siemens, com ] FI9Z3cornet siemens, com
FI923rg0Z aint. siemens. comm 0 FI923rg0Z aint . siemens. com
9z 3rg0zald. siemens . com 1] Fl9z3rg0zald. siemens . com
92 3rg0zaloc. siemens. com i] fl9z5rg0zaloc. siemens. com
FI923rg0zanat. siemens.com 0 FI923rg0zanat. siemens.com
92 3rg0z aunk. siermens . com i] FI92 3rg0z aunk., siermens, com

(1] | Cancel I Apply I Help |

The Group Name column’s default display includes the host name or the IP address for
each trunk group. This field may be edited for your convenience.

For Network customers, the # Trunks column is displayed and may be edited. Enter the
number of trunks that are configured for each group. The default value for this field is 0.
Note: Completing this field is not required; however, it is recommended for users
interested in viewing data related to trunk group capacity (e.g. ATB, % Utilized — Peak, %
Utilized — Total).

The Description field is initialized from CDR data and can only be edited by accessing the
Groups window for a particular switch from the File menu. (See 3.4.1 for more details.)

Note: The Trunk Groups screen is not displayed when creating a new switch because
Traffic Analyst is not aware of trunk groups until data starts being collected. However,
once data starts being collected, this tab appears when you are editing the switch
properties.
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2.1.6 Gateways

The Gateways screen defines the gateways accessed by Traffic Analyst. A gateway
converts TDM to IP communication. Options on this screen differ depending on the type of
switch.

2.1.6.1 HiPath 3000 Gateways
This screen is where the Gateway (HG 1500 card) is defined for the HiPath 3000.

Gateways 21|
Gateway Mame: I j Add.. | Edit... | Hemoyve |
Trunk Groups in Gateway Unaszigned Trunk Groups:

Trurk Group MName | TDM | Trunk Group Name |

ENES

™ Reserve B-Channel for Music On Hald MHumber of B-Channels Licensed: I

Switch Configuration File: Browse... |

" Parameters for All G ateways

< Back I Mext » | Cancel | Help |

Gateway Name will show any Trunk Groups that have been defined. Add, Edit, or
Remove the Trunk Group by selecting the corresponding button.

Select Add next to the Gateway Name field to add a Gateway to the drop-down list. The
Gateway can be named anything. Enter the Gateway name and select OK.

Assign the appropriate Trunk Groups in Gateway that belongs to the Gateway as it is
defined in the switch. Once the Trunk Group is assigned to the Gateway, select whether it
is a TDM (versus IP) Trunk Group. Traffic Analyst will store the data from each assigned
Trunk Group to the Gateway.

Leave any Trunk Groups in the Unassigned Trunk Groups section that would not be
used with the Gateway -- (e.g., analog line on dedicated trunk group). If Traffic Analyst
receives data on a Trunk Group that has not been manually assigned to the Gateway, it
will not analyze that data for the Gateway.

Check the Reserve B-Channel for Music on Hold option if you have music when on
hold. Also, enter the Number of B-Channels you are licensed. Traffic Analyst will use this
information when analyzing the Gateway data.
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In the bottom section, browse to the location of the Switch Configuration File. This file is
created by the HiPath Manager and is an ascii.txt file format. It tells Traffic Analyst which
phones are TDM or IP. Normally, you will only need to create this file once; thereafter, you
will only create a new version of the file if your switch configuration changes.

To create this file in your HiPath Manager software, select “Program options....” On the
General screen, check the ASCII file option under Save options. Make sure the path
location is the same as the prn file (generated in the previous step) and the kds file. The
file will be named according to the database name. For example, if the database file is
3000.kds, then the ASCII file will be named 3000.ASCII.txt or just 3000.txt.

Click on “Save customer database” and then “Close customer database.” This will create
the Switch Configuration file.

An example of the HiPath Manager screen where you perform these options is below.
Note that this screen may vary somewhat depending on the version of your HiPath
Manager software.

IT'T@k_sample.kds - HiPath 3000 Manager _lolx|

File Settings Tools ©Options Application  Help
il G- B-F-H-58-¢%-

JSystem | |Q k_sample.kds (-} j
—_—
E‘@ k_sample kds (- ) General II Save options  Communication Settings |
= Settings
% ISet UD_ Statlin”' Automatic file creation
ncoming calls. ., e :
E Classes of services... ’7 W Asci fie I Logfile ‘
B call charges...
- System parameters. .. - File name
ie i & Lastioad
Open customer database. .. i Im =
% Save customer database " Countar il j
% Save customer database as. .. " Counter and Lastioad
i Close customer database
) Transfer... — Save option:
A Exit _
=] Alserve Path far COS file
.. Transfer HiPath 5000 RSM/allServe. . C:iProgram FileshSiemensiHiPat... | Ehange... |
oo Pt for fscii file
-~ Run Wizard. .. C:\Documents and Settingzhall... | Change... |
[ Options ;
= Program options. . Path for Log fl!e ] .
[ C:"Program Files\SiemensHiPat... Change...
1 [ ARF request
; o gy Communication
My Password level...
-[B Application
ﬁ;' Xpressions Compack 0K I et Apply Help
4| | »]
|Enter new password, 5
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2.1.6.2 HiPath 4000 Gateways (IPDA options)

This screen is where you define your IPDA settings.

Austin 21|
Gateway Analysis I Conzole Group Analyziz I COR Reports I Switch dooess
Drefinition | Communications | Falling G atevways | Trunk, Group Analysis

Gateway Narme: |23 ﬂ Add... | Edit... | Femove |

Trunk, Groups in G ateway

Trunk Group Mame P& Murmber: I18

tuzic/Annoucement Channels: |1

Charinel Capacity: ISmaII [RO/E0/45) j

akK | Cancel I Apply | Help |

Enter a name in the Gateway Name field and an IPDA number in the IDPA Number field.
The IPDA Number can be from 17 to 99. It should be the same as the shelf number used
in your switch configuration for all devices configured on the IPDA.

The trunk group list will be automatically filled after the switch communications have been
successfully tested and a gateway is defined with a valid IPDA number. You cannot add
trunk groups through this list.

You can enter a percentage in the Music/Announcement Channels field to reserve
channels (and bandwidth) for hold music or announcements generated on the switch and
broadcast to the IPDA. You do not need to reserve channels if you are using the hold
music generated locally on the IPDA. Note that it also possible for an IPDA to have an
external announcement device that sends announcements to other IPDAs. If you are using
such an external announcement device, reserve a channel for broadcasting for each IPDA
that receives those announcements. The receiving IPDAs only need one channel per
announcement received.

The Channel Capacity field lets you select either Small or Large and this is used in
reports to determine the percentage of channels in use.
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Please note that for the purposes of estimating bandwidth used between the switch and an
IPDA, we assume that all the calls between the IPDA and the switch or another IPDA are
using the same network IP path. In some unusual cases when using Direct Media
Connection (DMC) with IP devices, this may not be the case. You may have a situation
where some of the IP bandwidth may travel on the network path directly between the
IPDAs without going through the IP channels to the switch.

2.1.7 Trunk Group Analysis

This screen sets the default settings for Trunk Group Analysis.

r— Default Settings for Trunk Group Analyziz
Trunk. Group: IDefauIt Trunk Groups j Grade OF Service Target: ID-mU
Enginesring Madel: IErIang B j
Engineering Interval: IBus_l,l Hour j fanthly Cost Per Trunk;  [0.00

Buzy Ordinal: I'I 'I
Call Basiz: Ifoered 'I Use Default Settings |

IV Lompression Modelf  [G.711 =

Compression Model Settings

bandwidth=F4 -
codec=0G.711 [PCM] Bdkbps Uncompressed=64. 0000
wad=Mone=1.0000

pkprotocal=RTP/UDF/P=40

ctii=ATCF Real Timme Contral Pratocol=1.0520

dlink=802.3 Ethernet=Fixed0verhead=34.0000 LI

< Back I Mewt » I Cancel | Help |

NOTE: These setting are industry standards and can be left at the default settings. They
can be changed at any time and the data will be reanalyzed.

Trunk Group allows the designation of different values to individual Trunk Groups. If no
data has been collected, the only option is Default Trunk Groups.

Engineering Model allows the designation of an Engineering Model for the selected Trunk
Group. Choices are Erlang B, Extended Erlang B, Erlang-Engset, Poisson, Erlang C, or
MMcK. Erlang B is recommended and the industry standard. See in-application Help for
detailed description of these models.

Call Basis can either be Offered or Carried calls used for traffic engineering. Offered
includes estimates for calls blocked, whereas carried includes only those volumes that
were actually handled by the system.
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Grade of Service Target or GOS has one of two meanings based on the Engineering
Model chosen.

For Erlang B, Extended Erlang B, Poisson and Erlang-Engset, GOS is expressed as the
decimal equivalent of percentage blocked. For example, if the goal is to block no more
than 1% of calls, enter .010.

For Erlang C and MMcK, GOS is more complex. It is 1 part of a 2-part equation. For these
formulas it represents a target percentage of calls delayed longer than the Answer
Seconds Target. For example, for no more than 5% of your calls to be delayed beyond the
target of 6 seconds, enter .05 for this GOS.

Monthly Cost Per Trunk (optional) is an estimated monthly cost per trunk that is used in
reports that include cost information relative to current and projected trunks.

Compression Model (optional) is an estimated I[P Bandwidth that would be required if the

trunk group were to be converted to IP trunks.

2.1.8 Gateway Analysis

The Gateway Analysis screen sets the default settings for Gateway Analysis. Options on
this screen differ depending on the type of switch.

2.1.8.1 HiPath 3000 Gateway Analysis
This screen sets the default HiPath 3000 settings for Gateway Analysis.

— Default Settings for Gateway Analyzis
Gateway IDefauIt Gateways j Grade Of Service Target: IU-mU
Engineering Madel: IErIang B ﬂ
Enaineering Interval: IBusy Haour j

Buzy Ordinal: |1 'I
Call Basis: IEIffered 'I Use Default Settings |

Internal/Conf Adjust: ID E4

||3.?11 =]

Compression Model Settings

bandwidth=64 -
codec=G.711 [PCM] B4kbps: Uncompressed=54. 0000
vad=Mone=1.0000

pkprotocol=RTRAIDP/AP=40

ctl=RTCP Feal Timea Contral Frotocal=1.0520

dlink=802. 3 Ethemet=Fixed0verhead=34.0000 j

< Back I Mest > I Cancel | Help |

Note: These setting are industry standards and can be left at the default settings. They
can, however, be changed at any time and the data will be reanalyzed.
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Gateway allows the designation of different values to individual Gateways. If no gateway
has been defined, the only option is Default Gateways.

Engineering Model allows the designation of an Engineering Model for the selected
Gateway. Choices are Erlang B, Extended Erlang B, Erlang-Engset, Poisson, Erlang C, or
MMcK. Erlang B is recommended and the industry standard. See in-application Help for
detailed description of these models.

When the Busy Hour is used as the engineering interval, the Busy Ordinal specifies which
Busy Hour is used. The first through the tenth busiest hour can be used as the basis for
traffic engineering.

Call Basis can either be Offered or Carried calls used for traffic engineering. Offered
includes estimates for calls blocked, whereas carried includes only those volumes that
were actually handled by the system.

Internal/Conf Adjust allows you to increase call counts and usage to allow for undetected
internal and conference calls, as a percentage of the outgoing traffic of the gateway. The
HiPath 3000 doesn’t report internal calls or whether calls are conference calls, so this field
allows you to estimate for that unreported traffic volume.

Grade of Service Target or GOS has one of two meanings based on the Engineering
Model chosen.

For Erlang B, Extended Erlang B, Poisson and Erlang-Engset, GOS is expressed as the
decimal equivalent of percentage blocked. For example, if the goal is to block no more
than 1% of calls, enter .010.

For Erlang C and MMcK, GOS is more complex. It is one part of a two-part equation. For
these formulas it represents a target percentage of calls delayed longer than the Answer
Seconds Target. For example, for no more than 5% of your calls to be delayed beyond the
target of 6 seconds, enter .05 for this GOS.

Compression Model (optional) is an estimated IP Bandwidth that would be required for
the gateway.
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2.1.8.2 HiPath 4000 Gateway Analysis

The Gateway Analysis screen for the HiPath 4000 IPDA is very similar to the HiPath 3000
Gateway Analysis screen. The HiPath 4000 version replaces the Internal/Conference
Adjust field with a Compressed Calls percent field. It also adds a second VolP call model
field.

Palling | Gatewaps |

x|

Definition I Communications | Trunk Group Analysiz

Gateway Analysiz

Conzole Group Analysis

I CDR Reports |

Switch Access

— Default Settings for Gateway Analysis

Compression Model Settings

Uncompressed Model Settings

Gateway Diefault Gatey Grade OF Service Target: IU- mo

Engineering Model: I Erlang B j

Engineering [nterwval: IBus_l,l Hour j

Busy Ordinal: m

Call B asis: I Qffered vl |ze [efault Settings |
Compresszed Calls ID_ 4
—*oiP Call Madel

¥ Compression Modsk IG-?29~"-\ IPDA, 20ms ﬂ Uncompressed tModel: IG.?TI IPD&, 30ms j

bandwidth=64

codec=G.729 C5-ACELP 8kbps [H.232 Rec)=5.0000
vad=Mone=1.0000

pkprotocal=RTR/UDP/AP=40

ctil=RTCP Real Time Contral Pratocol=1.0520

-

bandwidth=64

codec=G.711 [FCH] B4kbps Uncompressed=64.0C
vad=Mone=1.0000

pkprotocal=R TR/UDP/AP=40

ctil=RTCP Real Time Contral Pratocol=1.0520

-

dlink=802.3 Ethernet=Fixed0verhead=34.0000 ;I dlink=802.3 Ethernet=Fixed0verhead=34.0000 ;l

Ok | Cancel I

Apply | Help |

The Compressed Call percentage field is the estimated number of calls using the
compression model. These calls would use less bandwidth. Siemens recommends
estimating zero (0) for this field. This is a conservative estimate, but normally conference
calls are not compressed.

For the Compression Model, the best value to use would be the G.729A model with IPDA
in its name and the largest sampling rate used on that devices and trunks on the IPDA (40
milliseconds is the switch’s default sampling rate).

The VolP model (Uncompressed Model) is the model used to convert TDM calls into IP
packages without any compression. The best value would be the G.711 model with IPDA
in its name and the largest sampling rate used for uncompressed calls in the switch
configuration -- 20 milliseconds is the default.

Note that you should always use models for the IPDA Gateway that include “IPDA” in the
name because these models include the IPDAs per call signaling and control overhead.
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2.1.9 Console Group Analysis (all except HiPath 3000, OpenScape
Voice, Avaya and Cisco)

This screen sets the default settings for Console Group Analysis.

Console Group Analysis i |

— Default Settings for Conzale Group Analysis

Conzole Group IDefauIt Conzole Groups j Grade Of Service Target: |E|-':|5':I
Enaineering Model: IErIang [ j Drelay [Answer Target): |5
Call Bazis: Ifoered "l Average Time Before Abandon: I3Ij

ze Mefault Settings |

< Back I Hewt = I Cancel | Help |

NOTE: These setting are industry standards and can be left at the default settings. They
can be changed at any time and the data will be reanalyzed.

Console Group allows the designation of different values to individual Console Groups. If
no data has been collected, the only option is Default Console Groups.

Engineering Model allows the designation of an Engineering Model for the selected
Console Group. Choices are Erlang B, Extended Erlang B, Erlang-Engset, Poisson, Erlang
C, or MMcK. Erlang C is recommended and the industry standard. See in-application Help
for detailed description of these models.

Call Basis can either be Offered or Carried calls used for traffic engineering. Offered
includes estimates for calls blocked, whereas carried includes only those volumes that
were actually handled by the system.

Grade of Service Target or GOS has one of two meanings based on the Engineering
Model chosen.

For Erlang B, Extended Erlang B, Poisson and Erlang-Engset, GOS is expressed as the
decimal equivalent of percentage blocked. For example, if the goal is to block no more
than 1% of calls, enter .010.
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For Erlang C and MMcK, GOS is more complex. It is 1 part of a 2-part equation. For these
formulas it represents a target percentage of calls delayed longer than the Answer
Seconds Target. For example, for no more than 5% of your calls to be delayed beyond the
target of 6 seconds, enter .05 for this GOS.

% Retries (Extended Erlang B only) is the percentage of callers you expect to retry.

Delay (Answer Target) (Erlang C and MMcK only) is the target number of seconds within
which calls should be answered.

Average Time Before Abandon (Erlang C and MMcK only) is the target number of
seconds before the caller abandons the call.

2.1.10 CDR Data (HiPath 3000 only)
If licensed for CDR reports

This screen allows the data to be “passed” to another Traffic Analyst server or application.

— TCR/IP
¥ PaszDatato IP Address: I Part Mumber: I
— Copy

[ Copy COR Data files at the end of the day to:
Copy On
I Browsze... | Demand...

< Back I Hewt » I Cahcel | Help |

Select Pass Data to IP Address to send the data collected to the specified IP Address
including the Port Number. In order for this to work properly, the application that the data
is being sent to must be “listening” for the data.

Selecting Copy CDR Data files at the end of the day to requires a valid path to the local
hard drive or network drive. Manually enter the path or select Browse.

Copy On Demand allows for immediate copying of the CDR data from Traffic Analyst to a
user specified location.
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2.1.11 CDR Call Costs (all switches with Call Accounting module)
If licensed for CDR reports

This screen allows for the entry of prefixes dialed and costs associated with those prefixes.

L2l x)
Diefinition I Communications I Fuolling I Gateways I Trunk Group Analysis
Gateway Analysis I Conzole Group Analysis CDR Reparts | Switch Access

Billing Cost
Increment [cents / minute) Clazsification Rules
Call Type [secs] Initial ~ Addl  Direction Digits Frefises [separate multiple prefises with commas)
800 6 | 000 | 000 Outgoing »=11 and |1500.1855,1966.1877,1888
800 § | 000 | 000 Outgaing »=11and [1900
Regional 6§ | 000 | 000 Outgoing >=11and |

R S ERY S ES Y

|
|
|
LongDistance | B | 000 | 0,00 Outgaing =11 and |1
|
|
|
|

Intemational 6 | 000 | 000 Outgaing »=11and |01

Local 6 | 000 | 000 Ouigoing 3 B or [411.611.811

Metwork 6 | 000 | 000 Outgeing <=6 or |

Incoming 1 I oo I 0.00 Incoming Iz unique prefises. Longer prefines take precedence
Intermial [ [0 [ 0o0 ek Edit Defaults.. | Use Defaults |

Account Options
[v Allow PIN column in reports

¥ Remove ¥NF Mode dccess Codes  Prefis: ID? Tatal Length: l.q_

Organization C5Y File: |C:ATA Organizationtlmpact TA Organization. csv |

(0] 4 | Cancel I Apply | Help |

Note: The values shown are the Default CDR Call Costs taken from the
System...Default CDR Call Costs menu item — these defaults the user enters are picked
up and displayed on the CDR Reports tab. Any changes made on this tab are specific to
this switch and do not override the values on the System...Default CDR Call Costs.

Define the Prefixes associated with the Call Type listed. If more than one prefix is
associated with a type of call, enter all prefixes separated with a comma. (For example,
you may want to assign prefixes for local and network calls to handle cases where the
number called is passed to another switch or IPDA to make a specific call a local call
instead of long distance. Defining prefixes allows you to treat these as exceptions to the
long distance rules.) You may type prefixes directly into the prefix display field. Or, you
may click the buttons (with the ellipses) to the right of each field to access a popup window
where you may also edit the prefixes.

Define a Cost in cents per minute for each type of call. You define a cost for the initial
minute of the call, and for additional minutes of the call. This gives you flexibility of
assigning a flat cost to calls by charging for the initial minute only. If a dialed number
matches the prefix defined, then the calls cost is calculated using the duration of the call
(minutes), minus the initial minute, multiplied by the cost plus the cost of the initial minute.
Outgoing calls are always rounded up, too, so calls less than a minute will be charged for
the entire minute. You can use decimals to enter the cost per minutes.
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Define the billing increments that will be used to determine the increments used for billing
purposes. The default is 60 seconds. If you entered six seconds, for example, then a call
that lasted nine seconds would be billed for two increments.

If a call is an outgoing call and does not match the prefix for 800, 900, Long Distance, or
International types of calls then the call is considered a Local call.

Use Defaults will allow the values to revert to the Default CDR Call Costs. Edit Defaults
will allow the editing of the default values.

After you edit any of the Prefixes or Cost fields and hit OK or Apply, a Reanalyze
Existing Days popup will appear.

x
—
Starting at Date:  |07/03,/09 |

Cancel

This window allows you to apply your recent change(s) to old data without having to re-poll
the data. Simply enter the date from which you would like recalculation to take place in the
Starting at Date field.

Special Rules for Hicom 300 - Long Distance numbers do not include a 1 in the Hicom
300. To address this for Traffic Analyst, you will need to enter the following prefixes for
Long Distance numbers: 2,3,4,5,6,7,8, and 9. You will also need to enter your local area
codes in the Local Prefixes field.

For example, if your local area code is 314, any number that begins with that string (314)
will be classified as a Local call. Numbers that begin with 2 through 9 and which do not
match any other prefix will be classified as a Long Distance call.

Select whether PIN numbers can be displayable in CDR reports with the Allow PIN
column in reports checkbox. If it is not checked then PIN numbers will not be available
for use in reports.

Users may implement the Remove VNR Node Access Codes option if the switch network
is using the VNR feature for the HiPath 4000. This feature adds a node access code to
the front of every extension number in the CDR report. To remove this node access code,
select this checkbox, enter the prefix digits that identify that a number is starting with a
node access code, and enter the length of the node access codes. The example above
shows how the feature would be setup to remove node access codes where the network
uses node access codes like 0735 and 0775. Note: If you choose not to remove the node
access codes, the prefix used for the node access codes should be entered into the
Network Prefixes field, so that call types can be correctly determined.

For more information regarding the “Organization CSV File” browser at the bottom of this
menu, please see section 9.4.
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2.1.12 Scheduled Reports Setup

This screen allows you to schedule reports as the switch is being setup. Note that this
screen will only appear this way during initial switch definition. To schedule reports after
switch creation, do so through the Reports menu.

Scheduled Reports Setup I
* Defaults € Copy From &nather Switch " None

—Activate Schedule Default

Olutput ba: IDefauItF‘rintel 'l EmaiIAddress:I

D |w
Metwark Ackivity |Z| |Z|

Console Group Activiey

Console Operator Activicy

4 [»

< Back I Finizh I Cancel | Help |

Choose Defaults, Copy From Another Switch, or None for a report type. If unsure of
what reports will be needed, choose None.

Output to choices are Default Printer, Display, E-mail, or File. If E-mail or File is
chosen, enter the E-mail Address or Location for the file to be written to.

Report type options Daily (D), Weekly (W) or Monthly (M) for Network Activity, Console
Group Activity, Console Operator Activity and Call Activity (CDR). Activity reports will only
be available if that option was purchased. Below is a grid that shows what is available for
each switch type.

Network Console Group Console Operator (o£:1]
Switch Activity Activity Activity Activity
Siemens
9751 X X X
Siemens X
Hicom 300 X X X (6.5 & 6.6)
Siemens
HiPath 3000 X X
Siemens
HiPath 4000 X X X X
Siemens
OpenScape X X
Voice
Nortel X X X X
Avaya X X
Cisco X X
JUNE 2011 IMPACT TECHNOLOGIES, INC 61

CONFIDENTIAL AND PROPRIETARY




TRAFFIC ANALYST ADMINISTRATIVE GUIDE

2.1.13 Switch Access
This screen allows you to assign the switch to an account and view and manage what

users have access. Assigning a switch to an account allows users to view only those
switches assigned to that account.

switchaccess x|

— Uszer Access o Switch:

Usgers with prezet dccess bo Switch;

User Account for this switch; ésel I
bt
None -
J traffic
Jzers with Access to Switch: Users without Access:

L zer | zer |

Add
Femove |

< Back I Finish I Cancel | Help

Choose from the drop down menu a User Account for this switch.

You can view Users with preset Access to Switch. These are users set up with System
Administration access or as Web Account Administrators.

You can also view standard Users with or without access to the switch and change that
status.

2.2 Poll and Store On Demand

If you defined a continuous mode switch that has past days of data available, you can
attempt to poll and store those days. Periodic mode switches can also poll past data, but
you have to create a study first using the Edit/Create Studies option on the right mouse
click menu.

The amount of data available depends on the switch configuration:

For a Siemens 9006 (Hicom 300), up to 10 days of stored trunk data may be available.
For CDR, data stored in buffer box is available.

For a Siemens 9005 - 9000, up to 3 days of data may be available.
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For Nortel Network data, data collection methods vary.
For Nortel CDR data, the capacity of the buffer box.

For a Siemens HiPath 3000, only current data is available. If using RSM 5000, may
contain multiple days of data.

For a Siemens HiPath 4000 and OpenScape Voice, buffered data available in the switch.
For Avaya Network data, all available data since the last poll will be retrieved. Pick one
date for the poll on demand and it will parse all the data in the file and create advanced
stores for the dates found.

For Avaya CDR data, the capacity of the buffer box.

For a Cisco Unified Communications Manager, buffered data available in the switch.

If you do not care about polling and storing past data, skip to the next section, Pending
Schedule.

Highlight the switch in the tree by clicking on it, and then click on the right mouse button.
The right mouse menu appears. Select the Poll On Demand option.

Poll On Demand Options - 9006 i |

—Date Range
I ta I @l

— Optiaonz

[~ Poll Data From Switch

[T Store Data

— Schedule

S PR | .
Time: |11.2n.mw1 = Date: ID?HESHEDDE @'
] I Cancel | Help |

Select the start and end date for the range of data you want to collect and/or store. If
polling and storing just one date, you do not need an end date.

Poll Data From Switch will retrieve the data. This option is used to test connectivity
and/or poll previous days data.

Store Data will process and save the data in the Traffic Analyst database. This option
allows separating the tasks of retrieving and storing data, if you want to store the data after
previously collecting it. This may be used if you have made changes to CDR costs and
would like past days already collected to reflect the costing changes.
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Click on OK. If you are on the server's console, the poll and store will kick off immediately.

If you are on a client PC, the poll may take a couple of minutes to start. When you poll and
store, either through a Poll On Demand or a scheduled poll, Traffic Analyst must be up and
running. The poll and store takes place on the server computer.

2.3 Pending Schedule

Now look at the main window, and notice the tabs in the lower right portion of the screen.
Click on the tab called Pending Schedule. This brings up the list of activities that are
scheduled to be performed.

=Tk
File Edit “iew Tools Reports System  Help
EEEFEE LR EL T 1k
IEI[:I Traffic Name | Bckivity | Date/Time | Status Computer | User
~8 m 3000 Haurly Poll 07-24-03 05115 pm Pending traffic
4000 0 0 05:15 pm Pending ( 4 traffic
3000 Polling and Storing 07-25-03 02:00 am Pending traffic
4000 Polling and Storing 07-25-03 02:15 am Pending W IMZK kraffic
9005 Polling and Storing 07-25-03 03:00 am Pending W IMZK kraffic
9006 Palling and Storing 07-25-03 04:00 am Pending CI_WIN2EK kraffic
[ [+ " Report Schedule’), Status Lag'), Pending Scheduleml ‘| | ﬂ
Ready [ [

You should see the switch polls you have scheduled. You can double click on any activity
and get more information about it or change its schedule.

Note: If you don't see your poll activities scheduled for your switches, try clicking on the
Traffic folder in the tree view. It may be that a filter is turned on in the View menu.
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2.4 Status Log

After examining the Pending Schedule tab, click on the Status Log tab, also located in
the lower portion of the screen.

This screen displays activities that are either in progress or are finished. By default,
activities in progress are displayed at the top of the list. You can sort the list by clicking on
the various column headings and then sort in either ascending or descending order based
on the column information. To return to the original display, sort on Date/Time in
descending order.

b
File Edit Wiew Tools Reports System  Help
= i
=03 Traffic
Deactivate 07-24-03 05:01 pm  Success
4000 Collect and Store 07-24-03 04:58 pm InProgress  07)24/03 scheduled 4000 storage reques
3000 Collect and Store 07-24-03 04:15 pm Terminated  07)24/03 scheduled 3000-150 storage re
3000 Collect and Store 07-23-03 04:15 pm Terminated  07)23/03 scheduled 3000-150 storage re
W\,@ta’[us Log Pending Schedule) Alarms’), S, | 4] | ﬂ
Ready [ o [

The status of the activity is important. Activity descriptions include:
e In Progress - in which case the field becomes a button that allows you to
terminate the process by clicking on it and confirming
e Success - worked as expected
o Failure - the activity was attempted but failed

e Terminated - the application was shut down during an event in progress. (You
will need to reschedule the event if you want it to reoccur.)

e Warning - an error condition was noted.

e Message
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241

To see detailed information about any activity in progress or that is finished, double-click
on it. This will bring up the Detail Message Information window:

Detail Message Information

-Fg Detail Message Information [ 2]

Switch Mame : Siemensz 9006

Ewent Status :  Success [~ Auto-refresh

| Status | Severity | Completion Time | Description | Uszer =i
Success  Low 01-25-00 04:21 pm - Accumulating data, traffic
| Success  Low 01-25-00 04:13 pm - Connecting to switch. traffic
| Success  Low 01-25-00 04:21 pr - Deleting any existing raw interval data for storage date. traffic
(|t waming  High  01-250004:21 pm Failed to detect lngin prompt on logout traffic
| Success  Low 01-25-00 04:21 pm First seizure record: 03:33:07 am-03:35:57 am traffic -
| Success  Low 01-25-00 0413 pm Initiahzing modem. traffic
| Success  Low 01-25-00 04:13 pm Initializing port COM1 traffic
| Suzcess  Low 01-25-00 04:21 e Last seizure record; 10:31:53 pm-10:32:38 pm traffic
| Success  Low 01-25-00 04:21 pr  Loading alarm definitions. traffic
| Success  Low 01-25-00 04:20 pm  Logging into switch. traffic
| waming  Low 01-25-00 04:21 pm Mo brurks in-service for group BOTH COTRE GRPO traffic
| Waming  Low 01-25-00 04:21 pm Mo burks in-service for group BOTH COTRE GRPO2 traffic
| Success  Low 01-25-00 04:21 pr - Performing traffic analpsis. traffic
| Success  Low 01-25-00 04:21 pr Poll complete. traffic _lj
4 | 3

Claoze I

Refresh | DefauItSortl Frint | Help |

This Detailed Message Information window gives you the task-by-task progress of the
overall activity from the perspective of Traffic Analyst. It tells you each step of what Traffic
Analyst is trying to accomplish, and the result of that step.

2.4.2 Monitor or Communication Audit File Window

Another diagnostic tool available from the Status Log tab is the Monitor or Communication
Audit (Support) File. When you look at the Status Log, look at the Support File column ....

Support File

Severity

IZI4-24-EIS 04:11 pm COMmM3a6sE

Success 9006 testing request,
03-25-03 03:40 prm Success Deactivating communications with switch, Lo
03-23-03 12:20 pm  Success 03/26/03-03/27/03 on demand 006 palling comm3477 | Low
03-28-03 12:03 pm Success Q006 testing request, Comma47e Lo
03-23-03 12:01 pm  Success Communications with switch activated, Loy
03-28-03 0920 am  Success Deackivating communications with switch, Lo

| [‘\Repnrt Schedulek&tatus Log ,{rF'ending Schedulekﬁlarms‘)& ILI

When you click on the support file name or the ellipsis button, the monitor will open with
the support file loaded.
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Monitor

C:Program FilezhTraffic Analpsthoaudith5 1 eomm296. log

EventStatus:  Success ¥ Auto Serall

r Comm Audit

OK1ATXE4 E0O V1

oK

ATDT7431495

CONNECT 19200-ARQ-V34-LAPY
SBCSA1

SBCSAlllogin: rsca

Password:

La=t succeszful login for r=ca: HEVERE on ttyxle

La=t unsuccessful login for r=sca: Wed Jan 19 09:59:52 MEZ 2000 on tty=l?
UHIX Sy=tem V- 3186 Relea=ze 3.2

SBCSAL

Copyright (C) 1984, 1986, 1987, 1988 ATAT

Copyright (C) 1987, 1988 Hicro=soft Corp.

411 Right= Reserwved

Copyright (C) 1988, 1989, 1990 The Santa Cruz Operation. Inc

s o

Cloze I Frint | Help | Font |

In this window you can view the character-by-character interaction with the switch, both in
real-time and after the poll. It is very useful for diagnosing problems.

Note: On clients, the real-time updates are slightly delayed, as compared to the response
on the server itself.

Use the Communication Audit and the Detail Message Information windows to help you
diagnose any problems with your polls.

2.5 Logoff/Logon E-mail

This option is only enabled if you have Extended MAPI set up as the e-mail type in E-mail
Settings from the System Menu.

2.5.1 Logoff E-mail

This option logs off the current e-mail client. Traffic Analyst will be unable to send alarms
or reports via e-mail if its server is not logged onto an e-mail client.

252 Logon E-mail

The option brings up the default e-mail client for the server. Once you are logged on,
Traffic Analyst can send alarms and reports via e-mail. The e-mail client is invoked as a
background session. It is not visibly running on the Windows desktop.
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2.6 Logoff/Logon Traffic Analyst

2.6.1 Logoff Traffic Analyst

This option logs off the current user but keeps Traffic Analyst up and running. By doing
this, you enable scheduled activities to run as planned but prevent unauthorized users
from accessing anything in the Traffic Analyst product. All of the menu options will become
disabled.

2.6.2 Logon Traffic Analyst

The logon option is available when no user is currently logged on. When the option is
selected, or the user double clicks on any main window item, the logon screen appears
requiring entry of a valid username and password.

Note: If you ever start up Traffic Analyst and most menu options appear ghosted

(disabled), then you probably have not logged on. Just logon from the File menu and the
options should become available.

2.6.3 Client Logon

If you are a client that can connect to more than one Traffic Analyst server, you will have to
specify the name of the database server of interest. Otherwise, you can accept the default.

The name defaults to the last successful server connected to. In a simple environment with
only one server, you can accept the default and never change it.

The Client Logon also has an options button that leads to the following screen:

Database Options |

¥ ‘Peiform a network, broadcast bo search for the database server)

D atabaze Server Host Swstem

% | Himat Iu:harlu:utte

) [P tddiess |

Ok, I Cancel

When a client connects to the server, it connects it one of two ways. The default method is
for the client to broadcast a message over the network, announcing its presence and
looking for the database server to connect to. That method is shown by the checkmark in
the box above labeled “Perform a network broadcast to search for the database server.”

The other way is for a client to look specifically for the database server. You must know
either the Host name or the IP Address of the computer that the server resides on. If
multiple Traffic Analyst database servers are in your environment, then you must know this
information for each server.
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To have the client connect directly to the server, turn off the network broadcast and specify
a database server host name or IP Address. In the example below, a database server host
name is supplied:

Database Options |

[ Perform a network, broadcast to search for the databasze sepver.

D atabaze Server Host Sustem

% Hast Iu:harlu:-tte

P Address |

Carnicel |

In the next example, a database server IP Address is supplied:

Database Options |

[ Perfarm a network, broadcast to search for the databaze server!

D atabaze Server Host Sustem

™ Host Icharlu:-tte

&+ |P Address | 166 . 249 . 155 . 25

k. I Carnicel

Click OK to save your selection, and Traffic will attempt the connection. An error will
appear if there is a problem.

These connection options will be stored for the database server name entered on the Log
On screen.

2.7 Exit

This option closes the Traffic Analyst product and shuts off any scheduled activities. After
it is selected, it will take a few moments for all database activity to end.

In general, a Traffic Analyst server should always be kept running. For security purposes,
you may wish to logoff, but the program and its database should be running. Otherwise,
clients will not be able to log onto the database and scheduled activities will not occur.
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2.8 What's Next...

There are a variety of tools and reports available, and special features like alarms and

pools. These are briefly described in the next section, Using Traffic Analyst and in the
help system within the product.

Training and support are also available from Impact Technologies.
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3 Using Traffic Analyst

Before proceeding into this section, it is best if you have successfully polled data from at
least one switch. By having data in the screens to look at, it is easier to understand their
functionality.

3.1 System Menu

The System Menu contains those options that define system wide settings. In a client-
server environment, these options only apply to the server.

| System Help
sers

User Accounks

Porks

Modem Pools

E-Mail Setkings. ..
Default COR Call Costs

Reindex
Backup

License

The options E-mail Settings, License, and Backup, which came up automatically at the
initial startup have already been discussed. Please refer to those sections to make
changes to those settings.
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3.1.1 Users

This option defines users (and their passwords) who can access Traffic Analyst.

Current Uszer 1D braffic
— Show Users
Lser Name | Security Level | Show Users who are:
kraffic Syskemn Admin [w System Administrators

test

System Admin

Siandd

¥ Standard Users
¥ Report Only Users

wiebuser 1 Web Account Admin [ ‘wieb Account Adming
Account:
[ =l

Uzer 1D:

— System booess —Pager
|fredm L
= System Administration * Maone Dizatile Page[l
: f+ Standard U
Passward: andard Lser " Phone Mumber

Ixxxxx

Confirm Password:

Ixxxxx

" Reparts Only
= Wwieb Account Admin

2%

Add Mew Uszer |
b adify Uzer
Remove Uzer |

" E-mail

—Access Contral

Feature Access...l

— Internet E-Mail Address

Account Ifredm@impacttech. com
[Siemens B | [|soEifem.
Ok | LCancel | Apply | Help |

There are two applications within Traffic Analyst.

There is the Windows-based admin portion that has been documented in this book up to
this point, and there’s the web-based portion of Traffic Analyst that lets users create
reports within their web browsers.

Users can belong to a group which defines their level of privileges within Traffic Analyst.

The groups are:

o System Administration allows a user complete permission to perform any

Traffic Analyst action in the Windows-based admin portion of Traffic Analyst (not
the web-based side). The default user and password has System Administration

access.

o Standard User allows all access except to user information and switch
properties.

e Reports only, can only view reports.

Web Account Admin allows a user permission to perform any Traffic Analyst action within
their assigned Account.

The Access Control section is where User IDs are assigned permissions to features and

switches.

Users can also be notified via Pager and/or E-mail when selected alarms occur.
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Enter the Pager and E-mail information, and in the Alarms screen identify those alarms
that should be sent to this user. Note that the e-mail definition within the pager grouping is
for pagers that have e-mail capability. The e-mail address outside of the pager grouping is
for a standard e-mail notification to a user's e-mail address.

Paging should only be enabled pages can be accepted at any time, including night or early
mornings when Traffic Analyst could be polling and storing data. E-mail notification is
useful at any time.

3.1.2 User Accounts

This option defines accounts and allows Web Admin users to be set up for new accounts.
Accounts have assigned switches and features that can be accessed by a particular user.
In other words, they designate what user can view what switches and features. When a
switch is assigned to an account, that account name will appear in brackets to the right of
the switch name in Traffic Analyst.

user Accounts 2
— Show & £ |
oW ASCounts Add New Account

Account Mame |

Drerno b odify Account

Siemnens

Skate University Remowve Account |

Account Name: — Licenzing
Siemens bl ax Switches:

= Fond Wewsccount———— |5
Sty Jzer D b as Uzers:

B

Fasswmarnd:
—Access Control

Feature .t’-‘-.ccess...l
Switch Access. . |

ok | LCancel | Apply | Help |

Confirm Passward:

Enter the Max Switches and Max Users to designate the maximum amount of switches
and users that can be assigned to the account.

Choose the Feature Access and Switch Access buttons to set which switches and
features are viewable in this account. Your options are determined by the Traffic Analyst
modules you have purchased. These modules can include Network, CDR, Console, and
OnTraQ.
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3.1.3 Poris

Serial ports need to be setup on the Traffic Analyst server's PC so that Traffic Analyst can
communicate with the switches. This step can be skipped if all of your switches will be
communicating via TCP/IP (Hicom 300 v. 6.6, HiPath 3000, HiPath 4000, OpenScape
Voice, Cisco & Nortel switches only).

Go to the System Menu and select the Ports option. The following window displays:

SystemPorts 21|
— Parts — Modem Information
RENT3 Mumber: b awimum Baudrate: Feset String:
COv [2 [0+ 2
— Initialization Strings
A ||| Defau [x4E0v1
Delete |
Altermate... | Hemove
[~ Interface Baudrate | Alternate Initialization Skring
" Direct
" Modem
" DCMADC
— Statuz
Enabled Dizable |
1| | |
0K | LCancel | Apply | Help |

To define a serial port, do the following:
Select Add.

In the dialog window that pops up, enter a Name and Number of the port (e.g. COM1 is
the name, and 1 is the number). Select OK.

Enter the Interface — Direct RS232, Modem or DCM/DCI. (DCM/DClI is only available in
Siemens environments).

Provide a Maximum Baudrate for the port. This can be greater than, but not less than, the
switch baud rate.

Select Apply if other ports need to be defined or OK to accept your changes and close the
Ports window. We recommend that ports defined here should only be used for Traffic
Analyst.

3.1.4 Modem Pools

Modem pools are optional, and they are only recommended if more than one modem is
used and is polling many switches. A modem pool optimizes the use of the modems
available for polling, so that the first available modem in the pool can perform the next poll.

Go to the System Menu and select Modem Pools. The following window displays:
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Modem Pools 21|
— Maodem Poolz
Pool |
Add...
Farts...
o
— Current Modem Pool —&wailable Ports
Pork Baud Rate | Inkerface | Part Baud Rate | Interface
9600
o fued 24 | comz 9600 Madem
»» Hemove |
OF. | Cancel | Apply | Help |

Select Add in Modem Pools to create a new modem pool. Then select ports from the
Available Ports list on the right. Select Add button between the Current Modem Pool
and Available Ports list to add them to the modem pool. Select OK.

3.1.5 Default CDR Call Cost

Default CDR Call Costs are optional, and are used to define the default cost data that will
be assigned to a Siemens Hicom 300, HiPath 3000, HiPath 4000, or OpenScape Voice,
Avaya, Nortel or Cisco switches only, if the CDR ability is licensed.

Go to the System Menu and select the Default CDR Call Costs option. The following
window displays:

Default CDR Call Costs ed |

Eilling Cost
Increment [cents ¢ minuke] Clazsification Rules
Call Type [zercz] Imtial Addl Direchion Digiks Prefises [zeparate mulbiple prefises with commas]

800 [ [ ooo [ 000 Outgaing >=11 and [1800.1855,1866,1677.1888

900 B | 0.00 | 000 Outgaing »=11 and |1auc|

Regonal B I 0.00 I 0.00 Qutgeing »=11 andl

Long Distance B I 0.00 I 000 Outgaing =11 and I1

5 e

!
!
!
!
Local | 3 | 0.00 | 0.00 Qutgoing > 6 or |411,511,a11
!
!
!

International B I 0.00 I 0.00 Qutgeing »=11 and I'J'I

Metwark B I 0.00 I 0.00 Outgoing <=6 or I

Incaming 1 I 0.00 I 0.00 |ncoming Use unique prefises for each classicification rule.
Longer prefises take precedence

Internal 1 I 0.00 I 000 Bath

0k I Cancel | Help |
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Define the Prefixes associated with the Call Type listed. If more than one prefix is
associated with a type of call, enter all prefixes separated with a comma. (You can assign
prefixes for local and network calls to handle cases where the number called is passed to
another switch or IPDA to make a specific call a local call instead of long distance.
Defining prefixes allows you to treat these as exceptions to the long distance rules.)

Define a Cost in cents per minute for each type of call. You will define a cost for the initial
minute of the call, and for additional minutes of the call. This gives you flexibility of
assigning a flat cost to calls by charging for the initial minute and then not charging for
additional minutes. If a dialed number matches the prefix defined, then the calls cost is
calculated using the duration of the call (minutes), minus the initial minute, multiplied by
the cost plus the cost of the initial minute. Outgoing calls are always rounded up, too, so
calls less than a minute will be charged for the entire minute. You can use decimals to
enter the cost per minutes.

Define the billing increments that will be used to determine the increments used for billing

purposes. The default is 60 seconds. If you entered six seconds, for example, then a call
that lasted nine seconds would be billed for two increments.

If a call is an outgoing call and does not match the prefix for 800, 900, Long Distance, or
International types of calls then the call is considered a Local call.

Use Defaults will allow the values to revert to the Default CDR Call Costs. Edit Defaults
will allow the editing of the default values.

Also, the gray box to the right with the three dots allows you to access a popup window for

convenient editing of the prefixes, though you can always type prefixes directly into the
prefix display field.

3.1.6 Reindex

The Reindex form defines when the database will be reindexed or cleaned up, which
speeds up database operations.

Mest Time: 02-26-10 04:00 Ak [ Disable reindex

Reindesx At; |U4 D00 Ak jl
0K I Reindex: Maow | Cancel Help

Select a Reindex At time at which re-indexing will occur every night. Since re-indexing
slows down the database while it is performed, it is best to schedule the activity for when
the system is not busy. In many cases, a good time is late night. Select Reindex Now to
perform this operation immediately. Note that doing this does not save any changes made
to the form.
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3.2 Tools Menu

This menu contains all of the options used to analyze data.

Tools Reports  System  Help
f-’.zl Busy Hour Capacity Analysis
[[[h, Advanced Capacity Analysis

A Trend analysis

Engineeting Calculator

It is here that you can see the results of your continuous or periodic studies and perform
what-if analysis, as well as look at capacity and trending graphs. There is even an

engineering calculator available.

3.2.1

Busy Hour Capacity - Analyze Tab

The first option brings up the results of traffic studies in the Analyze tab. As Traffic Analyst
polls and stores data, it reanalyzes its current engineering intervals. When you select this
option, you are pulling up the results of that analysis. So it is very quick to see the busiest

hour of traffic for each trunk group, or indeed, the busiest 10 hours, or the average busy

hour, etc.

Busy Hour Capacity Analysis - St. Louis x|
Analyze | Graph I \-"ariationsl
Projection Mame: Mo Projection Curently Loaded [etails... |
LT T ok Group Group: IED BOTHWw &Y j Study: IDB;’24;"D4-1 0/12/04 j
Engineering Parameters
Eng Inkerval | Busy Ordinal | Eng Model | G0S | Call Basis | ﬂl
Busy Hour j 1 Erlang B j 010 Offered j Feset |
Buzy Hour 1 Rlesults: 03/24/04 10:00 Ak
Calls | %o | Usage CCS | o | ACL Secs |
— 17 35 47 24 249
outbaund 25 62 135 76 4a0
Blocked 0 0 0 0 393
Tokal 45 100 177 100 393
Trunk Provisioning wihat If.
#Trunks Estimated GOS Est. Elocked Calls %o OCCUpANCY
Froposed 11 0.007 o 45
Current 2 0.671 30 246
+]- 9 -0.664 -30 -z201
Load I Cloze | Save Frint

Examine the screen. Notice that in addition to viewing the results for trunk groups, you can
view the results for console groups (provided data was available) and for pools.
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You can also select the group of interest. All of the trunk groups on your switch should be
listed here, providing you have polled successfully. As soon as you select one, its default
study results are brought to the screen.

Experiment a bit with the settings in front of you. For example, select different engineering
intervals, models, etc. and click Analyze to bring up that set of results. Use what's this
help for information on the remaining fields on this screen.

3.2.1.1 What If

The What If button leads to this window where you can temporarily edit actual engineering
interval results, so you can make projections based on the modified data.

What If

— Scope

k.

& Hour " DapTotal  © week Total € Gfopth Tatal € Study Tiatal Cancel

i

Help

% | UsageCCS | % | ACLSecs |
5 T G 37
0 el 167 73 07

Inbound
Outbound

Blocked Calls: |23

e

|

Select the Scope of the what-if projection. This can be as small as an hour and as large as
an entire study. Click on the data item you want to edit directly in the grid. You can change
the highlighted item directly, or you can also use mathematical operations to change the
value (these operations are described in detail in the what's this help).

You can also directly enter a value for blocked calls.

When you click on OK, you will return to the Group Analyze screen and see new data
displayed on the window. You can then Reset to the original data set, save the What-If as
a new projection, or return to the What-if screen for additional changes.

3.2.1.2 Save Projection Window

The Save button on the Analyze tab lets you save the snapshot of the results on screen,
including any what-if changes you have made.
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Save Projection

Projection Mame: IStudy results on 10/05/99 ok,

Cancel

Description: fu/e uzed these shudy results to reprovision the
ITCT trunk. gorup.

Help

agli

M odified: 01417400

Created By:  traffic

This is also useful when operating in continuous mode, because you can save projection
studies used as the basis for provisioning without worrying they will eventually "roll out" of
the database with the passage of time.

Use the Load button on the Analyze tab to re-load the saved projections.

3.2.2 Busy Hour Capacity - Graph Tab

Click on the Graph tab, and you see the results as selected on the Analyze tab in graph
form. The graph compares the data for the engineering interval to any hour you have
stored in the database. To change the engineering interval in the graph, select another
one on the Analyze tab and return to the graph.

Note that you can change the appearance of the graph by playing around with the graph
button bar options (above the graph). When you exit this window the graph will return to its
original format.

Busy Hour Capacity Analysis - St. Louis ﬂﬂ
tinalyze Graph |Variati0ns|

— Busp Hour 1 Found: Wednesday, 03/24/04 at 10:00 Ak

Target GOS: 0.010 Uszage Offered: 177 CCS
Eng Model: Erlang B Callz Offered: 45

EngInterval: Busy Hour ACL: 393 Secs

SEEEE] Do ENE R EE RN

CO BOTHMAY
Propozed Trunks to Required Trunks and Usage Offered

Graphing Option:

Compare Peak to: {i 2004 | v Scrol
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3.2.3 Busy Hour Capacity - Variations Tab

The Busy Hour Capacity - Variations tab shows the relationship between grade of service
and number of trunks or consoles. The results are based on the engineering interval
selected in the Analyze tab.

You can start with the proposed number of trunks and consoles and see how increasing or
decreasing this number changes grade of service, or you can start with a grade of service
target and see how increasing the number of trunks or consoles improves this value.

You can change the look of the graph by playing around with the graph button bar options.
However, when you exit this window the graph will return to its original default format.

Busy Hour Capacity Analysis - St. Louis |

Analyzel Graph “anations |

— Busy Hour 1 Found: “Wednesday, 03/24/04 at 10:00 Ak hing O ptiohs
Target GOS: 0.010 Usage Offered: 177 CCS |5 Trunks from propased by I1
Eng Model: Erang B Calls Qffered: 45 )
Eng Interval: Busy Hour ACL: 393 Secs 7 Trunks with GOS better than ID'D1|J
o || m | & | S [+ [en @07 |[a] BIEHIE| =8| 7§
CO BOTHWWAY

Grade of Service per Trunk Quantity

0183

0143

0111

GOS

0074

0.037

0.00a

<] 7 g &l 10 11 12 13 14 15 16

Trunk Members

. Propozed Trunks [11) . Current Trunks [2) . Others I¥ Scrol

Load I Cloze | Save | Prirt |
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3.2.4 Advanced Capacity Analysis

Next, drop down the Tool menu and select the Advanced Capacity Analysis option.

Advanced Capacity Analysis - St. Louis I 4|

Tope: | IR E (=]

Group: [ C0 BOTHwdy s it If

Eng Model | all Basis | Close |
j Offered j I-I i I4 Trunks by I‘I =

Tiht |
Current “What If Formulaz: Calls: Mo Change Date Rangs: |03£243’04 ko I‘I 0204 I

ACL: Mo Change Help |

=|el|=|3 || C RN EEMSEERN]

Estimated Blocked Calls per Trunk Guantity
CO BOTHWAY: 03/24/2004 to 104 2/2004 (2 Days Found)

Estimated Blocked Calls
-4
o

Trunk Members

. Current Trunks [2] . Others

The Advanced Capacity Analysis window is an innovation in traffic engineering. Rather
than relying on a single data interval as the basis for provisioning, you can instantly see
the effect of different numbers of trunks on calls blocked over a significant time span. (Or,
in the case of attendant consoles, the effect of different numbers of consoles on calls
delayed.)

Use the what's this help for information on any item on this screen.
You can also perform "What If" analysis by clicking on the What If button. The What If

Advanced Capacity Analysis window will display and you can adjust the calls and average
call length (ACL) data to see how your blocked calls will be affected.

What If Advanced Capacity Analysis e |
Changesz All Howrs _EIK
—Calls —ACL

= Ma Change ¥ Ma Change ﬂl
' |nbound Calls " Inbound ACL Reset |
" Outbound Calls " Outbound ACL
" Total Calls " Total ACL Help |
Callz Mathematical Formula: ALCL Mathematical Formula:
[ 2+-%) [ 4 +-%)
[Formula Applied In Seconds)
=2
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After you make your What-If change, click OK and it will be reflected in the Capacity graph.

3.2.5 Trend Analysis

The Trend Analysis option lets you look at how trunk and attendant console usage has
risen or fallen over time (so initially, there may not be much data to graph).

Analyze
Type: [TrkGroup ¥ Group: [CO BOTHWAY Jid [

Cloze

Scope: IDain 7| Daps IAII =]

|03;24m4 To |1n;1 3/04

Print

dd

Help |
P=d1= RS E) m:| [ 2R BB WL e T|s]
Daily Usaae Trend for CORNET

(g}
8]
i
% 3294 00
[
i 247050
T 1547.00

523.50

0.00
1012

. Daily Usage

You select the type of group to view and the specific group to graph.

You select a scope of monthly, weekly, or daily usage and then select what is to be viewed
in the graph. Generally, this is the total usage for all days or all business days. For the
daily scope, you can also graph just a specific day of week, such as Monday, to see how

the Monday usage volume has changed over time. Enter the date range to be included in
the graph.

Use the graph button bar to change the format of the graph. When you exit this window the

graph will default back to its original format, however.

3.2.6 Engineering Calculator

This calculator is a utility for performing engineering model calculations. This calculator
does not use data taken from the Traffic Analyst database.
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Fg Traffic Engineering Calculator HE E |

Engineering Model; j B esult ID
— Calculation Option — lnput Drata
R Data Interyal Average Call Lenagth
I'IEminutes j IIZI ISE::S _Ll
. Calls
Callz Servers GOS
" Average Call Length ID IU ID.D'I
C GOS Anzwer Target  ZRetmy
IEI ID Calculate |

Cloge I Frirt I Help |

Select the Engineering Model you want to use in the calculations. Note that some of the
fields are not active based on the engineering model or calculation option selected.

Use the Calculation Option radio buttons to select the type of answer you want to
calculate. Servers, in this case, is a generic term referring to either trunks of attendant
consoles.

Enter values into the Input Data fields except for the field that corresponds to the
Calculation Option radio button you selected. Then click on Calculate to derive an answer.
The answer will display in the Result field. You can change the numbers around to see
different results.

3.3 Reports Menu

This menu contains all of the options used to create and manage reports.

Reports System Help

Metwork & System
Call Detail

W=

Change

Delete

Bun Maow
Schedule
Ackivate

Deactivate

E Report Packs
Report Eile Maming

Copy To,.,

It is here that you can create, change, delete, run, schedule, and copy reports. You can
also produce report packs and change report file names.
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3.3.1 Network and System Reports

The report selector window lets you generate and schedule reports.

Fiepart Activity M ame: I
—Report Scope — Include Drata From
IDa”-"" ﬂ I‘I YI Daps
— Groups [&ll f none selected), ——————————————————  Period I - I @I
ITrunk Groups/Categories j
| Last Full Month =
D+E LOMG LINES -
DID TRUMKS Time S
EAST ime Span
FUTURE 4 DIALER - = o0 - =i
ERANITE RN |12.DD.AM = to [12:00:aM =

INCOMIMG FRM DSS
OUTGOING TO D55 — Output

PAGE e |
POTTSVILLE LI % Display Ernail Signature. ..

—&vailable Reports " Print ¥ Use default printer. ~ Frinter. |Default Frinter
Alarmn Details - : .
Alarm Doeurences  File " Email
All Trunks Busy Analysis ) ;
Blockage Analysis Graph r— File Option:
Blocked Calls Analysis Format:
Buzy Hours
Callalurnes IHich Test j
Call*olumes Hourly Di Lacatiar:
Irterday Buzp Analysiz irectory Location:
e g o = |
Save | Save bz | Fiun Mo | Schedule... | Cloze | Help |

You select the scope, which narrows the selection of reports based on time scope or
subject matter.

Once the scope is selected, pick the group(s) and report(s) to be generated. Depending on
these selections, you select the study or time range to be included in the report. You can
see examples and descriptions of from the Impact Technologies web page at
http://www.impacttech.com/index.php you can login Username Impact password Customer

Please note that you are limited to a selection of 250 trunk groups per report.

Reports can be output to the screen (display), printer, file, or one or more e-mail
addresses. If you choose to save the report to a file, you have a number of file formats you
can save the data in. This will allow you to import the report data into other applications,
such as a spreadsheet, or onto a web page.

If you choose e-mail, you select the file formats and enter the e-mail addresses to receive
the report. Separate e-mail addresses with a semi-colon (;). For information on changing
the E-mail Signature, please see section 3.3.3.

To generate the report immediately, click Run Now. Use the Schedule buttons to
generate the report on a recurring basis.

Note: Report Packs provide a way of grouping reports for common output, even reports of
different scopes. Once defined, report packs are available within this Reports screen via
the "Report Packs" scope selection.

JUNE 2011 IMPACT TECHNOLOGIES, INC 84
CONFIDENTIAL AND PROPRIETARY



TRAFFIC ANALYST ADMINISTRATIVE GUIDE

3.3.2 Call Detail Reports

The Reports window lets you generate and schedule Call Detail reports. The fields on this

window are filtering or sorting options to customize the data that appears in the report.

Call Detail - Impact 3000

21|

Report Achivity Name; ||
—Data Grauping and Sarting

¥ Include calls with zero cost

 Ihclude Data Fram

Group By: |<No Grouping: j @ Last I‘I 'l Days
SotBy  [Date/Tme  =| [asC = | | £ Peiod | o | ﬁl
Tirunk Groups [l none selected):
— | Last Full Morth |
H300
— Time Span
1zo0 e = w [izooaw =
— Extenszion Fanges [l if empty] I I I
#dd — Dutput
&+ Displa Email Signature. .. |
Fiemove | Py
" Print W Use default printer || Frinter... |

Directory Location:

- - " File ¢ Email
— Mizcellaneous Optiong
X . — File Optioty
[ Show Daily Tatals with Im
Farmat:
W Show Surmmary Totals IHich = j

Dizgplay Calls of Type: I <Dizplay Al j I Browsze |
External Mumbers: I
Save I Save bz | Fiun Mow | Schedule... I Close I Help |

You may select how you would like the report assembled in the Group By field. You then
select the Sort By method and whether you would like the sorting to be Ascending or
Descending.

If Grouping by Trunk Group, pick the Trunk Group(s) to be included in the report. All
groups will appear if none are selected. If Grouping by Account, pick the Account(s) to be
included in the report. All accounts will appear if none are selected.

You can choose to have individual extensions or extension ranges (ex. 1400-1499)
included in the report. All extensions will appear if none are added.

Miscellaneous Options include Show Daily Totals and Show Summary Totals in the report,
as well as Include calls with zero cost.

You can select only one type of call, such as 800 calls, to be included in the report or
choose the <Display All> option for all Types of Calls.

You can also enter an External Number to be included in the report. All external numbers
will appear if this field is left blank.

Select the date and time range to be included in the report.

Reports can be output to the screen (display), printer, file, or one or more e-mail
addresses. If you choose to save the report to a file, you have a number of file formats you
can save the data in. This will allow you to import the report data into other applications,
such as a spreadsheet, or onto a web page.
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If you choose e-mail, you select the file formats and enter the e-mail addresses to receive
the report. Separate e-mail addresses with a semi-colon (;). For information on changing
the E-mail Signature, please see section 3.3.3.

To generate the report immediately, click Run Now. Use the Schedule button to generate
the report on a recurring.

3.3.3 E-mail Signature

The E-mail Signature option appears in both the Call Detail and Network & System reports
windows. Selecting this button allows you to customize the subject line and signature for e-
mailing reports. This is the only place where these settings can be edited. Once the
changes are accepted by selecting OK, these settings apply to all e-mailed reports.

Report Email Signature d |

MOTE:
The zubject and signature will be uged when emailing reports.

'ou cannat specify this infarmation for individual emails.
Ary changes made will be applied to subsequent emailed reparts.

Subject:

Traffic Analyst Report

Signature:

Attached are vour requested Traffic Analpst Beport(z).

k. I Cancel Help

3.3.4 Run Now

The Run Now option allows you to produce "right now" the reports you select from the
Reports Schedule tab. The scheduled reports will still be produced as scheduled.

3.3.5 Schedule

The Schedule option lets you schedule your report activity. You select the report or group
of reports from the Reports Schedule tab, and then select the Schedule option. Choose
the time of day you want the report to be produced.
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Schedule 21|
Time OF Day: |m j [ Inactive Mext Time: 07-30-03 03:00 &4
—Dayz r— Months
& Days Of wWeek (] January
¥ Monday |V Wednesday |V Friday ¥ Sunday (] February
W Tuesday [ Thursday v Saturday [X] March
[X] April
" Days OF Month (] May
7| Last Day OF faonth (%] Jure
July
1 2 3 4 -1 & 7 X
[X] August
g 9 10 11 12 13 14 —————
[X] september
15 16 17 18 19 |20 |21 ———————
[ October
22 |23 |24 |25 (26 |27 |28 =
[3¢] Mowember
- [X] December

0K I Cancel | Help |

You can schedule the report to occur on a specific date or dates or on one or more
weekdays. You can also designate the month or months. For example, you can schedule
the report for Tuesdays and Fridays in the months of January and April. Or you can
schedule the activity for a specific day.

Note that the Report Schedule tab on the main window shows any reports that have been
created. See example below.

Swikch Ackivity Report: Destination Mexk Time:

Test 3000 Doaily Call Ackivity Call Detail Display 07-30-03 03:00
Test 3000 Diaily Metwork Ackivity  Trunk Group Results Hon Display 07-30-03 03:00
Test 3000 Monthly Call Activity  Call Detail Display 05-01-03 03:00
Test 3000 Monthly Metwork, Ackivits Trunk Group Results Tot Display 05-01-03 03:00
Test 3000 Weekly Call Activity Call Detail Display 08-03-03 03:00
Test 3000 Weekly Metwork Activity Trunk Group Results Tot Display 08-03-03 03:00
Tl_rl\Report Schedule ,(Status Lnng‘ending Schedulex.ﬂ.larms‘}@ | 1 | | ﬂ

[ [

You can sort the list by clicking on the various column headings and then sort in either
ascending or descending order based on the column information.

If you double click on any report, the Reports Menu pops up to allow you to edit the report
options. If you select a report or group of reports you can choose any of the options on the
report menu. The same options are available by selecting the report(s) and doing a right
mouse click.
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3.3.6 Report Packs

Report Packs provide a way of bundling a group of reports to be automatically generated

at the same time.

Report Packs

— Report Pack:

Mame:

Siemens

Delete |

Add

II:
x

0K

Cancel |
Help |

Switch Type: I Muortel

Shiow Only: |<ALL Repart Scopes:

Available Reparts

Reparts In Pack

Alarm Details

Alarm Occurences

Al Trunks Busy Analysiz

Blockage Analpsis Graph

Blocked Calls Analysis

Conzole Activiy Day Totals [TFCO04)
Congzole Activity Houry [TFCO04)

Conzole Activiy Month Totals [TFCO04)
Conzole Activity Week Totals [TFCO04)
Conzale Group Cument Conditions GOS Monthly
Congole Group Curent Conditions GOS Study
Congole Group Daily Busy Hours

Conzole Group Engineering Interval Overages
Conzole Group Engineering Interval Shortages

Cemmmmle R Cemiemnrienn Labeesia] Cnaee e

|

Trunk Group Study Busy Hours

Trunk Group Engineering Interval Summary
Metwork. Temminal Loops Tatals (TFS00T)
Service Loop Traffic Totals [TFS002)
Trunk Group Day Totals

For switches polled in periodic mode, they can be generated automatically at the end of a
study. They are assigned to switches in the Polling Tab of the Switch Properties screen.

Otherwise, report packs can be selected inside of the Reports option.

In the Report Packs screen, you identify report packs by name, and you select the reports

to be included in the pack.

If you are responsible for different types of switches, you may need to select the proper

switch series to find the right report(s) to put in the pack.

3.3.7 Report File Naming

The Report File Naming option provides a way for renaming reports when they are output

to files. In other words, you do not have to use Impact's default names. You can define

your own.
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Report File Haming HE

FlEnamE FDnaE |<HN> <5M3<MM3<DD3 Insert Cade | oK.

Cancel

b

Example Filename: TGl Impact0925

Help

Switch Type: INDNB| :J

Show Only: I<ALL Report Scopes: _ﬂ

Type Specific i

Set to Default

Restore All Defaults

i

All Trunks Busy Analysiz at
Blockage Analysiz Graph BG
Blocked Calls Analysis BA
v Console Activity Day Tatals [TFCO04) Cch
vy Console Activity Hourly [TFCO04) Cl
v Caonsale Activity Maonth Tatals (TFCO04) Ch
v Congole Activity Week Totalz [TFCOD4) O
Console Group Current Conditions GOS Monthly MCC
Caneala Graom Crirrant Camdiiinns GOC Chodn rrr .'_I

This screen sets up an overall filename format. This format will be used whenever a report
is output to file. Build a filename format by using the codes available through the Insert
Code button. These codes represent variables that are replaced with information when a
report is output. The codes available are:

e <RN> Report Name: defined in the table at the bottom of this screen

e <SN> Switch Name: defined in the Properties - Definition screen

o <tHHt> Switch Identifier: the three character switch ID defined in the Properties -
Definition screen

e <MM> Current Month
e <DD> Current Date
e <YY> Current Year

Note that the order in which you select codes or enter text determines how the filename
looks. An example is shown and updated as you make changes to the filename field.

The grid at the bottom of this screen lets you rename the Traffic Analyst reports. Click on
any report in the list and then double click in the Report Output Name column. The name
is highlighted, and you can type in a replacement name. If you make a mistake, use the
Set to Default button to undo a specific report name. Use the Restore All Defaults button
only if you want to revert to Impact's name for all reports.

The first column on the grid, the Type Specific column, indicates if the report is specific
for a switch type. If it is enabled, it is specific by switch type. In other words, if it is specific
for a switch type and you change it, the change is only applied to that switch type. Other
switch types with the same report name are not updated.

But, if the column is not enabled, it applies to all switch types. If you change this report
name, any other reports with the same report name will be changed.
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There are a lot of reports in Traffic Analyst, so finding the right report to name is half the
battle. The Switch Type and Show Only fields just above the grid can help you narrow
the list.

3.3.8 CopyTo

The Copy To function provides a way to copy a report already created on one switch to
another switch or switches.

Target Switch:
Swikch Mame | Switch Series | ﬂ Copy |
Sike 5 Siemens HiPath 4000
Site 9 Siemens HiPath 4000

Site & Avaya Cancel |
Site B Siemens 9000-2005 — Help |
Site < Mortel |

Reports:
Activity Marne Report Marme Switch Marne

Daily Call Ackivity Call Detail Admin Impact Avaya

Copy Status:

Activity Name | ErrorjStatus Clear

1 | 0|

First select a report or a group of reports from the Report Schedule tab. Then go to the
Copy To function from the Reports menu. Select the switch or switches you wish to copy
to in the Target Switch section. Use the Copy button to copy the report(s). You may
deselect a report in the Reports section by clicking on it prior to using the Copy button.

Once using the copy button you will be prompted for a Report Activity Name for each
report being copied. The name will default to the name of the report being copied. You
may keep the default name or change it. If you choose Cancel on the Report Activity
Name window, it will cancel the copying of that report.

As each report is copied, a status line will appear in the Copy Status section. This status

will state 'Copied' if the copy was successful. If the copy was unsuccessful a reason or an

error will appear. Use the Clear button to remove all entries in the Copy Status section.

Use the OK button to exit the window and accept any changes. Use the Cancel button to

exit and cancel any copied reports.
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3.4 File Menu

Now, let’s return to the File Menu and wrap up those options that we have not yet touched
on.

File Edit Wiew Tools Repo
[ k
Properties...  Chrl+0

Deackivwate/Bctivate

GFoups

Pools

= alarms

Special Davs
Data Calendar
Pall Eailures

&5 Print... Chrl+P

Log QFF Email, . .
Log OFF Traffic Analwst

Exit
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3.4.1 Groups

The Groups screen lets you view the current trunk groups and consoles for the selected
switch. You can add a description (up to 60 characters) for the group. The description
shows on some reports.

-Fg Groups - 5t. Louis 3006 EHE

Dizplay | Group Type Group Mame Group Mumber | Description

Conzale

[

] Congale 1 1 Cameel

=] Trnk Group  COBW 1 —l
] Trunk Group  DID 2

] Trunk Group  ILL YELLOW PAGES 7 Delete |
[ Trunk Group  ITC1 10

=] Trunk Group  MCI PRI RATE 4

[ Trurk Group  PAGE 8

=] Trnk Group  TRK GRP 30 a0

Frint

|

Help

Notice the Display column (the leftmost column in the grid). The checkbox here gives you
a way of removing groups that you are not interested in from Traffic Analyst reports and
screens. If you disable the selection, data is still collected for the group, but the group will
not appear to be available in the Tools menu options. If you enable this box, the group is
available in all options throughout Traffic Analyst.

The Group Type column lists whether the group is a console or trunk group.

Most switch types have a group name which is imported from the switch and displayed in
the Group Name column. For OpenScape Voice and Cisco, the host name or IP address
is the default group name, but this can be edited in the Group tab of the switch Properties
screen. For the HiPath 3000, the user picks the group names during configuration.

The Group Number is a unique ID that some switches use to identify each trunk group.
VolIP switches, like the OpenScape Voice, do not have a group number, but they do have
a host name or IP address, which is the default for the Group Name field. No group IDs
(number, host name or IP address) can be downloaded from the HiPath 3000.

The Description field allows you to add a description for the group that appears on some
reports.

To delete a group, select its row and click the Delete button. After confirmation, the group
and its historical data will be removed from the database. Be aware, if a group is deleted
that still exists on the switch, it will be re-added with the next successful poll, although its
historical data will remain lost. The exception here is a Siemens HiPath 3000 switch. In
this case the groups are NOT re-added. You must re-add the groups in the Groups tab of
the switch.
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3.4.2 Pools

A pool combines the results of multiple trunk groups and presents those results as if they
were one functional group. A pool can include trunk groups from more than one switch.

Note that for the HiPath 4000 switch, each route that has a unique set of trunks will have a
trunk group pool created for it by Traffic Analyst.

Pools are extremely useful for evaluating all trunks busy and blockage across trunk groups
that overflow into one another. They are useful for identifying consolidation opportunities.

All Tools menu report and analysis options can be applied to pools.

Poal Comment

MCI Trunks MCI network bebween switches

Ties in Denver Ties within Derwver Edit

Delete

Cloze

Jamd

Help

You do not have to use pools. They have been provided as an optional way of looking at
and manipulating the data collected from your switch groups. For example, if you have 3
trunk groups servicing your sales force you could create a "Sales" pool and combine the
results from these trunk groups.

The pools option lets you define pools - their names, descriptions and trunk group
members. This opening screen (above) shows those pools already defined. When you
click the Add or Edit buttons, the Pools Properties screen appears. If you click delete, the
pool and all of its data will be deleted from the database, but you must first confirm the
action.

3.4.2.1 Pool Properties

When you create a pool, you supply its name, a descriptive comment and you pick the
groups from any switches whose results will become part of the pool's overall results.
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Pool Properties

2| x|
Wame: IMEI Trunks , _ , 0K |
Inherit Study Properties Fram Switch:
Comment: IMEI network, between switches Igt_ Lauis j LCancel |
Help |
Shaw Only: | <ALL SWITCHES> =l
Awailable Groups Groups In Pool
Swikch Group | o Swikch Group

KiC ATT

K ALUDIBEL K MCIZ

KC CGLENCOE kiC M3

KiZ DIRECT IM DIAL

KC GL DATA oMLY

KiZ LoiZaL 1

KC LizaL 2

(kC  [PHONEMAL

KC PRI-DIDCR.

KiC QUALITOMNE

KC T1 7O DAKS

KiC T1 TO DAKS 2 4 1 | |

The field, "Inherit Study Properties From Switch" identifies a switch to act as the "parent" of
the pool. The pool will inherit its default analysis properties from the defaults for this

switch's default trunk groups. Also, w

hen a switch selection is required before a trunk

group or pool can be selected, you select this parent switch and the pool will be available

for analysis.

3.4.3 Traffic / System Alarms

The main Alarms screen is used to Edit and Enable Traffic Alarms.

B Alarms

Traffic/Switch: |§

TrafFic/Switch
Traffic
Traffic

Traffic Failed ko Walidate Database (Event)
Traffic Failed Backup (Event)
Traffic Disk Free Space (Event)

L

Traffic Edit
Traffic
Traffic Capy
Traffic

Delete

Enable

Cloge

Lk

Help
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To Enable a Traffic / System alarm highlight the Alarm name and click on the Enable
button. Click on the check box to Enable and then click on OK

Enable System Alarm
Enable

v IFaiIed Backup Cancel |

To Edit the alarm this will allow you to select the user(s) to notify via email if the alarm is
true.

Alarm Definition K

Alarm Type: ILicense Mear Capacity j Ok

Cancel

Dizplay Marne: Licenze Hear Capacity

Alarmn S evenity: IHigh VI Account: |T.&WebDem0 j

Log Alarm: Event

Log Alarm If Licenze Usage »= |2 Percent

‘i

Help

— Pager and Email Motifications

Available Users Userz Motified When alarm Ocours
ser User Email | Pager
marks BeckyM |

johnp

3.4.3.1 Alarm Definition

The Alarm Definition screen is dynamic and the fields displayed change based on the
Alarm Type selected. In this screen, you define the alarm conditions (thresholds) and
specify the users to be notified if the alarm occurs

To define an alarm, follow these steps:

Select the Alarm Type

Select an Account associated with this alarm. The Account designates which alarms and
which switches each user has access to.

Enter the alarm threshold. This is the condition that triggers the alarm.
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If desired, select users to be notified via e-mail

These are the different Alarm Types:

License near Capacity — triggered license usage is greater than or equal to
‘X’. Recommend to enter 10%. This means you are getting close and
should consider purchasing more licenses.

License Over Capacity — triggered license usage is has been exceeded.
You need to purchase more license as soon as possible as data storage has
stopped.

Failed to Validate Database — triggered when the validate of database
during a backup has failed. Should contact Impact Technologies to look at
database.

Failed Backup — triggered when the backup failed to write backup file to the
selected directory. Check that access to this directory is available still.

Disk Free Space - triggered if free disk space falls below the set amount.
Recommend 100 MB

3.44 Switch Alarms

The main Alarms screen is used to create or edit alarms, then enable them by assigning
them to switches, trunk groups and pools.

To create or edit alarms, click the Add, Edit or Copy buttons. The Alarm Definition screen
will appear where you can select an alarm type, customize its name and threshold
conditions, and identify users to be notified if the alarm occurs.

To activate alarms, click on the Enable button. This will bring up the Enable Alarm screen,
where you assign the alarms to switches, trunk groups or pools.
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b Alarms HE
Switche Ilmpact Siemens 9006 j
Switch | Display Mame | Enabled Faor |.6.|:|c||
Impact Siemens 3008 All Trunks Busy BWCO.DID PRI FOR MCI
Impact Siemens A008 Ematic Trunk Llsage BWwWCO.DID PRI FOR MCI Edit
Impact Siemens 008 Failed to Poll Switch

Impact Siemens: 9006

Too bMuch Outbound OFf 'WwCO,DID PRI FOR MCI

Copy

Delete

Enazble

Clase

Bk

Help

By default, the Alarms screen shows all alarms that are defined. Use the Switch selection
to filter the alarms so that only those alarms that are not enabled and those that are
enabled for a specific switch appear in the grid.

3.4.4.1 Alarm Definition

The Alarm Definition screen is dynamic and the fields displayed change based on the
Alarm Type selected. In this screen, you define the alarm conditions (thresholds) and

specify the users to be notified if the alarm occurs.
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Alarm Definition

Alarm Type: If-'-.ll Trunks Busy j 0

Drigplay Mame; I.":"." Trunks Busy Cancel

Alarm Severity: IL.:.w vI Account: |EETEIS
Log Alarm: I Draily e I

Loag Alarm [FAN Trunks Busy »= IE Mins j

Help

i

— Pager and Email Motifizations
Ayailable Lzers Izers Matified *When Alam Ooours

Iser Iser | Ernail | Pager |

To define an alarm, follow these steps:

Select the Alarm Type from the drop-down list.

Enter a Display Name for this alarm. This is the name that will display when this alarm

occurs. It is also used when enabling the alarm.

Select a severity level to display when the alarm condition occurs.

Select an Account associated with this alarm. The Account designates which alarms and

which switches each user has access to.

If applicable, enter the alarm threshold. This is the condition that triggers the alarm.

If applicable, enter a time range over which this alarm is active.

If desired, select users to be notified via e-mail or pager when this alarm occurs. Be

careful with paging. In many instances, especially with Siemens 9006 alarms, the alarms

are generated after early morning polling (midnight to 5 a.m.). So specify paging only if

users can accept early morning pages. If you choose to be notified by pager, a pager code
will be sent to the pager to identify the alarm. See the below alarm types for specific pager

codes.
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Note that you can define multiple alarms from the same type, each with different threshold

conditions.

This screen lets you define multiple alarms, one after the other, and all are saved with the
final OK button or canceled with the final Cancel button.

These are the different Alarm Types:

All Trunks Busy - triggered if all the trunks in the group are busy for X
number of minutes (seconds or hours). The pager code is 33.

Could Not Store Data — triggered if Traffic Analyst cannot store the data it
polls. The pager code is 99.

Erratic Trunk Peg Count — (Siemens 9006 and HiPath 3000 only) triggered
if a trunk's peg count differs by X% from the group mean over a specified
time range. The pager code is 33.

Erratic Trunk Usage — (Siemens 9006 and HiPath 3000 only) triggered if a
trunk's usage differs by X% from the group mean over a specified time
range. The pager code is 33.

Failed to Poll Switch — triggered if Traffic Analyst cannot successfully poll a
switch as scheduled. The pager code is 77.

No Data Collected — triggered if Traffic Analyst cannot successfully find data
for a switch. The pager code is 88.

No Seizures for Trunk — (Siemens 9006 and HiPath 3000 only) triggered
when any one trunk in a group experiences no seizures and another trunk in
the same group has more than two seizures during the same interval. This
alarm is intended to find broken trunks as opposed to idle trunks. The pager
code is 33.

No Seizures for Trunk Group — triggered if an entire trunk group
experiences no trunk seizures during an interval within a specified time
range. The pager code is 33.

OnTraQ Server Not Responding — (Siemens HiPath 4000 only, OnTraQ
module only) Traffic Analyst is unable to send updates to a defined OnTraQ
server during end of day processing. The alarm message will have the Traffic
Analyst server name in it. Typically this alarm indicates that the OnTraQ
server named isn’t running or that there are network problems. The pager
code is 55.

Outbound Off Hour Usage - triggered if outbound off hour usage reaches X
hours (minutes or seconds) over a specified time range. The pager code is
33.

Over Utilized Hour - triggered if an interval rises above X% of its utilization.
The utilization is calculated by the usage per interval divided by the capacity.
If collection is daily, interval will be hourly. The pager code is 33.
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e Over Utilized Peak Hour — triggered if the busy hour ordinal 1 for the day
reaches X% of its utilization. The utilization is calculated by the peak usage
divided by the capacity. The pager code is 33.

e Seizure Too Long - (Siemens 9006 and HiPath 3000 only) triggered if any
trunk in the trunk group experiences a seizure equal to X hours (seconds or
minutes). The pager code is 33.

e Too Many Trunks — triggered if the interval falls below X% of its utilization.
The utilization is calculated by the usage divided by the capacity during a
specified time range. If collection is daily, interval will be hourly. The pager
code is 33.

e Trunks Not In-Service — (Siemens 9006 and Avaya only) triggered if data
from the switch shows a trunk is defined but not activated. The pager code is
33.

¢ Unassigned Trunk — (Siemens HiPath 3000 only) triggered if a call is shown
on a particular trunk that wasn't defined in the Groups tab of that switch in
Traffic Analyst. Since the trunk wasn't defined the call will show in an
Unassigned Trunk. The pager code is 33.

e Under Utilized Peak Hour — triggered if the busy hour ordinal 1 for the day
falls below X% of its utilization. The utilization is calculated by the usage
divided by the capacity. The pager code is 33.

3.4.4.2 Enable Alarm

In addition to creating alarms, many must be enabled for specific trunk groups.

The Enable Alarm screen is accessed from the Alarms option. You activate alarms by
turning them on for selected switches, trunk groups and/or pools.

Start by selecting the name of an alarm. Then use the list boxes to assign the alarm to
switches, trunk groups or pools. The alarm is enabled for those groups you move to the
right list box.

JUNE 2011

IMPACT TECHNOLOGIES, INC 100
CONFIDENTIAL AND PROPRIETARY



TRAFFIC ANALYST ADMINISTRATIVE GUIDE

Enable Alarm
Dizplay Mame: |{HE=RAS
Show Only: <AL SWITCHES> =] _ Cercal |

Help
Available Groups/Switches Groups/Switches %With Alarm Enabled 4'
Switch Group Apply On Weekends
Chicago 9006 COBW
Chicago 9008 oo ]
St. Lowiz 9006 ILL VELLO'W PAGES Chicago 9006 ILL YELLDW PAGE [
St. Lowiz 9006 ITC1 Chicagao 9008 ITC1 X
St. Lowiz 9008 MCI FRI BATE 55 | Chicago 9008 MC! FRI RATE X
5t. Louiz 3006 MCI Trunks Chicago 3006 FAGE X
St. Lowiz 9008 FAGE Chicagao 9006 TRk GRP 30 £
St. Lowiz 9006 TRE.GRP 30 e |
1 (e a | »

Use the Show Only field to filter the switches that are displayed in the list boxes. This
makes it easier to enable alarms that are targeted for a specific switch.

You can enable multiple alarms, one right after the other, and then save all of your
changes by clicking OK (or cancel them all by clicking Cancel).

3.4.4.3 Alarms Tab on Main Window

The Alarms tab on the main window shows any alarms that have been generated.

St Louiz ITC1 ATB»=B0z achual B7.0 second(z] »= B0 second(z) threshold at 07:30 prm. j

St Louis ITC1 ATB»=B0z actual 114.0 zecond(s] »= B0 zecond(z) threshald at 07:45 pm.

St Louis ITC1 ATB»=R0s actual 240.0 second(z] »>= B0 zecond(z) threshold at 02:45 pm.

St Louiz ITC1 ATB»=B0z achual 81.0 second(z) »= B0 second(z) threshald at 01:15 pm.

St Louis ITC1 ATB»=B0z actual ¥5.0 zecond(z) »= B0 second(z] threshold at 07:15 pm.

St Louis ITC1 ATB»=R0s actual 431.0 second(z] »>= B0 zecond(sz) threshold at 01:30 pm.

St Louiz ITC1 ATB»=B0z achual 340.0 zecond(z] »= B0 second(z) threshold at 07:45 pm.

St Louis COBW ATB>=B0s achual 135.0 second(s] »= B0 second(s) threshald at 10:45 am.

St Louis COBW ATB»=R0s actual 196.0 second(z] »= B0 zecond(sz) threshold at 11:00 am.

St Louig COBW ATB»=B0g actual 107.0 gecond(z] »= B0 gecond(z) threshold at 17:45 am,

St Louis ITC1 ATB>=B0s achual 253.0 second(s] »= B0 second(s) threshald at 09:30 am.

St Louis ITC1 ATB»=B0s actual 123.0 second(z) »= B0 zecond(s) threshold at 09:45 am.

St Louig COBW Mo geizures for tunk group at 09:00 am,

St Louis COBW Mo seizures for tunk group at 09:15 am.

St Louis COBW Mo seizures for tunk, group— at 09:45 am.

St. Louig COBW Mo geizures for tunk group at 10:00 amn.

St Louis COBW Mo seizures for tunk group at 10:15 am.

St Louis COBW Mo seizures for tunk, group— at 10:30 am.

St Louis COBw Mo seizures for tunk group— at 10:45 am.

S|y [y hley sy irme. o broel opmin 2k Q1R s

4 [+ [ Status Log' Pending Schedule’, Slarms {Switches T: | | LlJ
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You can sort the list by clicking on the various column headings and then sort in either
ascending or descending order based on the column information. To return to the original
display, sort on Date/Time in descending order.

If you double click on any alarm, the alarms screen pops-up to allow you to edit the alarm
definition or the list of switches that the alarm is enabled for.

3.4.5 Special Days

Special Days are holidays or other days that are excluded as Primary Days. Primary Days
are used to select what days are included in study data for busy hour and average busy
hour calculations and for any CCITT busy hour calculations. The data for non Primary
Days (or Special Days) will still be collected and available in daily, weekly and monthly
reports.

When you select the Special Days option this window appears:

Special Days EE

Check the switches to copy spstern special days to.

[ Chicago 9006 Special Days
[ JAtlanta 9005

[ Iilwakes b1

CDallas M1 Uk
[15t. Lowiz 9008

[ 1Denver 511 Apply

[ Tuscon 3006
Cancel

Help

il

The Special Days you specify through the button on the right are copied to any switches
that are checked in this list. This provides a quick way of setting up one Special Day
calendar, and having it apply to all switches.

You can then further customize individual switch holidays via the Properties-Definition tab.
When you click the Special Days button from the screen above, or when you select the

button via the Properties-Definition tab, the following calendar appears so you can define
Special Days:
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Edit Special Days
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3.4.6 Data Calendar

This calendar on the File menu displays the types of data stored in the Traffic Analyst

database.

Data Calendar - 5t. Louis
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Select a year, and select the group or all groups to view. Use the buttons to display any of
the following data types. If data is available, it is indicated as follows:

o daily totals are indicated by the change in text color

o weekly totals are indicated by the change in background color

¢ monthly totals are indicated by the highlighting of the month's name

e interval data is indicated by a raised rather than a recessed cell and a red border

o study data is indicated by a boldface date number

o (If licensed for CDR) CDR data is indicated by a strikethrough

3.4.7 Poll Failures

— Rety Schedule

Time: |13 :II Date: |E|9f14;c|5 @l

— Options
[ Stare Orly Check for mizsing days during the last |4 days  Retrieve Missing Dates |

Retry | Siitch Mame £ | Missing Daktes | Lask Failure Time | Last Reason For Failure |
4| 3000 09/10/05-09/ 1305 Uniknigwin

X 3000 [Siemens] [Sie 09)10/05-09/13/05 Unknown

X 9006 09/10/05-09/ 1305 Unknown

X Sk, Louis 09/10/05-09/13/05 Unknown

X utah 09/10/05-09/13/05 Unknown

] I Cancel | Help |

This option provides a quick way to view and reschedule polls that have failed. The first
part of the screen, the Retry Schedule, sets a date and time to retry any failed polls that
are selected.

The Options section allows you to only Store data versus Poll and Store the missing data.
Storing parses and stores the data into the Traffic Analyst database. Also, you may enter
how many calendar days back you want to check for days that are missing data. After
entering the amount of days, then click Retrieve Missing Dates to see the missing days in
the grid.

The grid shows the failed polls. This information includes the switch, the failure days, the
last failure, and the last reason for failure. In this screen, only a brief summary of the
failure is shown. In many cases, a brief summary cannot be detected, so the reason will be
"unknown." Use the Status Log with its Detailed Message Information and Communication
Audit File for more information on failures.
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If more than one day failed to poll for a switch, you will only see the reason for the last
failure.

If you do not want the polls rescheduled, then make sure the checkbox for retry is
disabled. Once you click OK, those that are enabled will be scheduled for polling. Click
cancel to exit the screen without rescheduling any polls.

3.5 Right Mouse Menu

If you right-click on a switch, a menu will appear. Most of these are also represented on
the File menu, but some are unique. These are described below.

3.5.1 Delete

Delete is used to delete a switch and all of its data and settings from the Traffic Analyst
database.

Obviously, use great care with this option. Highlight the switch you want to delete, drop
down the right mouse click menu, and then select delete. You must confirm the action
before the switch is deleted.

3.5.2 Deactivate/Activate

This is used when you want to stop scheduled activities from occurring for a specific
switch, but not for all switches. For example, if maintenance activities were being
performed on a switch and you should not poll for a night, the deactivate option could be
used to suspend the polling.

When first selected, the option deactivates any pending schedule activities for a switch. In
other words, it cancels any scheduled activities for a switch until you reactivate them. The
option then acts as a toggle. The next time it is selected for the switch, it will reactivate the
normally scheduled activities.

If a switch is deactivated, its icon in the tree view becomes white.

3.5.3 Expire Switch

This option allows you to remove a deactivated switch from the report choice list. To do so,
simply right-click on the switch in the tree control that you wish to remove and select Expire Switch.
A dialogue box appears, prompting you to confirm this switch’s removal from the report choice list.
Click Yes to accept. A red X appears over the switch’s icon in the tree control.

It is possible to revive the switch if it becomes active again or if it was removed from the report
choice list by mistake. Right-click the switch in the tree control and select Expire Switch. A dialogue
box appears, prompting you to confirm this switch’s revival. Click Yes to accept. The red X
disappears from the switch’s icon in the tree control.
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3.5.4 Poll On Demand

This option, discussed earlier, is also available from a button on the Properties Polling Tab
for a switch.

Use this option to poll the switch on demand, outside of the normal polling schedule. The
most common use of this option is to get the data for a date when the scheduled poll
failed. It can also be used when first defining a switch to poll all data currently available.

Select the start and end date for the range of data you want to collect. If polling just one

date, you do not need an end date.

3.5.5 Edit/Create Studies

This option displays individual studies as they exist for switches that are polled
periodically. This option is not applicable to switches that are polled in continuous mode,
since they have one continuous, rolling study.

} Studies - Chicago 9006

Mame Description End Add |

7/00-04,/06/00 Mext Study

12/06/3312/16/93  December Study 12/068/33 12/15/99
10/04/3310/27/93  October Study 10/04/33 1042739

Delete |

Cloze |
Help |

A study is defined by its name and polling period. It is the range of dates over which hourly
data was polled, stored and analyzed for engineering interval results.

Periodic studies are automatically created and scheduled based on the information in the
switch's Properties-Polling tab. In this screen, you see any such studies that have occurred
for this switch and the next pending study.

You can edit these studies, including their start and end dates, but the dates are subject to
rules:

A start date cannot be changed if the date has already occurred. (Note: If the start date
is changed, then the next automatically scheduled study will be calculated from the new
start date, plus whatever frequency is defined for the switch.)

JUNE 2011

IMPACT TECHNOLOGIES, INC 106
CONFIDENTIAL AND PROPRIETARY



TRAFFIC ANALYST ADMINISTRATIVE GUIDE

An end date cannot be changed to a date earlier than one that has already been polled
and stored. But, you can shorten a study length, and you can end a study in progress by
changing its end date to the date that was last successfully polled (usually yesterday's
date).

If you are creating a new study, it cannot overlap the date boundaries of any existing or
pending studies, and it cannot butt up against the end date of an existing study.

You can delete studies and their historical data. Any studies that are created through this
screen are not deleted automatically, and must be deleted using the Delete button here.

3.5.6 Cut and Paste

These options work together. When you cut a selected switch, you can then paste that
switch definition to a new folder in the tree.

Note: If you cut but don't paste, it has no effect on the database. The switch appears
"ghosted" in the menu until you select paste, or until you exit and restart the Traffic Analyst
program.

3.5.7 Copy

The Copy Switch option lets you copy one switch's definition into several new switch
definitions. This can be a great time saver if you know the switches are identical or very
similar in their set up.

-Pg Copy Switch 7]

Source Switch:  Impact Siemens 3008

Enter the switch name, switch ID and indicate if poling should be activated for new switches.

Switch Mame [n] Study Start Date | Phore Murmber | Activate Palling?
Copyl 047 02/25/2000 J 47431400 [ es
Copy2 04a 02/25/2000 J N4-7431420 ] es

049 02/25/2000 J ] ves

i) I Cancel Help

To create the new switches click in the first column of the grid and start typing a name for
the switch. If you wish to specify an ID other than the one suggested, tab to that column
and enter a three character ID. Uncheck Yes in the last column if you want polling inactive
for this switch.
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You will notice as you begin typing a switch name in the last row a new row will always be
added to the grid. This will allow you to create more switches that are patterned after the
switch you selected for copying. If you wish to delete a row in the grid you can press the
delete key after selecting a cell in the row or you can blank the switch name.

The study start date is copied from the source switch. You should change it to the date on
which you want studies to begin for the new switch, and be careful to select a date with the
proper day of week on which you want to begin studying.

If you do not change the study start date, then Traffic Analyst is forced to use the settings
from the copied switch for study start date and day of week. The first poll may then start
after the study start date, since that copied date may have been in the past or may not
match the day of week setting.

You can enter the phone number for the new switch's modem. And check Yes in the last
column only if you want polling to be active for this switch.

If you need to change anything else in the new switch definition, select the switch and go
to the switch properties window.

3.5.8 Rename

The Rename option lets you rename the selected switch. It works like Windows explorer.
When the option is selected, the switch name becomes highlighted and you can type in a
new one. Press the Esc key to leave the name unchanged.

3.5.9 Refresh All (F5)

This option or pressing the F5 key will force an update/refresh to occur on the main
window and its tabs on the right side of the screen.

3.6 View Menu

The View Menu controls the appearance of Traffic Analyst and provides some filtering
options for the various tabs on the main window.

Yiew Tools Reporks  Sys
[w  Filker By Switch

Show Traffic Ikems

Status Log Filker

glarms Filker

|7 Toalbar
|7 Skatus Bar

Refresh Settings
& pefresh al FS
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Filter By Switch and Show Traffic ltems are check boxes that are either on or off. The
Filter By Switch check box, when enabled, causes the items listed in the report schedule,
pending schedule, status log, and alarms tab to be filtered so that only those belonging to
the selected switch appear.

The Show Traffic Items check box, if enabled, means that general Traffic Analyst
messages will appear in the Status Log.

The other check box menu items - Toolbar and Status Bar - indicate whether or not you
want those items to appear on the Traffic Analyst main window.

3.6.1 Status Log Filter

The Status Log Filter option leads to a screen where you can filter status messages based
on the type of activity that generated the message, the status of the activity, the severity of
the message, and dates.

Filter Options - Status Log |
[ all sctiviey Walues [ &l Status Values
Activity: — sas [T
[ln Progress
[|Meszage
[|Pending
[|Success
[ Terminated
_I [ arning
Severity: |<.-“-‘-.LL> | Computer |<-'*'-|-|-> =
— Digplay D ates
Al Dates
™ Today Only
o+ Last |3 Draps
" Fange I to I @

ok | concel | Showal | Hep |

3.6.2 Alarms Filter

The Alarms Filter option is similar, leading to a screen where you can filter the alarms on
screen by type, severity, date or date range.

Any changes you make are saved. To disable all filters and show all alarms on screen,
click the Show All button.
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Filter Optionz - Alarms EE3

[ 2l &lam Types
Alarm Types:

[|Eratic Trunk. Peg Count
[|Eratic Trunk zage

[|Failed ta Poll Switch

Mo zeizures for trunk,

[ Mo zeizures for tunk group
[]5eizure Too Long =

Severity: |<f1'-.LL> j

— Dizplay D ates
& Al Dates

" Today Only

" Last I Days

" Range I h:ul

ok |  cancel | Showal | Hep |

3.6.3 Refresh Settings

The Refresh Settings option controls how frequently the main window screens are updated
with new information.

Hefrezh Settings [ 2] |
— Refrezh Option
| k. I
" Manual Befresh Camzel |
= Refresh event |5 secands
Help |

The default setting will refresh the main window screens every 5 seconds. You can adjust
this automatic refresh to any value between 1 and 3600 seconds.

If the refresh action is slowing your computer or you do not want it performed
automatically, set the refresh settings to manual refresh. Then, the window will not
refresh unless you select the Refresh All option from the View Menu or the right mouse
click menu (or press the F5 key).

3.6.4 Refresh All

Refresh All is the same option as on the right mouse menu. It refreshes all data in the
main window screens.
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3.7 Multiple Switch Operations

The only option we have not discussed is the Switches tab on the main window. This
screen exists so that you can perform multiple switch operations.

}+ Traffic Analyst - Traffic -3l =]
File Edit ew Tools Reports Svstem Help
CEERFLTENET JET™WA=1=1-181
afic: Name Switch Series Polling Mode
-~ 3000 3000 Siernens Hicom 3000-150  Continuous
-3 4000 - - - n
= o008 = Active 4000 Siemens HiP'ath 4000 Conkinuous
{2 Impact 3000 = Active Imnpact 3000 Siemens Hicom 3000-150  Conkinuous
{3 Meridian = Active 9006 Siemens 2006 Continuous
= Active  Meridian Mortel Periodic
4 | » Echedule) Status LogXPending Schedule}\Alarms\ASwhches | 4 | | b|
Ready UM v

For example, if you want to change the Special Days for all switches, you could select
them all on this tab, bring up the File menu Special Days option and make the change. It
would apply to all selected switches.

Not all menu options are available when multiple switches are selected. You can change
certain switch Properties and request Reports.

3.8 Traffic Analyst Reports via a Browser

Traffic Analyst reports allow any user with the Internet Explorer web browser and web-
based access to the Traffic Analyst server to create reports. Typically, this means users on
the corporate network will be able to use Traffic Analyst reports.

The reports come with predefined default reports, but you can also create and save your
own unique reports.

You can display, print, e-mail, and export reports to csv formats (Microsoft Excel uses csv,
for example).

Note that these reports are only available for the web-enabled version of Traffic Analyst.

For more information, see The Traffic Analyst User Guide on the following pages.
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4 Using Traffic Analyst

Traffic Analyst reports allow any user with Internet Explorer and access to the Traffic
Analyst server to create reports.

You can display, print, e-mail reports, and export reports to Microsoft Excel format. Note
that you need to have e-mail enabled within Traffic Analyst to e-mail. For more on enabling
e-mail, see The Traffic Analyst Administrative Guide.

4.1 Access to Reports

The URL to access Traffic Analyst’s reports via your web browser is
http://(IP address of server)/trafficweb

For example, if the IP address of your Traffic Analyst server is 100.1.2.3, the URL you
would use in your browser would be as follows:

http://100.1.2.3/trafficweb
You can also try appending :8080 after the IP address.

Once you bring up the interface for the Traffic Analyst reports, you need to log in. Use the
default username and password (traffic / impact) and then create user logins by going to
the Admin-> Users option in the interface.

Note: The Export button (available on many reports) can cause some versions of Excel to
fail. This can occur when you select the Open option on the download dialog. This is a
known bug in Windows/Excel. The workaround is to Save rather than Open from the
download dialog. Once saved, you can open the saved file in Excel.

4.2 Traffic Analyst Users

There are two types of Traffic Analyst users:

e Standard
e Administrative

Standard users can view and edit reports and create report templates for their own use.
Standard users can also change their passwords.

Administrative users have the following abilities:

e create and edit user information, both for themselves and for other users
e create report templates to share with other users

e create trunk group pools

e upload an organization file

These various options are discussed in the Admin section later in this document.
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5 Network

Traffic Analyst Network reports give you historical data, trends, and what-if analysis. There
are three kinds of Network reports:

e Performance

o Usage Profile

e Capacity Analysis

Traffic Analyst also models call routing pools. Caller experience is based on all available
trunks as defined by your call routing schemes. True grade of service can only be
determined by an examination of their pooled results.

5.1 Creating Network Reports

There are a variety of Network reports available, but most have report elements similar to
the following Trunk Group Performance Detail report.

Select Dates for the report.

Pick All Available, the last day, week,
month, etc., or a date range.

The Calendar icons are a quick way to
select a date range.

Select Detail by the time
duration displayed in the report
(results for hours, for days,
etc.).

You also choose All or Primary
for Days and Hours.

Switch: \ Dates

\Detail

The Options section lets you save a
template for the current report type or
all report types. MUST SET TO THIS
REPORT

Administrators also have the flexibility
to make the template available to
everyone or just themselves.

v

Formatting Options
Impact Hicom AU O Al Available CIHourly Duration Units:  Use Template For:
lowa Comm G} Last |2 Months W Draily Hours W @ThIS I’EpDﬂ
lowa Communication Waekly W [¥] Show Criteria
IRVE O Start:| 209 [ . O All reparts
Johnzon City Internet [#] Tatal Period Available To:
. Kansas City FS0 End: |as0im09 . '
Select a Switch King of Frussia PA Days. o
and Trunk Lake Mary Primany b
Group(s) and Lake Wary FL b/ (® Eweryone
Pools (only for Trunk Groups: Hours:
trunk group T T— Frimary w
reports). 02 - DAKS TT
103 - DAKS ICTC
For Gateway 20-DAKS CLASSIC
reports’ you can a0:XPRESSIONS
ITI PRI #1
select IPDAs. 1 PR
| Display | | Export | Save As |anst Recently Used
Display the report, or Export it to Excel format. Select Formatting. Choose how you
Once displayed, you can print or e-mail the want to display data (CCS, seconds,
report. minutes, or hours, etc.).
To recreate this report with ease, use Save As to Show Criteria displays the report
create a template for reuse. elements used to create the report.
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5.2 Performance Reports

There are three kinds of reports grouped under Performance Reports:

e Trunk Groups, which report on call traffic on trunk groups and trunk group pools
e Gateways, which report on IPDAs and HiPath 3000 Gateways

e System, which reports on the frequency each switch feature was used and on
administrative load.

5.2.1 Trunk Groups

There are several Trunk Group reports available, including Performance Detail and
Summary reports, and an Activity reports.

Summary reports can be a good starting point for investigating call traffic, and then any
anomalies found can be zeroed in on by using Detail reports. These reports are described
individually on the following pages.

5.2.1.1 Performance Detail

The Performance Detail report provides the following:

o call volume statistics by...
o completed (in, out, total)
o blocked (# and %)
o attempts
e average call length metrics
o total usage
e maximum configured number of trunks
e service level information
o % utilization
o all trunks busy

Note: Reports may differ based on switch type. Nortel switches, for example, measure All
Trunks Busy by number of occurrences (occ) rather than seconds (secs). For hourly data,
the ATB column for Nortel platforms reflects the number of occurrences of ATB reported
by the switch. For intervals greater than an hour, it will sum up the individual intervals.

In addition, Nortel switches provide usage in CCS units. When the usage is less than 100
seconds (CCS) then it returns a value rounded down (e.g. zero), so you may have reports
that show calls but no usage for an interval. Also, it is possible to have usage and no calls
visible in a report, when a call is started in the previous interval and has run over into the
current interval.
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5.2.1.2 Performance Summary

The Performance Summary report provides one summarized row of data for each trunk
group or route pool including:
e calls completed
e average call length
e usage
e trunk circuits
o max used
o configured

o % utilized
e atpeak
e overall

o the time all trunks (circuits) were busy
o required
o shortage/surplus

IP Bandwidth Required

peak period — date & time

This report provides a quick overview of the utilization of each trunk group or route pool
along with the date/time that the peak occurred so you can easily use other reports to drill
down into the details of the usage.

5.2.1.3 Activity

This report provides the following:

e incoming trunk group usage (offered, blocked and carried statistics)
e outgoing trunk group usage (offered, blocked and carried statistics)

e total trunk group usage (offered, blocked and carried statistics)

5.2.2 Gateways

Gateway reports focus on IPDAs and channel capacity, looking at calls, usage, TDM to IP
and IP to TDM, and more, including virtual channels. These reports are described
individually on the following pages.

5.2.2.1 Siemens HiPath 4000

There is one Network Gateway report available for the HiPath 4000, an Activity Summary
report. This report is described below:

Activity Summary
This report can include a single gateway, multiple gateways associated with a single
switch or all gateways associated with multiple switches.
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This report provides the following:

o calls

e usage

e average call/seizure length

e maximum channels seized for the IP channels.

For IP channels, voice connections use one (1) IP channel.
A DMC call will use one channel and a fraction of another channel.

A TDM call will use only a single channel.

5.2.2.2 Siemens HiPath 3000

There are several Network Gateway reports available for the HiPath 3000. You can view
reports for Gateway Activity Summaries, TDM Activity, and IP Activity. These reports are
described below:

Activity Summary
This report provides reporting on channels and virtual channels, including the following:
e TDMtolP
e IPtoTDM
e total calls
o total usage

e average call length

Virtual channel reporting includes the following:

e |Pinto node

e [P outof node
o total calls

o total usage

e average call length

TDM Activity

This report provides information about the following:
e channels
o calls
e usage

e average call/seizure length
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IP Activity

This report provides additional detail not available in the Gateway Activity Summary report.
It breaks out the usage and average call length for each call type carried over IP resources
— IP into node and IP out of node.

5.2.3 System

Depending on the type of switch you have (Nortel versus Siemens, for example), the
standard system reports are available via Traffic Analyst reports. These reports look at
feature utilization and processor load.

5.2.3.1 Siemens HiPath 4000

There are two System reports available for the HiPath 4000: a Processor Load report and
a Feature Utilization report. These reports are described below:

e Processor Load - displays switch processor load and the administration
processor load.

o Feature Utilization - highlights the frequency each feature was used — broken
out by days (primary, other, all) and then by hours (primary, other, all).

o Internal Seizures - This counter logs the number of times internal
system users lift the handset of their telephones either to make
internal/external calls or to activate features. Feature activation or
interrogation via the Memory key is also included. All user telephones
including attendant consoles are scanned regardless of whether the
seizure was made off hook, hands-free, or via a feature key.

o Call Processing Events - This counter registers every software event in
the central processor related to the processing (setup, release, transfer
etc.) of calls in the system. An internal call between 2 analog telephones
requires typically 9 events to be processed, a call between digital
telephones typically 12 events; an external call from a digital telephone
18 events. The very large number of events processed for example in a
large system in the course of a day can lead to overflow of this counter,
(currently = 24 bit register) which will result in seemingly implausible
values (e.g. Dunton values attached).

o Call Processing Buffers Allocated - Call processing buffers are pooled
memory elements which are dynamically allocated each time call setup
is attempted. This count gives an approximate BHCA value assuming
ZAUSL has been run for an hour only.

o External Seizures Incoming - This counter records the total number of
calls signaled to the system node from an external source i.e. exchange
calls, tie calls, transit seizures. A combination of this and number of
internal seizures gives an accurate BHCA value for the system
concerned.

o External Seizures Outgoing - This counter records the total number of
calls leaving the system to an external destination (exchange, other node
etc.).

o Calls Answ. At Atnd Queue A/ S1 Til $12 - This counter registers all
calls appearing on the trunk answer key i.e. 'T' category on the attendant
screen.
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Calls Answered At Atnd Queue M - This counter registers all calls
appearing on the operator key (i.e. 'O' category) on the attendant screen.

Seizures with Trunk Group Key - These are outgoing seizures dialed
via the trunk group keys marked.

Individual Speed Dialing - This counter records how many times
Individual Speed Dialing is used.

Destination Keys - This counter records how many times Destination
Keys are used.

Repertory Keys - This counter records how many times Repertory Keys
are used.

DSS Keys - This counter records how many times DSS Keys are used.

Call Forwarding - This counter records how many times Call Forwarding
is activated.

Call Waiting/Override - This counter records how many times Call
Waiting/Override is executed.

Class of Service Changeover - This counter records how many times
Class of Service Changeover is executed.

Do-Not-Disturb - This counter records how many times Do Not Disturb
is activated.

Add-On Conference - This counter records how many times an Add-On
Conference is established.

Saved Number Redial - This counter records how many times Saved
Number Redial is used.

Callback/Trunk Queuing - This counter records how many times
Callback/Trunk Queuing is activated.

Mixed-Mode Communication - This counter records how many times
Mixed-Mode Communication is executed.

NCT Invocation: Attempts That Are Successful - This counter logs the
number of successful NCT (network call transfer) invocation attempts.

NCT Invocation: Attempts That Fail - This counter logs the number of
failed NCT invocation attempts.

Rerouting Events - This counter logs the number of attempts to search
for a possible route in case of network congestion.

Number of Transit Calls - This counter logs the number of (successful
and unsuccessful) transit call attempts.

Completed Calls - This counter logs the number of attempts to save two
party connections.

ACL Output (Monitoring) Messages - This counter logs the number of
messages that CP sends to ACL.

ACL Input (Commands) Messages - This counter logs the number of
messages that ACL sends to CP.

(1.5) Seconds In Dynamic Overload - This counter logs the total
number of (1.5) Second intervals that the system is in Dynamic Overload
condition.

JUNE 2011

IMPACT TECHNOLOGIES, INC 119
CONFIDENTIAL AND PROPRIETARY



TRAFFIC ANALYST USERS GUIDE

Transitions to Dynamic Overload - This counter logs the number of
times the system goes from normal operation into a Dynamic Overload
condition.

Calls Rejected Due to Dynamic Overload - This counter registers
every call attempt which is rejected because the system is in Dynamic
Overload.

All AM Adapt Events - This counter logs the number of all events, which
are released at AM-Adapt.

Neg. Ack. Events of AM Adapt Due to Timeout - This counter logs the
number of negativ acknowledge events of AM-Adapt, which are released
by timeout.

Neg. Ack. Evts. of AM Adapt Due to Evt. - This counter logs the
number of negativ acknowledge events of AM-Adapt, which are released
by max. number of events.

Segments Transferred By Am Update - This counter logs the number
of transferred segments by AM update.

1.5 Sec Spot Check Count. For Incons. Partner DB - This counter logs
every 1.5 sec spot checks for an inconsistent partner database.

1.5 Sec Spot Check Count. For Cons. Partner DB - This counter logs
every 1.5 sec spot checks for a consistent partner database.

Update Cycles Started By AM Update - This counter logs every
updates, started by AM update cycles.

Messages From HSR to HHS - This counter logs the number of
messages, sending from HSR to HHS.

Messages From AP to HHS - This counter logs the number of
messages, sending from any AP shelf (Access point) to HSR.

Blockades While Sending From HSR to HHS - This counter logs the
number of blockades, while sending from HSR to HHS.

Messages From HHS to HSR - This counter logs the number of
messages, sending from HHS to HSR.

Messages From HSR to AP - This counter logs the number of
messages, sending from HSR to any AP shelf (Access point).

Blockades While Sending From HSR to AP - This counter logs the
number of blockades, while sending from HSR to an AP shelf (Access
point).

Network Conn. Attempts In HHS - This counter logs the number of B
channel connection attempts (incoming or outgoing) between HHS and
IP network.

Network Conn. Blocked In HHS (No B Chl) - This counter logs the
number of B channel connection blocked (incoming or outgoing) between
HHS and IP network, because no more B channel or no DSP license is
available.

Network Conn. Attempts In Any AP - This counter logs the number of
B channel connection attempts (incoming or outgoing) between any AP
shelf (Access point) and IP network via NCUI.
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Netw. Conn. Blocked In Any AP (No B Chl) - This counter logs the
number of B channel connection blocked (incoming or outgoing) between
any AP shelf (Access Point) and IP network via NCUI, because no more
B channel or no DSP license is available.

Seiz. Attempts of Code Sender In HHS - This counter logs the number
of seizure attempts of a code sender in HHS.

Seiz. Rejected of Code Sender In HHS - This counter logs the number
of blocking with the seizure of a code sender in HHS, since no more
code sender was available.

Seiz. Attempts of Code Sender In Any AP - This counter logs the
number of seizure attempts of a code sender in any AP shelf (Access
Point).

Seiz. Rejected of Code Sender In Any AP - This counter logs the
number of blockings with the seizure of a code sender in any AP shelf
(Access Point), since no more code sender was available.

Seiz. Attempts of Code Receiver In HHS - This counter logs the
number of seizure attempts of a code receiver in the HHS.

Seiz. Rejected of Code Receiver In HHS - This counter logs the
number of blockings with the seizure of a code receiver in the HHS,
since no more code receiver was available.

Seiz. Attempts of Code Receiv. In Any AP - This counter logs the
number of seizure attempts of a code receiver in any AP shelf (Access
Point).

Seiz. Rejected of Code Receiv. In Any AP - This counter logs the
number of blockings with the seizure of a code receiver in any AP shelf
(Access Point), since no more code receiver was available.

Immediate Cnam Deliveries (In Setup Msg) - This counter logs the
number of setup messages where the Call Name is delivered
immediately.

Delayed Cnam Deliveries (In Facility Msg) - This counter logs the
number of facility messages where the Call Name is delivered delayed.

Failed Call Name Deliveries - This counter logs the number of setup
messages where the Call Name is expected but never delivered.

All Success. DMC Attempts (Act. Or Pas) - This counter logs the
number of messages where the DMC setup is confirmed by an active or
passive DMC endpoint.

All Unsucces. DMC Attempts (Act. Or Pas) - This counter logs the
number of messages where the DMC setup is rejected by an active or
passive DMC endpoint.

Successful DMC Attempts, Both Prox. Intr - This counter logs the
number of messages where the DMC setup is confirmed by the active
DMC endpoint. The passive DMC endpoint is in the same switch and
therefore counted twice at NO059 [All Success. DMC Attempts (Act. Or
Pas)].
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o Unsuccessful DMC, Both Proxies Internal - This counter logs the
number of messages where the DMC setup is rejected by the active
DMC endpoint. The passive DMC endpoint is in the same switch and
therefore counted twice at NOO60 [All Unsucces. DMC Attempts (Act. Or
Pas)].

o Call Transfer - This counter records how many times Call Transfer is
used.

o Attendant Recall - This counter records how many times Attendant
Recall is activated.

o Pickup - This counter records how many times Pickup is used.

o Internal Call Forward - This counter records how many times Internal
Call Forward is activated.

o Attendant Remote Call Forward - This counter records how many
times Attendant Remote Call Forward is activated.

5.2.3.2 Nortel Meridian

The following Nortel Meridian System reports are available for those switch types:

Feature Utilization - highlights the frequency each feature was used — broken
out by days (primary, other, all) and then by hours (primary, other, all).

Processor Load - displays switch processor load and the administration
processor load.

Network Terminal Loops - measures Intra-loop and Total Loop usage —
information is listed by number of calls, usage in hh:mm:ss and blocked calls.

Service Loop Traffic - measures Service Loop Traffic for the following: CONF,
DTR, TDS, MFS and Tone Dectors. Each type of service has its own report line,
including number of calls, usage, Blocked and % blocked.

Junctor Traffic - displays measurements associated with the paths that connect
various network groups, involving an intergroup junctor. Measurements indicate
the Failure to Match (FTM) for each junctor, the junctor usage and the calls
counts.

Selected Terminals - shows accumulated traffic for loop numbers. It displays
usage, as well as Average Call Length.

Dial Tone Delay - reports the number of Calls Delayed Over 3 Seconds and
Over 10 Seconds, as well as the Total Delay Time of All Calls Delayed More
Than 1 Second.

IP Phone Zone Traffic - displays IP phone data at the zone level. Data is
collected and displayed on an intrazone and interzone basis. Includes data for 16
different usage and warning fields.

DSP Peg Count - displays the number of times calls were blocked on an IP
Media Gateway (IPMG) due to insufficient Digital Signal Processor (DSP)
resources or lack of bandwidth.
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5.3 Usage Profiles

Usage Profiles are helpful in understanding traffic patterns and identifying anomalies in
those patterns, which may indicate equipment not performing as expected or the
fraudulent or inappropriate use of the company’s network.

This report displays work volume (usage) for the following:

e incoming calls
e outgoing calls
e both incoming and outgoing calls

The Value drop-down box lets you select either a Usage or Capacity Required report.
These reports are described below:

53.1 Usage

This report graphs the work volume (usage) for incoming calls, outgoing calls or both.

5.3.2 Capacity Required
This report graphs the following:

e number of trunk circuits required to achieve the desired service level

e number of trunks currently in service

5.4 Capacity Analysis

Capacity Analysis reports let you look at current data and make projections. You can see
things such as grade of service based on changes you make in call volumes and call
lengths. These reports are helpful for planning for changes in your call traffic when your
business conditions are expected to change. They also let you see how shortages and
surpluses in your current trunking configurations.

You can view Capacity Analysis reports for trunk groups and gateways.

5.4.1 Trunk Groups

You can view Capacity Analysis data for trunk groups, including Detail and Summary data.
These two report types are described below:

5.4.1.1 Detail

This graph shows the grade of service for a trunk group or route pool based on varying
levels of network capacity. The right end is anchored where no calls are blocked. The left
end is anchored where an average of one (1) call would be blocked per day.

Grade of service is measured in terms of calls that would have been blocked over the
duration of the study period.
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The “What if” columns allows the user to model the report to meet service levels with the
selected compression model. The user can adjust for changes in call volumes and
average length.

The Calls and Average Call Length values are based on the switch and trunk group
selected, for the date range selected. If you change the switch or trunk group, these values
are recalculated immediately and you will see them change as the screen refreshes.

5.4.1.2 Summary
This report provides a single report for all route pools and trunk groups across multiple
switches. It summarizes the following:

e current trunk circuits

e required trunk circuits

e the surplus or shortage of trunk circuits

e |IP bandwidth requirements

The user can test varying grades of service and VolP compression models.

The “What if” column allows the user to model the report to meet how company service
levels are set and what compression model they are using.

Grade of Service will provide the service levels for each option checked. If selectable has
been checked you may take the default value for blocking or select a value from the drop
down menu.

1% blocking is equivalent to P.01 or 1 in 100 calls blocked.

The (n)th Busy Hour will reflect the busy hour to which you will engineer. One (1) equals
the busiest and 10 is the 10" busiest hour.

542 Gateways

The Gateway reports let you see and analyze data for what-if purposes for all the site’s
gateway channels, including displaying shortage and surplus in channels based on desired
grade of service. You can see the expected number of blocked calls for varying levels of
IPDA capacity.

There are reports available for the HiPath 4000 and HiPath 3000.

5.4.2.1 Siemens HiPath 4000

Gateway reports for the HiPath 4000 include Detail and Summary reports. These reports
are described below.

Detail

This graph summarizes the tradeoff of service quality versus cost by showing the number
of blocked calls expected for varying levels of IPDA capacity for an extended period of
time. The right end is anchored where no calls are blocked. The left end is anchored
where an average of one (1) call would be blocked per day.
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The Calls and Average Call Length values are calculated based on the following:

e switch and Gateway selected
e date range selected

If you change the switch or Gateway, these values are recalculated immediately and you
will see them change as the screen refreshes.

Adjusting the number of calls upwards or downwards, or the average call length, will affect
the results you see graphed.

Summary
This report provides a single report for all gateway channels across multiple switches.
Users can see summaries of the following:

e current channels

e required channels

e the surplus or shortage of channels

The user can test varying grades of service and VolP compression models.

The percent DMC calls shows the percentage of IP phones that connect to another Direct
Media Connection IP phone.

Users also see the channels and bandwidth required for zero blocking.

5.4.2.2 Siemens HiPath 3000

Gateway reports for the HiPath 3000 include Detail and Summary reports. These reports
are described below.

Detail

This report shows the grade of service for a single HiPath 3000 gateway based on varying
levels of channel and signaling resource capacities.

e agraph that shows the number of B channels required to meet different service
levels

e agraph that highlights the number of signaling resources required

Grade of service is measured in terms of calls that would have been blocked over the
duration of the study period.

The “what if” columns allow the user to model this report for different scenarios.
Users will select the following criteria when creating this graph:

e select the Load Basis (handled or offered)

e pick the applicable TDM engineering model and VolP compression model
e indicate the percentage of internal calls/conferences that are typical

« note if one B channel is reserved for Music on Hold or not

o adjust the call volumes and average call length by call types
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Summary

This report provides a single report for all gateways across multiple HiPath 3000 switches.
This report summarizes the following:

e current TDM channels and VolP signaling resources
e required TDM channels and VolIP signaling resources

e the surplus or shortage of TDM channels and VolP signaling resources

The “what if” column allows the user to model the report to meet how company service
levels are set and what compression model they are using (each box provides specific
options). Additionally, the user may indicate the percentage of internal calls/conferences
that are typical and note if one B channel is reserved for Music on Hold or not.

For each gateway, the tabular report includes the current TDM channels and VolP
signaling resources plus the TDM channels, VolP resources and IP bandwidth required to
provide zero blocking. The shortage/surplus is also included.
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6 Console

Traffic Analyst Console reports give you the information you need to meet your service
goals. Console reports consist of the following types:

e Performance Reports
e Usage Profile
e Capacity Analysis

Console lets you monitor for personal call abuse and stay on top of requirements.

6.1 Creating Console Reports

There are a variety of Network reports available, but most have report elements similar to
the following Console Utilization report.

Select Dates for the report. Select Detail by the time The Options choices let
Pick All Available, the last day duration displayed in the report only you use this report,
week, month, etc., or a date range. (results for hours, for days, or lets everyone use it.
’ o . etc.).
The Calendar icons are a quick ) , You can also reuse the
way to select a date range. You also choose All or Primary report criteria in all
Days and Hours. reports with All Reports.
sSwitch: Dates Detail Formatting Options
GEP Chi - _—
Headquarters =l O All Available I Interval W Show Criteria e For
Hizom 200 w Cansole o Last |1— Im M Hourly % This renort
Hivom 300E ¥oaw N 0 P
HiF ath 4000 - 5 | ¢ Start |03#D1a‘2009 R Al reports
HiP ath 4000 Console r I'Llll'eekly 'I Available T
H . wallanle [o:
Select a switch Honton A end: [pszsz0s | [B] @ rogm periog -
and consoles. Houstan TX. Days: Vou
[an -] & Everyone
Haours:
All -

| Display | | Export Save AS:I \\

Display the report, or Export it to Excel
format. Once displayed, you can print or e-
mail the report.

Show Criteria displays the
report elements used to create

If the report is useful, use Save As to create
a template for reuse.
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6.2 Performance Reports

Performance Reports gives you valuable measurement of operator availability, and
productivity, including call activity, call lengths, time logged into consoles, and more. The
following Performance Reports are available for Console:

o Activity

e Utilization

e Utilization and Service

e Call Profile

e Call Length

6.2.1 Activity

This report provides a summary of the following:

o call activity
e average call lengths
e time usage

This report details handled calls (external, internal and personal calls) and outgoing calls.
Efficiency and service metrics are provided in the far right columns in terms of %
occupancy and blocked hours.

6.2.2 Utilization

This report provides the following:

o the time spent logged into consoles

e a detailed accounting of how that time was used — console (business), personal
and idle

6.2.3 Utilization and Service

This report provides the following:

o the time available to console groups
e how that time was used

e resultant service levels

6.2.4 Call Profile

The Console Call Profile report provides a comprehensive set of call counts including calls
answered and abandoned from the queue.
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6.2.5 Cadll Length

The Console Call Length profile provides comprehensive look at average call length for
each call type, including redirected calls.

6.3 Usage Profile

This report displays the work volume (usage) for the following:

e incoming calls
e outgoing calls
e both incoming and outgoing calls

Usage Profiles are helpful in understanding traffic patterns and identifying anomalies in
those patterns, which may indicate equipment not performing as expected or the
fraudulent or inappropriate use of the company’s network.

The report provides a visual profile of a console group’s usage, and can be viewed in
hourly, daily, weekly and monthly increments.

6.4 Capacity Analysis

This Capacity Analysis report provides detail on service levels, letting you model different
service and load criteria for what-if analysis. The report is described below.

6.4.1 Detail

This report provides the service level (abandoned calls) based on varying levels of
available consoles, permitting input of various service and load factors to model changing
business conditions. It provides a simple, easy to understand report to communicate to
management what resource requirements (and therefore dollars) are needed to meet
various service levels.

The Y axis represents the estimated number of abandoned calls. The X axis is the
required number of consoles.
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7 Call Detail

Call Detail reports are flexible. You can set up your own template for reports you would like
to see on a recurring basis.

7.1 Reports

Traffic Analyst comes with some template Call Detail reports, but you will want to create
your own reports as well.

Trffic co | | | : =

Switch: Dates Include Detail Formatting Options
2:;57 “ @ All Available Cost (dollars): @ All Occurrences Report Columns Use Template For:
SMIB (Rosewood) @ Last 2 Hows - AW v 000 [[1call Records Available Include @ This report
SNO - :55): A Cod . Switch
SHOF [Dlinclude current period  Call Buration (mm:ss): Blpay ::ﬁ:m = Lgl": Route © All reports
. Any - 0 Weekly v 2 c 5
Soxrhiie/d Wi © Start: 824110 o t Cost o Availadle To
2ol Cooeis Mod 89 Wait Duration (mm:ss): [Tl Tetal Gt G e |
M = - = B epartmen st Seizure Time ®
St, Louis End: siz</10 Ay v 0 Destination Call Type P o
Sysce i ) Tap Occurrences | Gateway Called Gell Duration @ Everyone
Gateway Calling Charged Party
Number of Party Manager | Chaged Extension T
Days: AN - Network Hop Step I Criginating Number
Crganization Criginating Party 1
Include PIN Connected Number
Connected Number Hours: Ssizure Cods Calling Custamer ID
Criginating Number & [Py < Seizure Durstion Called Number
Called Number i Stert Talk Time Cslled Customer ID)
Destination ) Start 0s:00 AM Trunk Group Frime Transfer Number
Taansfer Humber Trunk Group Transit| Clearing Cause
Charged Extension End: 03:15 AM Trunk Number Prime
o Trunk Number Trans ™
[Z] Network Hops
Charged Extensions Son by.
1. Callip « Ascending w [ |Subtotal
Account Codes: 2. Nene = Ascending  ~ [|Subtotal
3, MNene + Ascending  []Subtotal
PIN: 4. None w Ascending [ Subtotal
5, MNene ~ Ascending ~ []Subtotal
Seizure Code: 6. MNone w Ascending [ Subtotal
LCR Route: Duration Units:  Secs ¥
[T show Criteria
Charged Party:
Manager:
Department:

Cost Center.

Organization:

Save As: Most Recently Used

The Chargee field in the switch shows up in Call Detail reports in the Charged Extension
field. The Chargee field lets the user assign rules to it, so different things can display in
that field based on the assigned rules.

In the Call Detail portion of Traffic Analyst, you need to set your call types based on the
Destination field.

7.1.1

Creating a call detail report is a process of selecting the data you wish to see by filtering
out the data you do not need to see. Call Detail collects data on individual calls, and the
calls themselves can be complex, moving from switch to switch and extension to
extension. In other words, there can be a lot of data available. Traffic Analyst gives you
filters to be selective about the data presented in reports.

Call Detail Report Filters and Fields
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Below is a brief description of the fields available to filter the information displayed in Call
Detail reports:

Switch — Select one or more switches.

Number of Party — enter any number or numbers you are looking for in your report. This
filters out any calls that don’t contain the number you enter in this field. You can include
more than one number by using commas to separate numbers.

For example, if you have a complaint that your fax server is calling someone by mistake
you would enter the number that is being dialed in this field. Select all options under
Include to get any occurrence of this number. This filters out any Call Detail records that
do not include the number you entered. Then you can pinpoint the server that is making
the call.

Include — you can determine the level of detail displayed in the report by including any or
all of the following parameters:

e Connected Number — the other end of a call from the charged extension. For
outgoing and internal calls it's the called number (or destination if called number
is empty). For incoming calls, it's the calling number.

e Originating Number — the phone number of the party that placed the call.

e Called Number — the number that was dialed by the originating number. For
incoming and internal calls, this isn’t always the extension that answers the call, it
could be a hunt group pilot number, an ACD number, the call could be forwarded
or picked, etc.

o Destination — the number that got the call. It's an extension number for an
incoming call answered on the same switch (not that extension’s DID number).
For outgoing calls it's usually the same as the called number.

e Transfer number — when a call is transferred, this is the phone number that the
call was transferred to. But see above, it's not necessarily the number of the
device that answers the transferred call.

e Charged Extension — this can be affected by the switch setup. It's the “paying”
party of the call. That’s normally the calling number for an outgoing or internal
call. For an incoming call, it is usually the destination number. There’s an AMO
that let’'s you change the rules for this: DEFPP (Define Paying Party).

Charged Extensions — leave this field blank if you want to include all charged extensions,
or enter charged extensions individually or as a range. Use commas to separate individual
charged extensions.

Account Code — leave this field blank if you want to include all account codes, or enter
codes individually. Use commas to separate individual codes.

PIN — leave this field blank if you want to include all PINs (Personal Identification
Numbers), or enter PINs individually. Use commas to separate individual PINs.

Seizure Code — leave this field blank if you want to include all seizure codes, or enter
codes individually. Use commas to separate individual seizure codes.

LCR Route — leave this field blank if you want to include all LCR routes, or enter routes
individually. Use commas to separate individual LCR routes.
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Charged Party, Manager, Department, Cost Center, Organization — these fields are
organization data that is not tracked by the switch. The column and filter names are as
listed above. The organization data is imported from a comma delimited file (like output
from Excel, for example). It can be uploaded on demand through the Upload Organization
File option under Admin.

Conventions for using Number of Party, Charged Extensions, Account Code, PIN, Seizure
Code LCR Route, Charged Party, Manager, Department, Cost Center, and Organization
are as follows. When making entries in fields requiring numeric entries, you can use a
dash (-) to enter a range and comma (,) to enter multiple entries not in a range. Commas
can also be used for multiple entries in fields where entries may be names. You can also
use wildcards. Use a question-mark (?) as a wildcard for a single character and an asterisk
(*) as a wildcard for a string of characters.

Additionally, you can use quotation marks (“) with Charged Party, Manager, Department,
Cost Center, and Organization. For example, if you need to find a name with a comma in
it, you would enter it in the Charged Party field like this: “Smith, Mike” and the report will
find occurrences of that exact string. You can also put quotes together with nothing in
between (e.g., “’) and the report will find records that have no name associated with them.

DATES
All Available — selecting this option includes all dates for which data is stored in the report.

Last X (Hours, Days, Weeks, Months, Quarters, Years) — selecting this option includes the
most recent number of hours, days, weeks, months, quarters, or years in the report,
depending on the time increment selected. Note If the Include current period box is
selected too then the report will include up to the last interval of data that has been
collected and stored. Without this checked the data will contain up to the last full hour of
data stored.

For example, Last 1 Day, this report would include data from the most recent midnight to
midnight time period, and not from 10 a.m. to the previous 10 a.m.

Start — use Start to enter the beginning of a date range. The calendar icon is an easy way
to enter the date.

End — use End to enter the end of a date range. The calendar icon is an easy way to enter
the date.

INCLUDE

Cost — you define Call Detail costs in the Administration portion of Traffic Analyst. Once
defined, a cost per call will be assigned based on the type and duration of the call. This
Cost filter allows you to filter by cost. You can use the typical operands — greater than, less
than, equal to, greater than or equal to, etc. For example, you could create a report that
only shows call records with a cost that is greater than $0.99.

Call Duration — you can narrow your report to include calls that had a certain call duration
(i.e. call length). Enter the duration in mm:ss format or as a number of seconds. The query
can be adjusted to find calls that are greater than (>), less than (<) or equal to (=) the
specified duration.
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Wait Duration — you can narrow your report to include calls that had a certain wait duration
(i.e. time between the call being placed and the call being answered). Enter the duration in
mm:ss format or as a number of seconds. The query can be adjusted to find calls that are
greater than (>), less than (<) or equal to (=) the specified duration.

Type — you can select all or narrow your report to only include certain call types. Here are
the call types and their meanings:

e Internal — a call between two extensions on the same switch or between two
extensions on an IPDA.
e Incoming — a call that arrives at the switch through a trunk.

e Network — a call from an extension on one switch in the customer network to
another switch in the customer network, or a call between the switch and an
IPDA, or between two IPDAs connected to the same switch.

e Local — an outgoing call that has no toll charges.

e Regional — an outgoing toll call to a local region which has a cost that differs from
long distance calls.

e Long Distance — an outgoing toll call to a number (within the same country).
¢ International — an outgoing toll call to another country.

e 800 - an outgoing toll-free call, even though it may be to a destination outside of
the local calling area.

e 900 - an outgoing toll call that is charged a substantial amount above the typical
long distance rate.

Include Network Hops — you can choose to have each network hop the call makes
displayed as a line item if you select this checkbox. This is helpful for multi-switch sites if
you want to see how the calls move from switch to switch.

DETAIL

All Occurrences — if you select All Occurrences, you can fine tune the report detail you see
with the following options:

Call Records — the report will display a line for each call record

Daily — gives a Daily total

Weekly or Monthly — gives a Weekly or Monthly total per your selection
Days — All, Primary (set up in the Traffic Analyst Admin tool.)

Hours — All, Primary or select a start or end time.

Top Occurrences — if you select Top Occurrences, you can enter the number of
occurrences you wish to see. You can enter from 1 to 999 occurrences.

FORMATTING (Report Columns, Sort By, Duration Units and Show Criteria)
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The Formatting section of the Call Detail screen lets you select the report columns in the
report, including the left-to-right order in which they will display in the report, and the way
the rows of data are sorted. You also have an option to display the criteria used to create
the report.

Report Columns — the report columns are the heart of your Call Detail reports. Move
headers to and from the Available and Include lists with the arrow keys.

o Auvailable — shows column headers that can be used in the report
e Include — report headers in the report

Each data item can appear as a column. To use a data item in a report, move it from the
Available list to the Include list. To remove a data item, move it from the Include list back to
the Available list.

You can also sort the way the columns appear in the report by moving the data items up or
down in the Include list with the arrow keys. Report columns at the top of the list will
appear on the left side of the report.

For more information on Call Detail data items that can be used in report columns, and
which data items are available for different switches, refer to the Data Dictionary at the end
of this document.

Sort By - you can sort by different columns in your report. You can have up to six sorting
criteria and you can choose to include subtotals based on the sorting criteria.

For example, you could make the primary sort Charged Extensions in Ascending order,
and the report rows would be ordered by Charged Extension number, from lowest to
highest. As a secondary sort, you could select Call Duration in Ascending, and then the
call records already sorted by Charged Extension would be sorted shortest call to longest.

If you had subtotals checked for Charged Extensions in the above example, the report
would include a row subtotaling the results for each Charged Extension.

Duration Units — lets you select the time format that report data in which report data will be
displayed, either CCS, seconds, minutes, hours, or hh:mm:ss format.

Show Criteria — lets you select to display in the report the criteria used to create the report.
For example, if you expect to see records you are not seeing in the report, the report
criteria might show you that the report is filtering out the records you expect to see. A
summary of the criteria used displays at the bottom of the report if this option is selected.

7.1.2 Creating Call Detail reports

Building Call Detail reports is a quick process, but you will probably want to experiment
with different report parameters. Remember, you do not need to use every parameter or
filter. To reset the report fields at any time, select the “Reset” template from the template
dropdown menu at the top of the report screen. Note that this automatically selects the
switch that was most recently used in a report. Also, selecting this template does not clear
out the report columns, but resets them to a standard set of fields to be included.

The following is an example of how to build a report.
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Let's say we want to see a report for five extensions over the last week, and further, we
only want to look at calls that lasted more than three minutes.

The extensions we want are 1420, 1421, 1422, 1425, and 1433. Here are the steps we
follow:

Select the switch in the switch selection list. This is the field in the upper left corner of the
Call Detail Reports screen.

We don’t need to use the Include list under the switch. Those filters are only used if we
enter a number in the Number of Party field. Leave those selections unselected.

In the Charged Extensions field, enter the extension numbers using this convention:
1420-1422, 1425, 1433
At this point, your Call Detail Report entries should look like this:

Switch:

Houston Tx ~
HF3000 Sample

HQ PLE 5918

HSFC China

Impact Hicom

lowwa Comm
lawua Communication B

Number of Party:

Include;

Charged Extensions:
1420-1422, 1425, 1433

Now select the date range of the report. We will select “Last Week,” which will give us the
last complete week — that is, the last week beginning with Sunday and ending with
Saturday, and not the most recent seven days.

Next, we want to include only calls that are greater than three minutes in length. We do
this in the Call Duration field. The drop-down menu lets us select the operand, which in
this case is a greater than sign ( > ). Use the mm:ss format to define the time. In our
example, we will enter it as 03:00.

Under Type, we want to include all call types so we don’t miss any. Use shift-click to select
them all.

Now we will select the kind of call records we want to see. We are interested in seeing the
individual calls, so we will check the boxes for Call Records and not worry about looking at
totals for the entire report.

We want to see data for All Days and All Hours, so we will select those. Our report
definition should now look like this:
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Include Detail
Cost (dallars); & All Occurrences
Ay v 000 | Call Records
Call Duration (mm:ss): [ Daily
PN lee ] O @
Wait Duration {mim:ss); [ Tatal
T o—
O Toplo | occurrences
Hours:
s
T i—
e —

[ metwork Hops
Now we will select the report columns. We will select the following:

e Charged Extension
e Start Date

e CalllD

e Start Talk Time

e Called Number

e Connected Number
e Call Duration

We select these by clicking on them in the Available list under Formatting and using the
arrow button ( > ) to move them to the Include list. Then, to get them in the order we see
above, we use the up and down arrow keys to move a highlighted column up or down in
the list. The report columns are sorted in the report from left to right based on their order in
the Include list. Columns at the top of the Include list will appear on the left side of the
report, etc.

Next we select the Sort by criteria. We will sort by Charged Extension in ascending order,
and then use a secondary sort after that of Called Number in Ascending order. Our
selections should look something like this:
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Formatting
Report Columns:

Auailable Include
Account Code s Charged Extension
Call Type Start Date
Called Custormer I Call I

Calling Customer |0
Charged Party
Department
Destination
Gateway Called

G ateway Calling
tanager

Metwot Hop Step
Organization
Qriginating Number
Qriginating Party
FIN

Seizure Code
Seizure Duration
Start Seizure Time
Swiitch b

Sort by:
.| Charged Extension
.| Calling Customer D
None
None

None

ol

None

v
v
v
v
v
v

Start Talk Time
Called Number
Connected Number
Call Duration

1

4
Ascending W DSuthtal
Ascending W DSuthtal
Ascending W DSuthtal
Ascending W DSuthtal
Ascending W DSuthtal
Ascending W DSuthtal

Duration Units: | hh:mmss

[¥] shaw Criteria

We will display the report in the hh:mm:ss time format.

We will also select to display report criteria at the end of the report.

Now we can display our report. Here are the results of the report created by these steps:

7A‘mlﬁc

Call Detail
Impact HiPath 4000

Charged Extension

1411
1421
1421
1411
1411
1421
1421
1411
1425
1425
1425
1425
1425
1425

=

Date Call D
06/01/2009 61425127
06/01/2009 61425179
OR/02i2009 G1425266
06/03/2009 61426529
06/03/2009 61426535
06/03iz009 61425535
0R/03i2009 B1425757
06/05/2009 61892785
05/31/2009 61424020
05/31iz009 61424921
05/31i2009 A1424823
05/31/2009 61424025
05/31/2009 61424024
05/31i2009 61424937

&l

Start Talk Time

(03:48:37 PM
04:58:50 Fm
10:12:14 A
08:32:13 AM
(08:43:07 AM
08:47:23 AM
04:33:18 FW
024118 PM
01:48:31 PM
02:00:20 Fm
02:08:26 P
02:19:38 PM
02:28:16 PM
02:33:56 PM

Called Humber

63656373333
9953060
18002886966
1425
15012571400
159012571977
51B6496R
6094479
1425

14325

1425

1425

1425

1425

For: 05/31:2000 - 06/06/2009
Weekly Call Details

Connected Humber

6366373333
9953060
16002886968
915012571000
15012571500
15012571977
5186966
6094479
1425

1425

1425

1425

1425

1425

Call Duration

{hhrr

miss)

00:06:38
00:1z:00
00:04:06
00:03:14
0o:11:00
00:07:40
000731
00:05:04
00:04:25
00:06:56
00:06:40
00:06:40
00:06:40
00:02:52

Note: When e-mailing (or printing) CDR Reports with over 100,000 rows of data you can
only print or e-mail 100,000 rows at a time. If this occurs, you will see arrow selector keys

that allow you to select the next section to print or e-mail.

Tratfic

=g

|

4 1of2

¥

1
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7.1.3 Scheduling Call Detail Reports

You can schedule the Traffic Analyst Call Detail reports to be generated at preset times,
but you will need to access the administrative side of Traffic Analyst either access to the
server where it is installed or through a client installation to do so.

Use the “Save As” option in the reports to save the Call Detail report for scheduling. Give
the report a unique name when you save it.

After the report is saved, it will appear in the Report Schedule tab in the Administrative
side of Traffic Analyst. You may have to refresh Traffic Analyst to see it listed.

I\ Traffic Analyst - Traffic i i =10l =]

File Edit Yew Tools Reports System Help

|= &

=] [:l Traffic Ta

Change
Impact HiPath 4000 [TAwebDenao' test For johnp QEIL S C:\Program File:s 03-31-
OpenScape Voice Sample  [TAWehl Daily Metwork Activiey Run Now roup Resulks Defaulk Printer  02-18
HFHS Mode 1,HFHS Mode 2 [HFHS, Consal Report icc't’z:t'r ail web Mot A
Impact HiFath 4000 [TawebDemo, mas Cost Test aeactivate il Web Mok A
Impack HiFath 4000 [TAwebDemo Station: Call Type Summ —————|ail Web ok A
HFHS Made 2 [HFHS] test For Mark ST ol web Mot A
Impack HiPath 4000 [TAwebDemo Call Profile Answer Report-RIA Call Detail Web Mot A
Impack HiFath 4000 [TawebDemo Search: 911 Call Detail Web Mot A
G5P China  [Hikachi] Console DID Activity Summary Call Detail Web Mot A
Impact HiPath 4000 [TawebDemo Most used Extension Call Detail Web Mot A
Impact HiPath 4000 [TAWwebDemo Baldwin County Trace Complaint Cal Call Detail Web Mot A
Impact HiPath 4000 [TawebDemo Detail: Sales Call Detail Web Mot A
HFHS HiPath 4000 [HFHS] HiPath Report Call Detail Web Mok A
HFHS HiPath 4000  [HFHS] Mew Center Report 1T Call Detail Wweb Mok A
Impact HiFath 4000 [TAwebDemo testing Call Detail web Tok A
Openscape Voice Sample  [TAWebl DNIS Detail Call Detail Web Mok A
San Jose -H [Hitachi] ACD pilot report Call Detail Web ok A
HFHS Mode 1,HFHS Mode 2 [HFHS, 2600 Call Detail Web Mak 4
HiDakk dnnn TTaWabDaros O b Co Sk, Lrnraarue b ST gll Makail Wak Rlak Gl
« R E Repart Schedule /Pending Schedule’), Status Log') Alarms’, S i 11 |
Ready |_ [ l_ 4

When you right-click on a Call Detail report listed in the Report Schedule tab, you get a
menu of options.

e Change lets you enter an e-mail address or addresses you can send the report
to. You are limited to 255 characters, so the number of e-mail addresses you
enter cannot exceed that 255 character limit. If sending to multiple e-mail
address they must be separated by a semi-colon.

e The Schedule option lets you schedule the report. Be sure to deselect the
Inactive checkbox or else the report schedule will not be active.

e The Run Now option will generate the report immediately. You can use this to
test your output before the report is generated at the scheduled time. Can not do
this from a Traffic Analyst client.

o Activate will toggle the Inactive checkbox in the Schedule window, clearing it
and making an inactive schedule into an active one.
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o Deactivate will toggle the Inactive checkbox in the Schedule window, checking
the Inactive checkbox, making an active schedule inactive.

e Copy To and Delete do not apply to scheduled Call Detail reports.

7.1.4 How Traffic Analyst Counts Calls for Call Detail

When Traffic Analyst retrieves data from a switch, it is able to get a true call count for Call
Detail reports. When a call comes into your switch, the switch assigns an ID to that call.
Traffic Analyst uses that ID to follow that call throughout its life in your switch.

When a call is switched from one number to another in your switch, this is a call segment.
Other Call Detail applications count each call segment as a separate call. Traffic Analyst is
able to combine these call segments and identify them as a single call. This lets you get a
very accurate record of your call counts on your switch.

For example, an incoming call from 3141234567 goes to extension 1234, who then
transfers the call to extension 5678. This is one call that creates two call segments. Traffic
Analyst gives both call segments the same call ID and the two segments count as only one
call in the report.

Note: HiPath 3000 and Hicom 300 switches do not report internal calls. This means that
internal calls cannot be tied together to make a single call.

For example, say extension 1234 calls extension 5678. Extension 1234 then conferences
in an external number, 3141234567, and extension 5678 conferences in external number
6361234567. This will look like two unrelated external calls in a HiPath 3000 or Hicom 300
because there is no record for the internal call between the two extensions. Traffic Analyst
would report the example above as two separate calls.

7.1.5 “Unavailable” and “Blocked” in Call Detail Reports

If you see “Unavailable” it means that the HiPath 4000 switch did not receive a calling
number. If you see “Blocked” in a HiPath 4000 report it means that the caller number is
being blocked. These will display in the originating number field. For OpenScape and
Hicom 300 switches, blocked and calling numbers not received are displayed as
“Unavailable.”
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8 Alarms

Traffic Analyst's alarms permit the easy identification and notification of several key
networks conditions including:

e Changing capacity requirements
¢ Non-performing equipment
e  Off-hour outbound fraud/abuse

Alarms apply to the different modules you purchase, though some apply to all modules.
For example, the License Over Capacity alarm is available no matter which module you
have purchased, but the All Trunks Busy alarm is only available to users of the Network
module.

8.1 Reports

Traffic Analyst Alarms reports allow you to create reports for Network alarms,
Switch/System alarms and Call Detail alarms. You may choose to save alarm reports for
reuse.

8.1.1 Network

Network alarms let you select the switch or switches, dates, and alarm types you want to
include in the report.

You select the alarm detail, which is the severity of the alarm, so if you only want to see
High alarm conditions you can filter out Medium and Low conditions.

You can also sort the report data in a variety of ways. Below are descriptions of the default
Network Alarms.

The following alarms are available to users of the Traffic Analyst Network module.

e All Trunks Busy — triggered if all the trunks in the group are busy for X number
of minutes (seconds or hours). The pager code is 33.

e Erratic Trunk Peg Count — (Siemens 9006, HiPath 4000, HiPath 3000 only)
triggered if a trunk's peg count differs by X% from the group mean over a
specified time range. The pager code is 33.

e Erratic Trunk Usage — (Siemens 9006, HiPath 4000, HiPath 3000 only)
triggered if a trunk's usage differs by X% from the group mean over a specified
time range. The pager code is 33.

e No Seizures for Trunk — (Siemens 9006, HiPath 4000, HiPath 3000 only)
triggered when any one trunk in a group experiences no seizures and another
trunk in the same group has more than two seizures during the same interval.
This alarm is intended to find broken trunks as opposed to idle trunks. The pager
code is 33.

o No Seizures for Trunk Group - triggered if an entire trunk group experiences
no trunk seizures during an interval within a specified time range. The pager
code is 33.
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8.1.2

Outbound Off Hour Usage — triggered if outbound off hour usage reaches X
hours (minutes or seconds) over a specified time range. The pager code is 33.

Over Utilized Hour - triggered if an interval rises above X% of its utilization. The
utilization is calculated by the usage per interval divided by the capacity. If
collection is daily, interval will be hourly. The pager code is 33.

Over Utilized Peak Hour — triggered if the busy hour ordinal 1 for the day
reaches X% of its utilization. The utilization is calculated by the peak usage
divided by the capacity. The pager code is 33.

Seizure Too Long — (Siemens 9006,HiPath 4000, HiPath 3000 only) triggered if
any trunk in the trunk group experiences a seizure equal to X hours (seconds or
minutes). The pager code is 33.

Too Many Trunks — triggered if the interval falls below X% of its utilization. The
utilization is calculated by the usage divided by the capacity during a specified
time range. If collection is daily, interval will be hourly. The pager code is 33.

Trunks Not In-Service — (Siemens 9006 and Avaya only) triggered if data from
the switch shows a trunk is defined but not activated. The pager code is 33.

Under Utilized Peak Hour — triggered if the busy hour ordinal 1 for the day falls
below X% of its utilization. The utilization is calculated by the usage divided by
the capacity. The pager code is 33.

Switch/System

The following alarms are available to all Traffic Analyst users, except where noted by
switch type or module in the description:

Could Not Store Data — triggered if Traffic Analyst cannot store the data it polls.
The pager code is 99.

Failed to Poll Switch — triggered if Traffic Analyst cannot successfully poll a
switch as scheduled. The pager code is 77.

License Near Capacity — triggered when the license capacity is at some
percentage of the maximum. Users set the percentage. The pager code is 11.

License Over Capacity — triggered when the licensed capacity is exceeded. The
pager code is 22. Note: Alarm text includes the date the license was exceeded
and when the use of Traffic Analyst will be restricted.

No Data Collected — triggered if Traffic Analyst cannot successfully find data for
a switch. The pager code is 88.

OnTraQ Server Not Responding — (Siemens HiPath 4000 only, OnTraQ
module only) Traffic Analyst is unable to send updates to a defined OnTraQ
server during end of day processing. The alarm message will have the Traffic
Analyst server name in it. Typically this alarm indicates that the OnTraQ server
named isn’t running or that there are network problems. The pager code is 55.

Unassigned Trunk — (Siemens HiPath 3000 only) triggered if a call is shown on
a particular trunk that wasn't defined in the Groups tab of that switch in Traffic
Analyst. Since the trunk wasn't defined the call will show in an Unassigned Trunk.
The pager code is 33.
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8.1.3 CDR

The following alarms are available to users of the Traffic Analyst Call Detail module.
e Call Too Expensive — triggered if the call exceeds the user-defined cost. The
pager code is 44.

e Call Too Long — triggered if the call exceeds the user-defined length. The pager
code is 44.

e Originating Number — triggered if the originating number matches the number
defined in the alarm. The user will also define the alarm to look for either an
internal or external call. The pager code is 44.

e Terminating Number — triggered if the terminating number matches the number
defined in the alarm. The user will also define the alarm to look for either an
internal called number or external destination. The pager code is 44.

8.2 Create/Edit

Select the Create/Edit option under Alarms to create a new alarm or edit an existing one.
The following screen displays:

Show Blarms kor: Select Name To Edit Severity | Enabled For
HiFath 3700
HiPath 4000 All Trunks Busy = 5 Sec High Impact HiPath 4000: [TI EXTERNAL CALL 90 XPRESSIONS, CORNET
HiRath A000.- 4 4000-100,CORMET HIC:OM 300,102 - DAKS TT,103 - DAKS ICTC,CORMET
Hipath 4000 - 4a 4000-105
HiPath 4000 - 5 =
HiPath 4000 Console
iofiman Fatesilc All Trunks Busy =30 Sec High | Impact HiPath 4000: 107 - DAKS TT
Impast Hicom
All Trunks Busy =5 Sec Lows
I select an ATH =1 sec Lowi Impact HiPath 4000: [T| EXTERMAL CALL 90 XFRESSIONS, CORNET
4000-100,CORMET HICOM 300,102 - DAKS TT,103 - DAKS ICTC CORMET
4000-105
ATH = 30 Set Medium | Impact HiPath 4000: [TI EXTERMAL CALL 30 XPRESSIONS,CORMET
4000-100,CORMET HICOM 300,102 - DAKS TT,103 - DAKE ICTC,CORMET
4000-109
ATH = B0 Sec High | Impact HiPath 4000: [TI EXTERMAL CALL, 90:#PRESSIONS,CORNET
4000-100,CORMET HIC:OM 300,102 - DAKS TT,103 - DAKS ICTC,CORMET
4000-105
_Could Mot Store Data Medium | Impact HiPath 4000: Impact HiPath 4000
International Outgoing High Impact HiPath 4000: Impact HiFath 4000

If you have more than one switch, you can display alarms by switch or switches. Select
switches in the list with shift-click and then click on Display.

To edit an alarm, click on the alarm name.

To create a new alarm, click on Add Alarm.
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When you edit or add alarms, a screen similar to the following displays:

il CComolo CalDotwil  Aams i

Alarm Type; EAHTrunks Bus j Display Name: IAIITrunks Busy Scan For: Polling
Log Alarm At Severity: | Medium = Log Alarm If All Trunks Busy >= |1 i} I Secs j

Switch Name: IW Pager and E-Mail Notificatons

Hotify  User E-Mail Pager

[l marks | ~
Switch Group Enable Primary Days Only r foote0s01 - r
6420008 1 r [ r SpAMDS0323 i i
£920003 co r r r STAutoBobS = I
£920009 DAY r r F g‘ikebM F ::
£920008 DID i r r Hi:{; r r
Ba20009 DISA = r r karenhtest | |l
6920009 FCTR r r - briceh - Il
6920008 FOCO r r r karentest - =
6920009 IMOD r r I bosch r r
6920008 VR - r
£920003 MG r r
6920008 MEG1 - r
£920008 MEG2 i r
6920008 MEG3 - r
£920003 MEG4 r r

You can do several things on this screen to edit or create alarms:

Select the alarm in the upper portion of the screen. Under the Alarm Type drop-down, you
can see the list of alarms you can define.

All Trunks Busy j

CDR
Call Too Expensive
Call Too Long
Criginating Mumber
Terminating Mumber
Network

All Trunks Bus

Erratic Trunk Peg Count

Erratic Trunk Usage

Mo Seizures for Trunk

Mo Seizures for Trunk Group

Outhound Off Hour Usage

Cwer Utilized Hour

Owver Utilized Peak Hour

Seizure Too Long

Too Many Trunks

Trunks Mot In-Senvice

Under Utilized Peak Hour
Switch

Could Mot Store Data

Failed to Poll Switch

Mo Data Collected

OnTraQ Server Unresponsive

Unassigned Trunk
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Define the Display Name for the alarm.
Select the Severity level that the alarm will be logged as — Low, Medium, or High.

Define the alarm, typically by entering a number and time unit. You will see an operand,
such as greater than, so the alarm condition will occur when the time unit has exceeded
the greater than number. For example, in an All Trunks Busy alarm, you might set the
alarm condition as any time that all trunks are seized that is greater than 10 seconds.

Select the switch(es) for which this alarm will be used by putting a check in the Enabled
box to the right of the switch name.

Select Primary Days Only by putting a check in that box. Leaving it unchecked defaults to
All Days

Select any users for whom you want the alarm condition to generate an e-mail or pager
notification.

Once you have defined or edited an alarm, click on Save. Now this alarm will be in effect
for the selected switch(es).

8.2.1 How Alarm Creation Works with Alarm Reports

Every alarm you create is tied to the alarm type you selected. For example, you could
create three different alarms based on the All Trunks Busy alarm and assign them to the
same switch.

One All Trunks Busy alarm could be a low severity alarm that is triggered when all trunks
are busy for more than 10 seconds, while a second alarm might trigger at medium severity
when all trunks are busy for more than 20 seconds, and the third alarm might trigger at
high severity when all trunks are busy for more than 30 seconds.

Then, when you create an alarm report for the All Trunks Busy alarm for the switch in
question, you would be able to see results from all three defined All Trunks Busy alarms.
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9 Admin

The Admin options in Traffic Analyst reports let you set passwords, add users and set their
access levels, create trunk group pools, and upload an Organization file. These options
are controlled by user level access. There are two user levels, Standard and
Administrative.

Administrative users have the following abilities:

e create and edit user information, both for themselves and for other users
e create report templates to share with other users
e create trunk group pools

e upload an organization file

9.1 Password

The Password option lets you reset your password for accessing Traffic Analyst reports.

9.2 Users (Administrative users only)

The Users option lets you add Traffic Analyst report users. You enter the following
information:

e Username

e Password

e Security Level

e E-mail Address

e Switch Access

o Feature Access

Security Level is either Standard or Administrative. Only Administrative users can add or
edit users.

Feature Access and Switch Access set which switches and features are viewable in this
account. Your options are determined by the Traffic Analyst modules you have purchased.
These modules can include Network, CDR, Console, and OnTraQ.
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9.3 Pools (Administrative users only)

A pool combines the results of multiple trunk groups and presents those results as if they
were one group. A pool can include trunk groups from more than one switch.

Pools are useful for evaluating all trunks busy and blockage across trunk groups that
overflow into one another. They help identify consolidation opportunities. For example, if
you have three trunk groups servicing your sales force you could create a "Sales" pool and
combine the results from these trunk groups.

Note that for the HiPath 4000, switch, each route that has a unique set of trunks will have
a trunk group pool created for it by Traffic Analyst. Openscape Voice and Cisco switch will
also create the routes if connections to OSV is provided in the Communication tab of the
switch properties.

9.3.1 Creating a Pool (Administrative users only)

The Add Pools option lets you define pools. When you click the Add Pool or select an
existing pool to edit, the Pool Definition screen displays.

When you create a pool, you do the following:

e Select the switch
e Supply the pool name
e Add a descriptive comment

o Select the trunk groups whose results will become part of the pool's overall
results

The Inherit Study Properties From Switch option identifies a switch to act as the
"parent" of the pool. The pool will inherit its default analysis properties from the defaults for
this switch's default trunk groups. Also, when a switch selection is required before a trunk
group or pool can be selected, you select this parent switch and the pool will be available
for analysis.

9.4 Using Organization Information in Call Detail Reports

Traffic Analyst allows you to include departmental or organizational information in your Call
Accounting reports, so that you have the ability to track unusual or problem calls more
easily to a specific department or employee. Using organization information in call detail
reports is a very easy way to hold people accountable. And, getting organizational files
uploaded is a snap for any administrator.

9.4.1 Creating the Organization File

The organization file is a .csv file. It can be created manually (for example, with Excel), or
automatically extracted from an Active Directory using the Traffic Analyst Active Directory
Connector. (For more information on the Active Directory Connector, please see the
document entitled Traffic Analyst Active Directory Overview.)
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The rows in the organization .csv file are:

<switch name>,<extension>,<name>,<department>,<cost center>,<organization>,
<manager>, <pin>

Following is an example of an organization file.

! Organizational File - Notepad

File Edit Format Wiew Help

Impact HiPath 4000,1414, "Mmaycock, Becky",marketing,mKl0o0,Impact Technologies, Bryan Baehr, 2410
Impact HiPath 4000,1406,Margaret Baumann,Marketing,MK100, Impact Technologies, Becky Maycock,
Impact HiPath 4000,1411,B0b smith,sales, SA101, Impact Techno Dﬁies,aryan Eaehr, 2411

Impact HiPath 4000,1433,mike korneffel,sales, sAl0l, Impact Technologies,Bob smith, 2580

Impact HiPath 4000,1601, John Pulley, Engineering, EN200, Impact Technologies, Bob wacker,

Impact Hirath 4000,1415,Lar?e conference Room,Operations, OR300, Impact Technologies,,

Impact HiPath 4000,1416,5maTl Conference Room,Operations,OP300,Impact Technologies,,

Impact HiPath 4000,,,0perations,oP200, Impact Technologies,, 3425

Impact HiPath 4000,,,5ales,s5A101, Impact Technologies,, 3320

The switch name field is optional and fields must be enclosed in quotes if the field contains
a comma. Here’s an example:

Impact HiPath 4000, 1414, “Maycock, Becky”, Marketing, MK100, Impact Technologies,
Bryan Baehr, 2410

Or

Impact HiPath 4000, 1414, Becky Maycock, Marketing, MK100, Impact Technologies,
Bryan Baehr, 2410

If extension numbers are unique within the account the switch name can be left off, as
shown below.

1414, “Maycock, Becky”, Marketing, MK100, Impact Technologies, Bryan Baehr, 2410

Also, some fields may be left blank, although commas still serve as place markers for the
different fields. For example, if a PIN is used for a specific department, fields like “name”
and “extension” might not be filled in for that department’s record. Notice that the example
below only includes switch, department, cost center, organization and pin.

Impact HiPath 4000,,,Sales,SA101,Impact Technologies,,3320.

Once you have uploaded an organization file, you can still add new employees to it at a
later date. You can do this by uploading a new file that only contains the new employees.
Say you are adding three new employees that start tomorrow. Upload a file which has a
line for each new employee (3 rows) and enter an effective date of tomorrow. This
organization data will be combined with the previous organization data.

9.4.2 Upload Organization File (Administrative users only)

The Upload Organization File option lets you point to a file that will add organization data
not tracked by the switch for use in Call Detail reports. The column titles are: “Switch”
(optional if only one switch in network), “Extension” “Name,” “Department,” “Cost Center,”
“Organization,” “Manager” and “PIN.”

” o«

The organization data is imported from a comma delimited file (.csv format).

JUNE 2011

IMPACT TECHNOLOGIES, INC 147
CONFIDENTIAL AND PROPRIETARY



TRAFFIC ANALYST USERS GUIDE

When you upload an organization file via the web interface, the changes are applied to
existing call detail records immediately.

You can also select an “Effective Date,” which allows you to apply the Organization file to
older data. Doing so will make the organization changes take effect from first date in the
range. You can “backdate” organization changes this way. In addition, by selecting an
“Effective Date,” you can also simply schedule the organization changes to take place at
some point up to 30 days in the future.

Once you have uploaded the organization file and selected an Effective Date, from that
date forward the organization file will be applied to the data Traffic Analyst collects.

(Please note that that processing multiple days of time is time consuming, so the further
back you go in time to add Organization data to older records, the more time it will take for
Traffic Analyst to reprocess the data. Also, you can only go back in time to a past date
range for which the data files still exist -- those files that Traffic Analyst takes and stores in
its database. You will see an error message if you select a date too far back in time.)

In addition to updating your organization data though the web client, you also have the
ability to upload information through the administrative tool. Traffic Analyst is set to
perform automated updates during end of day processing; changes are then applied to
that entire day.
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10 Data Dictionaries

10.1

Network

The Network Data Dictionary groups data items by trunk group, pools, and switch types.

Note: Any field for which there isn’t valid data will display a dash ( - ).

10.1.1 Trunk Group/Pools Network Reports

Column Heading
ACL (secs)

Description

The average length of all calls during this period, which is total
usage divided by total calls. (The same as Avg Call Length
(secs) — Total.)

Report

Performance
Summary

Avg Call Length (secs) -
In

The average length of incoming calls during this period, which
is incoming usage divided by incoming calls.

Performance Detail

Avg Call Length (secs) -
Out

The average length of outgoing calls during this period, which
is outgoing usage divided by outgoing calls.

Performance Detail

Avg Call Length (secs) -
Total

The average length of all calls during this period, which is total
usage divided by total calls. (The same as ACL (secs).)

Performance Detall

Call Volumes —
Completed - In

The number of calls coming into the switch that first used a
trunk channel during this interval. Does not include calls
already in progress when the interval began.

Performance Detall

Call Volumes —
Completed — Out

The number of calls going out the switch that first used a trunk
channel during this interval. Does not include calls already in
progress when the interval began.

Performance Detail

Call Volumes —
Completed - Total

The total number of calls coming into or going out the switch
that first used a trunk channel during this interval. Does not
include calls already in progress when the interval began. (The
same as Calls Completed.)

Performance Detall

Calls Completed

The total number of calls coming into or going out the switch
that first used a trunk channel during this interval. Does not
include calls already in progress when the interval began. (The
same as Call Volumes — Completed — Total.)

Performance
Summary

Call Volumes — Blocked -
#

The actual or estimated number of calls that were blocked*
(unable to connect to a trunk channel) during this interval. A
dash indicates that the value couldn’t be estimated.

Performance Detall

Call Volumes — Blocked -
%

The percent of calls that were blocked* (unable to connect to a
trunk channel) during this interval. This is blocked calls divided
by attempted calls * 100. A dash indicates that the value
couldn’t be estimated.

Performance Detall

Call Volumes — Attempts

The total number of calls that were attempted (completed or
blocked) during this interval. Depending on the switch type, this
value could be actual or estimated.

Performance Detail

Date Identifies the period for the row. Performance Detail
A time by itself indicates a period of an hour or lesser period and Activity
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Column Heading Description Report
and the time is the start of the period. Periods shorter than one
hour are indented compared to the hour data.
A date by itself indicates a day total.
“Week Of <date>" indicates a week total and the date is the
first day of that week.
“Month Of <date>" indicates a month total the date is the first
day of that month.
A date range indicates a total for all days in that range.
“All Through <date>” indicates all past days of data available
up to and including the given date.
Not all switches have data for periods of less than one hour,
but all switches have at least hour, day, week, and month
totals.
Incoming Usage (<units>) | The total of Incoming Usage - Blocked and Incoming Usage — Activity
- Offered Carried.
Incoming Usage (<units>) | For switch types that report blocked* calls, the number of the Activity
- Blocked blocked calls that are incoming multiplied by the average call
length.
Incoming Usage (<units>) | The total cumulative time trunks are busy with calls coming into | Activity
- Carried the switch during this period. This includes time from calls
already in progress when this period began. The time units
used are selectable. (The same as Total Usage (<units>) — In.)
IP Bandwidth Required - The bandwidth required if the trunk traffic is carried via IP, Performance
<x.x>% Blocked @ (1%) based off the required trunks for the busiest hour with the given | Summary
Busiest Hour allowed percentage (x.x) of blocked calls. For the Performance
Summary report, the conversion from required trunks to
bandwidth is determined by the IP compression model
configured using the TA Classic interface and can be set per
trunk group.
IP Bandwidth (Kbps) The estimated IP network capacity required to carry the Capacity Analysis
Required for number of calls based on the Non-Blocked required trunks. The | Summary
<Compression Model> — | <Compression Model> is selectable in the report request.
Non-Blocking
IP Bandwidth (Kbps) The estimated IP network capacity required to carry the Capacity Analysis
Required for number of calls based on required trunks for the <n>th busiest | Summary
<Compression Model> - | hour with the given allowed percentage (x.x) of blocked calls.
<x.x>% Blocking @ The <Compression Model> is selectable in the Capacity
(<n>th) Busiest Hour Analysis Summary report request.
IP Bandwidth (Kbps) The estimated IP network capacity required to carry the Capacity Analysis
Required for number of calls based on the 1 call blocked per day required Summary
<Compression Model> — | trunks. The <Compression Model> is selectable in the report
1 Call Blocked Per Day request.
Outgoing Usage (<units>) | The total of Outgoing Usage — Block and Outgoing Usage — Activity
- Offered Carried.
Outgoing Usage (<units>) | For switch types that report blocked* calls, the outgoing Activity
- Blocked blocked calls multiplied by the average call length.
Outgoing Usage (<units>) | The total cumulative time trunks are busy with calls going out of | Activity
- Carried the switch during this period. This includes time from calls
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Column Heading Description Report
already in progress when this period began. The time units
used are selectable. (The same as Total Usage (<units>) —
Out.)
Peak Period — Date The date on which the peak percent trunks utilized occurred Performance
with the period. Summary
Peak Period — Time The time of day at which the peak percent trunks utilized Performance
occurred with the period. Summary
Total Usage (<units>) - The estimated usage for blocked* calls, based on the number Activity
Blocked of blocked calls multiplied by the average call length.
Total Usage (<units>) - The total cumulative time that trunks are busy with calls coming | Activity

Carried

into or going out of the switch during this period. This includes
time from calls already in progress when this period began. The
time units used are selectable. (The same as Usage
(<units>).)

Total Usage (<units>) - In

The total cumulative time trunks are busy with calls coming into
the switch during this period. This includes time from calls
already in progress when this period began. The time units
used are selectable. (The same as Incoming Usage (<units>)
— Carried.)

Performance Detail

Total Usage (<units>) -
Offered

The sum of Total Usage Carried and Total Usage Blocked.

Activity

Total Usage (<units>) -
Out

The total cumulative time trunks are busy with calls going out of
the switch during this period. This includes time from calls
already in progress when this period began. The time units
used are selectable. (The same as Outgoing Usage (<units>)
— Carried.)

Performance Detail

Total Usage (<units>) -
Total

The total cumulative time that trunks are busy with calls coming
into or going out of the switch during this period. This includes
time from calls already in progress when this period began. The
time units used are selectable. (The same as Usage
(<units>).)

Performance Detail

Trunk Circuits - Max Used

The maximum number of trunk channels that were in use
simultaneously. Note: Not available for Siemens 9005, Avaya
or Nortel switches.

Performance Detail,
Performance
Summary and
Capacity Analysis
Summary

Trunk Circuits - Config

The number of configured trunks for a period. This is the
number of configured trunks at the end of that time range. If
you see an interval in the report marked with asterisks, it
means that the number of trunk circuits configured was
changed during that interval. Note: Configured trunks may be
entered manually for OpenScape Voice and Cisco switches.

Performance Detail,
Performance
Summary and
Capacity Analysis
Summary

Trunk Circuits - % Utilized
- Peak

For the shortest period recorded for the switch, the percent of
the maximum number of trunks in use simultaneously
compared to the number of configured trunks. For longer
periods, the maximum of the values from the shorter periods
during that time. For Siemens 9005, Avaya and Nortel reports,
this is equal the % Total Utilization column for hourly report and
equal to the maximum value for an hour found in % Total

Performance Detail
and Performance
Summary
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Column Heading

Description
Utilization for intervals larger than an hour.

Report

Trunk Circuits - % Utilized
- Total

The percent of the time that trunks were in use during the
interval compared to the total amount of trunk time available.

Performance Detall
and Performance
Summary

Trunk Circuits - ATB
(secs or occ)

The number of seconds (or occurrences, in the case of Nortel
reports) during the period in which all trunk channels were in

Performance Detail
and Performance

use. A dash indicates that the total number of channels Summary
available is unknown.
Trunk Circuits — Required | The number of trunks required based on statistical modeling Performance
- <x.x>% Blocking @ (n*) | using data from the <n>th busiest hour during the period, Summary and
Busiest Hour based on a configurable acceptable percentage (x.x) of blocked | Capacity Analysis
calls. For the Performance Summary report, the statistical Summary
model used is configured using the TA Classic interface and
can be set per trunk group. The user can define model for
Capacity Analysis Detail report.
Trunk Circuits — Required | The number of trunks required based on statistical model so Capacity Analysis
— Non-Blocking that no calls are blocked during the period. Summary
Trunk Circuits — 1 Call The number of trunks required based on statistical model to Capacity Analysis
Blocked Per Day average only one call blocked per day during the period. Summary
Trunk Circuits — +/- - The difference between required trunks and configured trunks, | Performance
<x.x>% Blocked @ where required trunks is estimated using the <n>th busiest Summary
(<n>th) Busiest Hour hour in the period and the configurable acceptable percentage
(x.x) of blocked calls. (The same as Trunk Circuits —
Shortage/Surplus - <x.x>% Blocking @ (<n>th) Busiest Hour)
Trunk Circuits — The difference between required trunks and configured trunks, | Capacity Analysis
Shortage/Surplus — Non- | where required trunks is estimated for non-blocking. Summary
Blocking
Trunk Circuits — The difference between required trunks and configured trunks, | Capacity Analysis
Shortage/Surplus - where required trunks is estimated using the <n>th busiest Summary
<x.x>% Blocked @ hour in the period and the configurable acceptable percentage
(<n>th) Busiest Hour (x.x) of blocked calls. (The same as Trunk Circuits — +/- -
x.x>% Blocking @ (<n>th) Busiest Hour)
Trunk Circuits — The difference between required trunks and configured trunks, | Capacity Analysis
Shortage/Surplus — 1 Call | where required trunks is estimated allowing an average of one | Summary
Blocked Per Day blocked call per day.
Usage (<units>) The total cumulative time that trunks are busy with calls coming | Performance
into or going out of the switch during this period. This includes Summary

time from calls already in progress when this period began. The
time units used are selectable. (The same as Total Usage
(<units>) — Total.)

*The outgoing portion of blocked calls is the actual value for Siemens 9751
(9005), Avaya, and Meridian SL/1. For those switch types, the incoming portion
of blocked calls is estimated based on the ratio of outgoing calls to outgoing
blocked calls. (e.g. If the number of blocked is 1/100 of the number of completed
outgoing calls, then the incoming blocked calls are estimated to be 1/100 of the
number of completed incoming calls.) The total for blocked calls is then the sum

of actual outgoing blocked calls plus estimated incoming blocked calls.
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Other switch types estimate blocked calls based on All Trunks Busy and the
average number of calls in the interval. For example, if you have 30 seconds of
All Trunks Busy and you have an average of 4 calls per minute, then blocked
calls is estimated to be 2.
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10.1.2 HiPath 3000 Gateway Network Reports

Column Heading Description Report
Date Same as for Trunk Groups Activity Summary,
TDM Activity and IP
Activity
IP LAN Bandwidth (Kbps) | Based on the configured compression model, the bandwidth Capacity Analysis
Required for required to support the current number of IP channels. Summary
<Compression Model> -
Current VoIP Channels
IP LAN Bandwidth (Kbps) | Based on the configured compression model, the bandwidth Capacity Analysis
Required for required to support the required number of IP channels for zero | Summary
<Compression Model> - blocking.
Zero Blocking VolP
Channels
TDM Resources - The number of TDM channels available in the gateway. This is | Activity Summary and
Channels the number of B-Channels configured in the Gateway tab of TDM Activity
switch properties, less one channel if music on hold needs to
reserve a channel. The configured licensed B-Channels value
should be the number licensed. A TDM channel is required to
convert between TDM and IP devices on a call.
TDM Resources - Number of external calls that required a TDM to IP conversion | Activity Summary
Gateway Calls Carried - during the period. Does not include calls already in progress
TDM to IP External when the interval began.
TDM Resources - Number of external calls that required an IP to TDM conversion | Activity Summary
Gateway Calls Carried - during the period. Does not include calls already in progress
IP to TDM External when the interval began.
TDM Resources - Total number of external calls that required conversion Activity Summary
Gateway Calls Carried - between TDM and IP (in either direction) during the period.
Total Calls Does not include calls already in progress when the interval
began.
TDM Resources - Total time used by all external calls that required conversion Activity Summary
Gateway Calls Carried — between TDM and IP (in either direction) during the period.
Total Usage (<units>) This includes time from calls already in progress when this
period began.
TDM Resources - Average Call length for all external calls that required Activity Summary
Gateway Calls Carried - conversion between TDM and IP (in either direction) during the
Total ACL (secs) period.
TDM Resources - TDM to | Number of external calls that required a TDM to IP conversion | TDM Activity
IP External Calls Carried - | during the period. Does not include calls already in progress
Calls when the interval began.
TDM Resources - TDM to | Total time used by all calls that required a TDM to IP TDM Activity
IP External Calls Carried conversion during the period. This includes time from calls
— Usage (<units>) already in progress when this period began.
TDM Resources - TDM to | Average Call Length for all calls that required a TDM to IP TDM Activity
IP External Calls Carried - | conversion during the period.
ACL (secs)
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Column Heading Description Report
TDM Resources — IP to Number of external calls that required an IP to TDM conversion | TDM Activity
TDM External Calls during the period. Does not include calls already in progress
Carried - Calls when the interval began.
TDM Resources - IP to Total time used by all external calls that required an IP to TDM | TDM Activity
TDM External Calls conversion during the period. This includes time from calls
Carried — Usage (<units>) | already in progress when this period began.
TDM Resources - IP to Average Call Length for all external calls that required an IP to | TDM Activity
TDM External Calls TDM conversion during the period.
Carried - ACL (secs)
TDM Resources — Total Total number of external calls that required conversion TDM Activity
External Calls Carried - between TDM and IP (in either direction) during the period.
Calls Does not include calls already in progress when the interval
began.
TDM Resources Total Total time used by all external calls that required conversion TDM Activity
External Calls Carried — between TDM and IP (in either direction) during the period.
Usage (<units>) This includes time from calls already in progress when this
period began.
TDM Resources - Total Average Call Length for all external calls that required TDM Activity
External Calls Carried - conversion between TDM and IP (in either direction) during the
ACL (secs) period.
TDM Channels - Current The number of TDM channels currently available. (The same Capacity Analysis
as TDM Resources — Channels.) Summary
TDM Channels - Required | The number of TDM channels required to make it very likely Capacity Analysis
for Zero Blocking that no calls will be blocked based on statistical modeling. Summary
TDM Channels - The difference between current and required TDM channels. A | Capacity Analysis
Shortage/Surplus negative number means more channels are needed, a positive | Summary

number means there are unused channels.

VolP Resources - Virtual
Channels

The number of IP channels available. This depends on the
number and type of IP cards installed.

Activity Summary and
IP Activity

VolP Resources - IP Number of incoming calls on IP trunks that began during the Activity Summary
Internodal Calls - IP Into period. Does not include calls already in progress when the
Node interval began.
VolP Resources - IP Number of outgoing calls on IP trunks that began during the Activity Summary
Internodal Calls - IP Out period. Does not include calls already in progress when the
of Node interval began.
VolP Resources - IP Total number of calls on IP trunks during the period. Does not Activity Summary
Internodal Calls - Total include calls already in progress when the interval began.
Calls
VolP Resources - IP Cumulative time for all calls on IP trunks that occurred during Activity Summary
Internodal Calls - Total the period. This includes time from calls already in progress
Usage (<units>) when this period began.
VolP Resources - IP Average Call Length for all calls on IP trunks during the period. | Activity Summary
Internodal Calls - Total Total usage (converted to seconds) divided by total calls.
ACL (secs)
VolP Resources - IP Into Number of incoming calls on IP trunks that began during the IP Activity
Node - Calls period. Does not include calls already in progress when the
interval began.
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Column Heading Description Report
VoIP Resources - IP Into Cumulative time for all incoming calls on IP trunks that IP Activity
Node - Usage (<units>) occurred during the period. This includes time from calls
already in progress when this period began.
VolIP Resources - IP Into | Average Call Length for incoming calls on IP trunks during the | IP Activity
Node - ACL (secs) period. Usage (converted to seconds) divided by calls.
VolIP Resources - IP Out Number of outgoing calls on IP trunks that began during the IP Activity
of Node - Calls period. Does not include calls already in progress when the
interval began.
VolIP Resources - IP Out Cumulative time for all outgoing calls on IP trunks that occurred | IP Activity
of Node - Usage (<units>) | during the period. This includes time from calls already in
progress when this period began.
VolIP Resources - IP Out | Average Call Length for outgoing calls on IP trunks during the IP Activity
of Node - ACL (secs) period. Usage (converted to seconds) divided by calls.
VolIP Resources - Total IP | Total number of calls on IP trunks that began during the period. | IP Activity
Carried - Calls Incoming calls plus outgoing calls. Does not include calls
already in progress when the interval began.
VoIP Resources - Total IP | Cumulative time for all calls on IP trunks that occurred during IP Activity
Carried - Usage (<units>) | the period. Incoming usage plus outgoing usage. This includes
time from calls already in progress when this period began.
VolP Resources - Total IP | Average Call Length for all calls on IP trunks during the period. | IP Activity
Carried - ACL (secs) Total usage (converted to seconds) divided by total calls.
VolIP Channels - Current The number of IP channels currently available. (The same as | Capacity Analysis
VolP Resources - Virtual Channels.) Summary
VoIP Channels - Required | The number of IP channels required to make it very likely that Capacity Analysis
for Zero Blocking no calls will be blocked based on statistical modeling. Summary
VolIP Channels - The difference between current and required IP channels. A Capacity Analysis
Shortage/Surplus negative number means more channels are needed, a positive | Summary
number means there are unused channels.
10.1.3 HiPath 4000 Gateway Network Reports
Column Heading Description Report
All Channels Busy (secs) The number of seconds that all IP channels between the IPDA | Activity Summary
and the switch were busy at the same time.
Average Call Length The average length of a call going to the IPDA from the switch | Activity Summary
(secs) - In (i.e. originated on the switch) for the period. Usage — In
(converted to seconds) divided by Calls — In.
Average Call Length The average length of a call going from the IPDA (i.e. Activity Summary
(secs) — Out originated on the IPDA) to switch for the period. Usage — Out
(converted to seconds) divided by Calls — Out.
Average Call Length The average length of all calls between the IPDA and the Activity Summary
(secs) - Total switch that for the period. Usage — Total (converted to
seconds) divided by Calls — Total.
Bandwidth (Mb) Required The IP bandwidth that should be available to ensure that all Capacity Analysis
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Column Heading
for Zero Blocking

Description

calls can be carried between the IPDA and the switch with no
blocking or lost of voice quality.

Report
Summary

Calls —In

The number of calls going to the IPDA from the switch (i.e.
originated on the switch) that started during the period. Does
not include calls already in progress when the interval began.

Activity Summary

Calls — Out

The number of calls from of the IPDA (i.e., originated on the
IPDA) to the switch that started during the period. Includes
calls that came in on a trunk on the IPDA and were routed to
the switch. Does not include calls already in progress when
the interval began.

Activity Summary

Calls — Total

The number of calls carried between the IPDA and the switch
that started during the period. Does not include calls already in
progress when the interval began.

Activity Summary

Channels Required for
Zero Blocking

The number of IP channels between the IPDA and the switch
which are required to in order to make it very likely that no
calls will be blocked due to a lack of channels.

Capacity Analysis
Summary

Date The same as for Trunk Groups/Pools Activity Summary
Gateway The name of the gateway. Capacity Analysis
Summary

MOH Channels

The number of IP channels between the IPDA and the switch
that are used for sending Music On Hold (MOH) from the
switch to the IPDA, or between two different IPDASs.

Activity Summary

% DMC Calls The percent of total calls that do not involve a non-IP device. Activity Summary and
Calls between IP devices are able to use Direct Media Capacity Analysis
Connection (DMC) for higher call quality, but using DMC Summary
involves some signaling overhead that uses extra channels
between the switch and the IPDA, based on the number of
DMC calls in progress and the switch version.

Peak Calls The peak number of calls between the IPDA and the switch Activity Summary

during the period.

Peak Channels Used

The peak number of IP channels used between the IPDA and
the switch during the period. If percent DMC is 0, then this is
always Peak Calls plus MOH Channels. When percent DMC is
not zero, it will be higher.

Activity Summary and
Capacity Analysis
Summary

Peak % Channel
Utilization

The percent of peak channels compared to the total capacity.

Activity Summary

Total Channels Available

The total number of IP channels available on the IPDA for
connecting to switch. There are only two sizes available, large
(120) and small (60). Siemens documentation often describes
the capacity in terms of the number of DMC calls that can be
carried, which gives lower numbers. The corresponding DMC
call capacities for HiPath 4000 version 3 and below are 90 and
45. The corresponding DMC call capacities for version 4 and
above are 100 and 50. If you see an interval in the report
marked with asterisks, it means that the number of channels
configured was changed during that interval.

Activity Summary and
Capacity Analysis
Summary

Usage (<units>) — In

The cumulative time for all calls going to the IPDA from the
switch (i.e. originated on the switch) that occurred during the

Activity Summary
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Column Heading

Description

period. Includes time from calls that started in previous
periods.

Report

Usage (<units>) - Out

The cumulative time for all calls going from the IPDA (i.e.
originated on the IPDA) to switch that occurred during the
period. Includes time from calls that started in previous
periods.

Activity Summary

Usage (<units>) — Total

The cumulative time for all calls between the IPDA and the
switch that occurred during the period. Includes time from calls
that started in previous periods.

Activity Summary
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10.2 Console

Column Heading
% All Consoles Busy

Description

Number of seconds that all active consoles were busy divided
by seconds that the console is manned.

Report
Utilization & Service

% Calls Abandoned

(The sum of the number of times incoming external calls hung
up while on hold, the number of times incoming internal calls
hung up while on hold, the number of calls abandoned while in
queue [not available for the Hicom 300], and the number of
times recalls hung up while on hold) divided by (the sum of the
number a recalls, the number of incoming internal calls
answered at console, and the number of incoming external
calls answered at console).

Utilization & Service
and Call Profile

% Occupancy

(Seconds that the console is manned minus seconds that
console is active but no call is in progress) divided by the
seconds that the console is manned.

Utilization & Service

% Occupancy — Active

Seconds that the console is manned minus the seconds that
console is active but no call is in progress, divided by one.

Activity

ACL (secs) - External

Seconds of usage for incoming external calls divided by
incoming external calls answered at console.

Activity

ACL (secs) - Internal

Seconds of usage for incoming internal calls divided by
incoming internal calls answered at console.

Activity

ACL (secs) - Outgoing

(The sum of seconds of usage for outgoing calls placed by
console for another party and seconds of usage for outgoing
calls placed by an operator when no other party was on the
line) divided by (the sum of outgoing calls placed by console
for another party and outgoing calls placed by operator when
no other party was on the line).

Activity

ACL (secs) - Personal

Seconds spent on incoming calls directly to console’s
extension divided by the number of incoming calls directly to
console’s extension that were answered.

Activity

ACL (secs) - Total

(The sum of seconds of usage for incoming external calls,
seconds of usage for incoming internal calls, and seconds
spent on incoming calls directly to console’s extension)
divided by (the sum of incoming external calls answered at
console, incoming internal calls answered at console, and the
number of incoming calls directly to console’s extension that
were answered).

Activity

All Calls (secs)

The sum of seconds of usage for incoming external calls,
seconds of usage for incoming internal calls, and seconds of
usage for recalls.

Utilization & Service

All Calls The sum of incoming external calls answered at console, Call Profile
incoming internal calls answered at console, and the number
of recalls.
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Column Heading
All Calls (secs)

Description

(The sum of seconds of usage for recalls, seconds of usage
for incoming external calls, and seconds of usage for incoming
internal calls) divided by (the sum of the number of recalls, the
number of incoming internal calls received at console, and the
number of incoming external calls received at console).

Report
Call Length

Avg Queue Time (secs)

Average time in queue for internal or external incoming calls.

Utilization & Service

Available (secs)

Seconds that the console is manned.

Utilization & Service

Available (secs)

Seconds that the console is manned.
Followed by:
The second number is always 100%.

Utilization

Auto — Blocked (Hrs)

The auto blocked time divided by 3600.

Note that the HiPath 4000 does not supply data for this field,
so reports will display zeros.

Activity

Calls Abandoned

The sum of the number of times incoming external calls hung
up while on hold, the number of times incoming internal calls
hung up while on hold, the number of calls in queue that were
abandoned (not available for the Hicom 300), and the number
of times recalls hung up while on hold.

Call Profile

Calls - External

Incoming external calls answered at console.

Activity

Calls - Internal

Incoming internal calls answered at console.

Activity

Calls - Outgoing

The sum of outgoing calls placed by console for another party
and outgoing calls placed by operator when no other party
was on the line.

Activity

Calls - Personal

Number of incoming calls directly to console’s extension that
were answered.

Activity

Calls — Total

The sum of incoming external calls answered at console,
incoming internal calls answered at console, and the number
of incoming calls directly to console’s extension that were
answered

Activity

External Calls

Incoming external calls answered at console.

Call Profile

External — Console Activity
(secs)

Seconds of usage for incoming external calls.
Followed by:

Seconds of usage for incoming external calls divided by the
number of seconds that the console is manned.

Utilization

External (secs)

Seconds of usage for incoming external calls.

Utilization & Service

External (secs) Seconds of usage for incoming external calls divided by the Call Length
number of incoming external calls received at console.
Forward — Redirected Number of forwarded external calls. Call Profile
Forwards (secs) Seconds usage for forwarded external calls divided by the Call Length
number of forwarded external calls.
Fwd — Redirected (secs) Seconds of usage for forwarded external calls. Utilization
Followed by:
Seconds of usage for forwarded external calls divided by the
number of seconds that the console is manned.
Hrs — Active Seconds that the console is manned divided by 3600 Activity
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Column Heading

Description

Report

Idle (secs) Seconds that console is active but no call is in progress. Utilization & Service
Incoming Calls Number of incoming calls directly to console’s extension that Call Profile

were answered.
Incoming — Personal Seconds spent on incoming calls directly to console’s Utilization

Extension (secs)

extension.
Followed by:

Seconds spent on incoming calls directly to console’s
extension divided by the number of seconds that the console
is manned.

Incoming (secs)

Seconds spent on incoming calls directly to console’s
extension.

Utilization & Service

Incoming (secs) Seconds spent on incoming calls directly to console’s Call Length
extension divided by the number of incoming calls directly to
console’s extension that were answered.
Internal — Console Activity | Seconds of usage for incoming internal calls. Utilization
(secs) Followed by:
Seconds of usage for incoming internal calls divided by the
number of seconds that the console is manned.
Internal Calls Incoming internal calls answered at console. Call Profile
Internal (secs) Seconds of usage for incoming internal calls. Utilization & Service
Internal (secs) Seconds of usage for incoming internal calls divided by the Call Length
number of incoming internal calls received at console.
Manual — Blocked (Hrs) The manual blocked time divided by 3600. Activity
Note that the HiPath 4000 does not supply data for this field,
so reports will display zeros.
Night — Idle (secs) Seconds that console was in night service mode. Utilization

Followed by:

Seconds that console was in night service mode divided by
the number of seconds that the console is manned.

Night Key Time Seconds that console was in night service mode. Utilization & Service
Open — Idle (secs) Seconds that console is active but no call is in progress. Utilization
Followed by:
Seconds that console is active but no call is in progress
divided by the number of seconds that the console is manned.
Outgoing Calls Outgoing calls placed by operator when no other party was on | Call Profile
the line.
Outgoing — Personal Seconds of usage for outgoing calls placed by operator when Utilization

Extension (secs)

no other party was on the line.
Followed by:

Seconds of usage for outgoing calls placed by operator when
no other party was on the line divided by the number of
seconds that the console is manned.

Outgoing (secs)

Seconds of usage for outgoing calls placed by operator when
no other party was on the line.

Utilization & Service
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Column Heading Description Report
Outgoing (secs) Seconds of usage for outgoing calls placed by operator when | Call Length

no other party was on the line divided by the number of

outgoing calls placed by operator when no other party was on

the line.
Outside — Redirected Number of outgoing calls placed by console for another party. | Call Profile
Outside - Redirected Seconds of usage for outgoing calls placed by console for Utilization
(secs) another party.

Followed by:

Seconds of usage for outgoing calls placed by console for

another party divided by the number of seconds that the

console is manned.
Outside (secs) Seconds of usage for outgoing calls placed by console for Call Length

another party divided by the number of outgoing calls placed

by console for another party.
Queued Calls Answered Number of answered calls that had been queued. Call Profile
Recall — Console Activity Seconds of usage for recalls. Utilization
(secs) Followed by:

Seconds of usage for recalls divided by the number of

seconds that the console is manned.
Recalls Number of recalls. Call Profile
Recalls (secs) Seconds of usage for recalls. Utilization & Service
Recalls (secs) Seconds of usage for recalls divided by the number of recalls. | Call Length
Total — Blocked (Hrs) (The sum of auto blocked time and manual blocked time) Activity

divided by 3600.

Note that the HiPath 4000 does not supply data for this field,

so reports will display zeros.
Total — Console Activity The sum of seconds of usage for incoming external calls, Utilization
(secs) seconds of usage for incoming internal calls, and seconds of

usage for recalls.

Followed by:

(The sum of seconds of usage for incoming external calls,

seconds of usage for incoming internal calls, and seconds of

usage for recalls) divided by the number of seconds that the

console is manned.
Transfer — Redirected Number of transferred external calls. Call Profile
Transfers (secs) Seconds of usage for transferred external calls divided by the | Call Length

number of transferred external calls.
Xfer - Redirected (secs) Seconds of usage for transferred external calls. Utilization

Followed by:

Seconds of usage for transferred external calls divided by the

number of seconds that the console is manned.
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10.3 Call Detail

10.3.1 Call Detail Data Items

The following table lists the Call Detail data items you can use when you create Call Detail
reports. Some of the data items may be available as both filters for creating the report and
as available report columns within a report.

Call Detail Data
ltem

Account Code

Definition

The account code reported by the switch, if used. Some customers require some
toll calls to be charged to an account.

Call Duration

The time that a call is connected (in seconds). Does not include ring time.

Call ID A unique number that is the same for all call segments that are part of the same
call. Sort of like a serial number.
Call Type Internal -- A call between two extensions on the switch (including extensions on

IPDAs attached to the same switch).

Incoming -- A call that arrives at the switch through a trunk.

Network -- A call from an extension on one switch in the customer network to
another switch in the customer network.

Local -- An outgoing call that has no toll charges.

Regional -- An outgoing toll call to a local region which has a cost that differs from
long distance calls.

Long Distance -- An outgoing toll call to a number (within the same country).

International -- An outgoing toll call to another country.

800 -- An outgoing toll free call, even though it may be to a destination outside of
the local calling area.

900 -- An outgoing toll call that is charged a substantial amount above the typical
long distance rate.

Called Customer
ID

The ID assigned by the switch to the called customer party. In order for this field to
be populated, the Customer Identification number must be set for each Business
Group in the OpenScape Voice Common Management Portal.

Called Number

The originally called number. Basically the number dialed by the caller before the
call is forwarded or distributed. OSV uses the dialed digits.

Calling
Customer ID

The ID assigned by the switch to the calling customer party. In order for this field to
be populated, the Customer Identification number must be set for each Business
Group in the OpenScape Voice Common Management Portal.

Calls The number of calls reported. For simple calls, this is just the number of call
records. More complex calls, such as those involving a transfer, may have multiple
call records and still count as only one call. All of the call segments for a single call
will have the same Call ID.

Charged The extension that placed an outgoing call or received an incoming call. For the

Extension HiPath 4000, this is the same as the “paying party” on the switch, so it can be
customized using an AMO command.

JUNE 2011 IMPACT TECHNOLOGIES, INC 163

CONFIDENTIAL AND PROPRIETARY




TRAFFIC ANALYST USERS GUIDE

Call Detail Data
ltem

Charged Party

Definition

The name of the charged extension for the call. The organization data is imported
from a comma delimited file (like output from Excel, for example) so it is user-
defined. This field allows you to filter and report Call Detail statistics for different
parts of your organization.

Clearing Cause

Call information on why a call segment ended.

Connected The originating number’s phone number for an incoming call or the

Number destination/called number for an outgoing call. The opposite party as the Charged
Extension.

Cost The cost of a call.

For outgoing calls, defined in cents per minute where any part of minute used
counts as a full minute. (Typical rule for calculating toll changes in the United
States.) The first minute of outgoing calls can have a different cost set than the rest
of the minutes.

For incoming and interval calls, there is no rounded up to a full minute. The cost per
minute is converted to cost per second and applied to each call segment in the
calls. The difference between the configured first minute cost and the additional
minutes cost is applied to the first call segment for the call.

Cost Center

The name of the cost center that corresponds to the charged extension for this call.
The organization data is imported from a comma delimited file (like output from
Excel, for example) so it is user-defined. This field allows you to filter and report Call
Detail statistics for different parts of your organization.

Department The name of the department that corresponds to the charged extension for this call.
The organization data is imported from a comma delimited file (like output from
Excel, for example) so it is user-defined. This field allows you to filter and report Call
Detall statistics for different parts of your organization.

Destination The extension number that is connected to the call for an incoming call or the

outside number for an outside call.

Gateway Called

If a call is placed to an extension or trunk connected to an IPDA, this is the name of
that IPDA gateway.

Gateway Calling

If a call is placed from an extension or trunk connected to an IPDA, this is the name
of that IPDA gateway.

LCR Route The Least Cost Route selected by the switch for an outgoing call.

Manager The name of the manager that corresponds to the charged extension for this call.
The organization data is imported from a comma delimited file (like output from
Excel, for example) so it is user-defined. This field allows you to filter and report Call
Detall statistics for different parts of your organization.
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Call Detail Data
ltem

Network Hop
Step

Definition

A value of 0 in this field indicates a normal call segment. A non-zero value for a call
segment indicates that this segment was routed to a HiPath 4000 switch within the
customer’s network, in addition to the source and destination. For most purposes,
these call segments with network hop step greater than 0 are filtered out, but they
can be examined if the customer wants to see how the call was routed through their
network. Call segments with a network hop step greater than 0 never have a cost of
their own. If there is a network cost defined for the switch where the call segment
was reported, that cost is included in the cost of the associated call segment with a
network hop step of 0.

Organization

The name of the organization that corresponds to the charged extension for this
call. The organization data is imported from a comma delimited file (like output from
Excel, for example) so it is user-defined. This field allows you to filter and report Call
Detall statistics for different parts of your organization.

Originating The number of the party that placed the call. This is the number that would appear

Number as the “Caller ID” on an extension. If the HiPath 4000 does not receive a calling
number, the Originating Number appears as “Unavailable.” If the caller is blocking
caller ID, the number appears as “Blocked.” For OpenScape and Hicom 300
switches, blocked and calling numbers not received are displayed as “Unavailable.”

Originating The name of the person associated with the Originating Number.

Party

PIN Personal Identification Number, up to 15 characters. Note that this option is only

available if the PBX is configured to support PINs. Also, for security reasons, the
Administrator must choose to allow the PIN column in reports, by checking the
coordinating box in the CDR Reports tab of the switch properties.

Seizure Code

The code for seizing a trunk. A typical example is the “9” dialed to get an outside
line. Not all switches report the seizure code separately.

Seizure Duration

The length of time in seconds that the switch extension or trunk used in the call was
occupied by the call.

Start Date The date on which a call is answered or started, based on the time zone on the
switch.

Start Seizure The clock time that a call began. When the first trunk or extension used by the call

Time on the switch is seized. Includes ring time. In the time zone of the switch carrying

the call.

Start Talk Time

The clock time that a call is answered or sent to queue. Or if the call is not
answered, the time the call was placed. In the time zone of the switch carrying the
call.

Switch The PBX monitored by Traffic Analyst that is carrying the call.

Transfer The extension number of the device that transferred a call.

Number

Trunk Group The primary trunk group used by an incoming or outgoing call. Also the only trunk

Prime group used if call originates or terminates on the switch reporting the call.

Trunk Group The “other” trunk group used by a call that transits the switch (in one trunk group

Transit and out another). In this case, the outgoing trunk group is in “Trunk Group Prime”
and the incoming trunk group is “Trunk Group Transit.”
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Call Detail Data Definition
ltem

Trunk Number The number of the trunk within the primary trunk group used by an incoming or
Primary outgoing call. Also the only trunk group used if call originates or terminates on the
switch reporting the call.

Trunk Number The number of the trunk in the “other” trunk group used by a call that transits the
Transit switch (in one trunk group and out another). In this case, the outgoing trunk group is
in “Trunk Group Prime” and the incoming trunk groups are “Trunk Group Transit.”

Wait Duration The “waiting” time, or the delta between Seizure Duration and Call Duration. Also,
is a filter in the “Include” column of the report screen.

10.3.2 Call Detail Fields Available by Switch Type

The following table displays the available Call Detail fields. A “v”” denotes switch

availability; a “-“ indicates that the Call Detail field is not available for that switch type.

Siemens Cisco Nortel Avaya

Field Name Hicom 300 HiPath HiPath OpenScape Unified CS1000 Aura
3000 4000 Voice Communications Meridian Definity G3
Manager SL1

S8700

Account Code v v v v v v v
Call Duration v v 4 v v v v
CallID 4 4 v v v v v
Call Type v v v v v v v

(no internal (no internal

calls) calls)

Called S - - v - - -
Customer ID
Calling - - - 7 - - -
Customer ID
Called v v v v v v v
Number
Calls v v v v v v v
Charged v v v v v v v
Extension
Charged v v v v v v v
Party
Clearing v v v
Cause
Connected v v v 4 v v v
Number
Cost v v v v v v v
Cost Center
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Siemens Cisco Nortel Avaya
Field Name Hicom 300 HiPath HiPath OpenScape Unified CS1000 Aura
3000 4000 Voice Communications e Definity G3
Manager SL1
S8700
Department v v v v v v v
Destination v (same as v v v v (same as
Called Called
Number) Number)
Gateway - - v - - - -
Called
Gateway - - v - - - -
Calling
LCR Route - v - - - - -
Network Hop - - v v - - -
Step
Manager v
Organization v v v v v v v
Originating v v v v v v v
Number
Originating v v v v v v v
Party
PIN v - v v v v v
Seizure Code v v v v - v v
Seizure - - v
Duration
Start Date v v v v v v v
Start Seizure - - v v v v v
Time
Start Talk v v v v v v v
Time
Switch v v v v v v v
Transfer v v v v v v -
Number
Trunk v v v - - v v
Number
Primary
Trunk v - v - - v v
Number
Transit
Trunk Group v v v v v v v
Prime
Trunk Group v - v v v v v
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Siemens Cisco Nortel Avaya

Field Name Hicom 300 HiPath HiPath OpenScape Unified CS1000 Aura
3000 4000 Voice Communications e Definity G3
Manager SL1
S8700

Transit
Wait Duration - v v v v v -
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Appendix A: Troubleshooting

To ensure that Traffic Analyst is accessible by users with Internet Explorer, some
configuration settings may need to be adjusted. Settings may differ depending on what
version of Internet Explorer is being used. Following are troubleshooting procedures for
Internet Explorer versions 6 and 7, as well as troubleshooting procedures for Internet
Explorer version 8.

Internet Explorer 6 & 7

To access Traffic Analyst from Internet Explorer 6 or 7, Active Scripting must be enabled.
To make sure Active Scripting is enabled, follow the instructions below:

e Go to Internet Options

e Select the Security Tab

e Select the Internet Zone

e Select Custom Level

e Scroll down to the Scripting section, select the Enable radio button under
Active Scripting

Internet Options i |
General  Security | F'rivacyl Eontentl Connectionsl F'rogramsl Advancedl

Select a'Web content zone to specify itz security zettings.

¢ 0 @

Intermet Local intranet  Trusted sites 2 x|
Intemet Settings:
This zone contains all Web sitez you -@ Scripting ;I
# haven't placed in other zones Active scripting
{0 Disahle
— Security level for this zane ——— {3 Enaklz
) Prompt
Custom Allow paste operations via script
Custamn settings. ) Disahle
- To change the sethings. click Custe (* Enable
- Ta uze the recommended settings, O Prompt
Scripting of Java applets
{0 Disahle
{3 Enaklz J
Custom Level.. | ) Prompt _ILI
3

P | SR S P
ﬂll Aok Fim ok I

K | ~Reset custom settings
Reset ko IMedium j Resel |

0K I Cancel |
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Internet Explorer 8

To access Traffic Analyst from Internet Explorer 8, Compatibility Mode must be enabled.
There are two options for enabling Compatibility Mode. The first solution is the simplest:

o Browse to the Traffic Analyst website; http://(IP address of server)/trafficweb
e Go to the Tools dropdown and click the Compatibility View menu

e This option toggles Compatibility Mode for the currently browsed web site

A second solution is:

e Go to the Tools dropdown, then click the Compatibility View Settings menu

e The following dialog will appear:

Compatibility View Settings [

Q You can add and remove websites to be displayed in
‘AL Compatibility View.

Add this website:

ComputerMame . impacttech. com

Websites you've added to Compatibility View:

=
i
=]
m

[7] indude updated website lists from Microsoft
Display intranet sites in Compatibility View
[ Display all websites in Compatibility View

Close
|-

e Enter the name of your Traffic Analyst server in the “Add this website” field, then
click Add.

Note: If you need to get this information from a technical support person, ask for the FQDN
(Fully Qualified Domain Name) of the machine hosting the website.

All websites listed will browse in Compatibility Mode. To display all intranet sites in
Compatibility View, check the coordinating checkbox at the bottom of the dialog box. You
can also choose to display all websites this way.
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Testing the Connection to an OpenScape Voice Switch

If you have an IP address, user name, and password for an OpenScape Voice switch and
the connection test fails, follow these instructions for troubleshooting.

Do a ping to make sure the IP address is accessible.

Download a copy of a free program to test the SFTP connection, such as
WiInSCP, off the internet.

o Note: You cannot use regular FTP.

You should be able to log into the OpenScape Voice switch and change to the
directory “/cdr”.

o Note: Use a forward slash, not backward slash. OpenScape Voice is
Unix.

If you see files in the /cdr directory that end in “.BF” then the switch is generating
CDR files.

Traffic Analyst Housekeeping

This section discusses procedures that may be helpful for maintaining Traffic Analyst on
your server. Please note that these are recommendations.

Shutdown/Reboot

If you need to shutdown/reboot your Traffic Analyst server, you may, but do so with
caution. When shutting down Traffic Analyst for an upgrade, make sure that the
OnTraQ server (if installed) is also shutdown. This must be done to ensure that the
database definition can be properly updated, since Traffic Analyst and OnTraQ utilize
the same database.

Normally, Traffic Analyst must be manually restarted after any reboot. The exception
is if Traffic Analyst was installed as a Windows Service. If installed as a service,
Traffic Analyst should begin running when the server is rebooted.

Managing Disk Space

Database backups can take up a lot of space, which adds up over time. If you factor
in the fact that classic Traffic Analyst reports are saved in the Traffic Analyst/Reports
directory indefinitely and scheduled OnTraQ reports are also saved indefinitely, it's
obvious that extra space can be depleted quite quickly. And, if Traffic Analyst runs
out of disk space, it almost always corrupts the database, which, in turn, requires
restoring a backup.

Database Backups

Not only do database backups take up space on the target drive once they are
complete, but they also require room on the system to “perform/run” the backup
process. When the backup runs, it makes a copy of the database and the database
log file in the Traffic Analyst install\temp directory. It then performs a compression
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against that database and the database log file. This compression uses temporary
space in that same Traffic Analyst temp directory. Next, it appends the comm. audit
directory contents (which contains the raw data collected from the switch) to the end
of the compressed file in the temp directory, where it remains until all files are copied
to the target directory. Once this is complete, Traffic Analyst deletes the temporary
compressed file.

For Traffic Analyst to successfully perform a backup, you should have as much disk
space as possible for the following:

e A copy of the database and it’s log file

o Afully compressed backup file in the directory where Traffic Analyst installed
(includes database, database log file, and compressed caudit directory)

o A copy of the final compressed backup file(s), if the target of the backup is on the
same partition that Traffic Analyst is installed on

The minimum formula needed by the database backup process is: (database and
database log file size)+(compressed database and database log file) + (compressed
caudit directory size); Optionally, if target backup directory is on same Traffic Analyst
installed partition +(size of target backup file size).

Example:

database and database log file size = 6.46GB

caudit directory size = 11.6GB

compressed database and database log size ~ (6.46GB)*.25 = 1.62GB
compressed caudit directory size ~ (11.6GB)*.12 = 1.4GB

Or (6.46GB)+(1.62GB)+(1.4GB) = 9.5GB available disk space (minimum)

Note: If you cut it close, Traffic Analyst will not run well. The operating system needs
working space, and your database and comm. audit directory data will continue to
grow as you collect more data. Be sure you give yourself at least 10% of your disk
capacity or the size of an uncompressed copy of the Traffic Analyst database, log file
and comm. audit directory, plus the necessary room to run a backup and some
additional capacity for increases in the data you will store. With the above example,
if you have a 100GB HDD after formatting, you would want at least [9.5GB + larger of
(18GB or 10GB) =] 28GB of disk space available.

WARNING: We highly recommend you do not store the backup on the same
physical drive as the operating system or Traffic Analyst application. You may want
to store them to a separate HDD or network drive, in case the drive Traffic Analyst is
installed on fails. Be sure you watch the target drive space regularly. Also, note that
in Traffic Analyst you can control how many backups are kept, so the fewer backups
you have stored at one time, the less disk space will be used.
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Windows Updates

It is important to keep up with Windows Updates on your Traffic Analyst server.
However, we recommend that you do not set Windows Updates to update
automatically, because this can cause Traffic Analyst to shut down unintentionally. If
this happens, you must restart Traffic Analyst manually. Note: Any automatic update
could shut Traffic Analyst down, so be careful about what updates you run
automatically.

It is recommended that Windows Updates are run in between data collection periods,
so that all data is collected without interruption.

Note: Impact Technologies does not test all Windows Updates against Traffic Analyst
performance. In general, these updates do not have a negative effect, however
Impact cannot be held responsible if an update does impact performance in an
undesirable way.

Virus Protection Software

Virus protection software that is generally compliant with Traffic Analyst requirements

includes:

e McAfee
e Norton
e ESET

e AVG

Other virus protection products may be acceptable, as well.

Defragment of Hard Disk Drive

Over time, Traffic Analyst (or any other program) can degrade in performance if it has
been running for a while.

We recommend you periodically “defragment” the hard disk drive on which Traffic
Analyst is installed. You may use the windows “Disk Defragmenter” or some other
third party utility. If you decide to do so, make sure you shut down as many
applications as you can, including Traffic Analyst, its database service and OnTraQ,
to get a better defragmented file system.
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